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Today, compliance is on the minds of just about every congress person, regulator, lawyer, and financial service professional. Although not every financial corporation can follow in the footsteps of JPMorgan and hire 3,000 employees and spend $1.5 billion to overhaul its compliance function, the entire financial sector is retooling compliance programs to meet the evolving demands of a variety of federal, state, and even international regulators.¹

INTRODUCTION

After one of the worst financial crises since the Great Depression, compliance has become one of the most sought after areas on Wall Street.² Demand for compliance expertise has started to increase rapidly, as organizations have had to strengthen and build more effective compliance programs.³ Given the requirements of Sarbanes-Oxley,⁴ Dodd-Frank,⁵ and the continued regulatory pressure on the markets and banking institutions, companies will need to ensure adherence with the relevant rules and regulations in order to grow, merge, and prosper.⁶

Compliance has been in the spotlight during various scandals that have affected large banking organizations. In September 2013, JPMorgan disclosed it was hiring an additional 2,000 compliance officers to work on various compliance issues regarding the “London Whale” trading scandal.⁷

¹ Victoria Rivkin, After the Fall: The Rising Need for Compliance Lawyers in a Post-Financial Crisis World, 18 BROOK. L. SCH. LAW NOTES, Fall 2013, at 20, 21 (2013).
³ Id.
⁷ Lauren Tala LaCapra & David Henry, JPMorgan to Spend $4 Billion on Compliance and Risk Controls, REUTERS (Sept. 12, 2013, 10:09 PM), http://www.reuters.com/article/2013/09/13/us-usa-jpmorgan-risk-idUSBRE98C00720130913. The London Whale scandal occurred during April and May 2012, in which JPMorgan’s Chief Investment Office booked outsized transactions involving credit default swaps that culminated in a large trading loss that led to a number of investigations to examine the firm’s risk management system and internal controls.
During the same time period, HSBC also hired 3,000 compliance officers to bring its total compliance workforce to over 5,000 employees.8

There have been a multitude of challenges imposed on banking organizations since 2008. Some of these challenges have come in the form of new regulations, standards, and guidelines that need to be interpreted and monitored requiring firms to increase their compliance presence.9 Furthermore, the task of compliance has become more complex for financial institutions that have a global presence and therefore implicates a plethora of conflicting local laws, supervisory authorities, and cultural differences.10

As the compliance function gains popularity with its rising importance in banking organizations, it is vital for leaders in the organization to fully understand the best way to position respective compliance departments to ensure they are effective and robust. Compliance is a relatively new industry11 that has seen huge growth in the past few years after the financial crisis.12 Unfortunately, there is no “one-size fits all” approach13 that can be taken for compliance programs given that each organization must look to its overall risk profile to determine the approach that will best fit its needs. In order to create an effective and robust compliance program, leaders in the organization need to be aware of best practices and regulatory guidance to ensure that compliance risk is adequately mitigated. Part I of this Note will explore the history and background of compliance functions within large banking organizations, primarily focusing on the regulatory guidance that has been provided by the Board of Governors of the Federal Reserve as to how an independent compliance function should operate within large banking organizations. Part II provides an analysis of how the current incentive-based compensation arrangement for compliance staff and the reporting line structure for compliance departments may be construed as an inherent contradiction against the regulatory guidance provided for how an independent compliance department should function. Part III suggests alternative options to today’s current compensation setup and reporting line structure, taking into consideration the guidance promulgated by the Federal Reserve, along with practical concerns that exist within large banking organizations.

8. HSBC to Bring in 3,000 Compliance Staff, HR GRAPEVINE (Sept. 25, 2013), http://www.hrgrapevine.com/markets/hr/article/2013-09-25-hsbc-to-bring-in-3-000-compliance-staff.
10. Id.
13. Olaoye, supra note 11.
It is important to emphasize that this Note focuses on compliance functions within traditional banking organizations as opposed to compliance functions within the investment advisory or broker-dealer space of financial services firms. Compliance operates in different spheres utilizing the same fundamental skill set and focus on controls within both spaces; however, the varying set of rules and regulations that investment advisory and broker-dealer firms face call for a different setup and operation of the overall compliance landscape. Banks are regulated under the authority of various banking regulators, primarily the Federal Reserve, along with the Office of the Comptroller of the Currency, and the Federal Deposit Insurance Corporation, while securities regulators primarily include the Securities and Exchange Commission (SEC), Financial Industry Regulatory Authority, and the Commodity Futures Trading Commission.

I. HISTORY AND BACKGROUND OF COMPLIANCE

A. DEVELOPMENT OF COMPLIANCE WITHIN LARGE BANKING ORGANIZATIONS

Compliance programs exist today as departments or units within banking organizations and have a wide range of roles and responsibilities, including monitoring trading activity, preventing conflicts of interest, and providing surveillance to prevent money laundering, among many other roles that ensure adherence with applicable laws, rules, and regulations. Compliance officers work to identify risks and develop targeted trainings and policies, along with tailored monitoring programs to address potential risks and deter misconduct. There are a variety of departments within the bank that compliance officers interact with on a day-to-day basis, including the business areas, legal department, internal audit department, and the

14. See James A. Fanto, Advising Compliance in Financial Firms: A New Mission for the Legal Academy, 8 BROOK. J. CORP. FIN. & COM. L. 1 (2013) (exploring the increasing importance of compliance within the legal academy, with a focus on compliance in the broker-dealer context). See also Barbara Black, Punishing Bad Brokers: Self-Regulation and FINRA Sanctions, 8 BROOK. J. CORP. FIN. & COM. L. 23 (2013) (discussing the regulatory landscape within the broker-dealer space).


18. Olaoye, supra note 11.
other risk management departments. While many compliance officers have a legal background to assist in interpreting and applying the rules and regulations, others lacking the legal background have the depth of experience from working in the business area.

Some firms have opted to place compliance within the overall risk management umbrella. Risk Management (Risk) generally involves identifying, analyzing, and accepting or mitigating uncertainty of the overall market such that the business is aware of certain risk thresholds. Traditional enterprise risk management has its foundations in capital management for credit, market, interest rate, and operational risk.

Compliance’s responsibilities are also distinct from the traditional risk management areas. Because compliance departments are relatively new and have a constantly evolving set of responsibilities, some firms have, sometimes for lack of a better placement, inserted compliance within the overall enterprise-risk management umbrella even though it may not be the most appropriate place for the compliance function to sit in. Therefore, the reporting structure and overall hierarchy where compliance may be found within the organization is not consistent across companies because there is often a lack of clarity as to who in the organization is responsible for compliance. It is useful then to look to the history of compliance to determine the best approach for creating an effective compliance program.

There is no one point in time that can serve as the genesis for compliance departments within organizations; rather, we can look to various antecedents that prompted organizations to develop and invest in compliance. Some trace the history of compliance back to the turn of the twentieth century when public safety agencies began to emerge spurred on by novels such as The Jungle, which generated an increased friction and distrust between private businesses and customers. As compliance may have had its roots formed earlier in the century, modern-day compliance organization began in 1977 with the requirements of the Foreign Corrupt

---
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Practices Act (FCPA). The FCPA was signed into law after an investigation by the SEC uncovered significant bribery activity within United States companies. As a result, the FCPA ensured that many companies developed their own internal resources to “actively monitor” business activities to maintain compliance with the applicable rules and regulations.

The most important development for compliance was the advent of the Federal Sentencing Guidelines for Organizations (FSGO) in 1991 by the United States Sentencing Commission. The FSGO was groundbreaking—it provided the first significant incentive for organizations to create a formal compliance program. The FSGO was geared to encourage deterrence and to ensure that companies would proactively take steps to prevent and detect violations. Under the FSGO, organizations were provided with a sentence downgrade for a violation if they could demonstrate the existence of an “effective compliance program.” This led to the burgeoning of the compliance industry, as organizations developed entire departments to focus on compliance in hopes of qualifying for the sentence downgrade if the corporation were subject to an investigation and found in violation.

Courts began to note the powerful effect of the FSGO within organizations. In 1996, the Court of Chancery of Delaware decided In re Caremark International Inc. Derivative Litigation, and noted the FSGO offered “powerful incentives for corporations today to have in place compliance programs to detect violations of law, promptly to report violations to appropriate public officials when discovered, and to take prompt, voluntary remedial efforts.” The Caremark court commented that officers and directors could possibly face liability if the organization did not have an effective compliance program in place.

---

31. MacKessy, supra note 29.
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33. KAPLAN, supra note 27, at 1.
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35. Diana Murphy, The Federal Sentencing Guidelines for Organizations: A Decade of Promoting Compliance and Ethics, 87 IOWA L. REV. 697, 703 (2002). See U.S. SENTENCING GUIDELINES MANUAL § 8B2.1(b) (2001) (setting forth the sentencing guidelines for organizations). The FSGO set forth the following minimum criteria for a program to be deemed effective: 1) Compliance standards and procedures must be established to deter crime; 2) High-level personnel must be involved in oversight; 3) Substantial discretionary authority must be carefully delegated; 4) Compliance standards and procedures must be communicated to employees; 5) Steps must be taken to achieve compliance in establishment of monitoring and auditing systems and of reporting systems with protective safeguards; 6) Standards must be consistently enforced; 7) Any violations require appropriate responses, which may include modification of compliance standards and procedures and other preventive measures. Id.
37. Murphy, supra note 35, at 710.
made mention of a 1963 Delaware Supreme Court case, *Graham v. Allis-Chalmers*, in which the Delaware Supreme Court held that absent cause for suspicion, the directors have no duty to install and operate a corporate system of espionage to find wrongdoing that they have no reason to think exists.\(^{40}\) However, the *Caremark* court emphasized the directors “ought to have known” of the wrongdoing in *Graham*, as the directors are under a duty to bring the corporation into compliance with the law.\(^{41}\) Therefore, *Caremark* adopts a narrow interpretation of *Graham* and rejects the supposition that there be a basis for suspicion to install an effective compliance program; rather, it is the duty of the officers and directors to proactively ensure compliance with the law.\(^{42}\)

Due to the increasing pressure, corporate Boards of Directors (Boards) have become burdened with ensuring an adequate compliance program that meets, if not exceeds, the standards set by the FSGO.\(^{43}\) Boards were faced with several issues when deciding how to effectively implement a compliance program that would serve the best interests of the company.\(^{44}\) A significant issue became the possibility that negative information generated by the compliance program would ultimately be used against the corporation, either by the government or in civil suits.\(^{45}\) Consequently, the more effective a compliance program, the more harm it could possibly inflict on the corporation when it became subject to litigation.\(^{46}\) Others argued that compliance programs would only be implemented to serve as a window-dressing function and give the illusion of market legitimacy.\(^{47}\)

Irrespective of how the company viewed the ultimate objective of its compliance program, it became clear that if organizations failed to implement a compliance program that effectively allowed for adequate self-policing, the FSGO would have failed in providing an adequate incentive for corporations to build an effective program that encouraged compliance with the applicable rules and regulations.\(^{48}\) However, given that companies could take advantage of the sentence downgrade feature of the FSGO by evidencing a strong and effective compliance program,\(^{49}\) many companies

\(^{40}\) *Caremark*, 698 A.2d at 969.
\(^{41}\) Id.
\(^{42}\) Id.
\(^{43}\) Id.
\(^{44}\) Id.
\(^{46}\) Id. at 511.
\(^{48}\) Wellner, supra note 45, at 520.
deemed it necessary to implement a robust compliance program that met the standard set forth by the FSGO. Additionally, prosecutors began to adopt a more stringent approach against corporate defendants on both a state and federal level, thereby highlighting the need for companies to have effective programs in place that could provide evidence of adequate self-policing. Subsequently, compliance programs became more integrated with general risk management practices, specifically within large banking organizations.

**B. A SEPARATE CLASS OF RISK: COMPLIANCE RISK**

In 2005, compliance risk became recognized as a distinct class of risk when the Basel Committee on Banking Supervision (Basel Committee) defined “compliance risk” as “the risk of legal or regulatory sanctions, material financial loss, or loss to reputation a bank may suffer as a result of its failure to comply with laws, regulations, rules, related self-regulatory organization standards, and codes of conduct applicable to its banking activities.” The Basel Committee went on to further outline ten principles that compliance functions within banking organizations should follow, covering aspects such as reporting lines to resourcing for compliance functions. These ten principles became the benchmark for compliance functions within global banking organizations until October 2008 when the Board of Governors of the Federal Reserve released Supervisory Letter SR 08-8 (SR 08-8) that provided guidance regarding the compliance function in banking organizations.

SR 08-8 is consistent with the Basel Committee guidance and endorses its principles—both agree that banking organizations have faced continuing challenges with risk management, specifically compliance risk

---

50. Id.
52. **BASEL COMM. ON BANKING SUPERVISION, COMPLIANCE AND THE COMPLIANCE FUNCTION IN BANKS** 7 (2005). The Basel Committee on Banking Supervision provides a forum for regular cooperation on banking supervisory matters and its objective is to enhance understanding of key supervisory issues and improve the quality of banking supervision worldwide.
55. Id.
management.\textsuperscript{56} SR 08-8 further clarifies, that for US banking organizations, there are certain points to focus on, including a firm-wide approach to compliance risk, independence of compliance staff, and responsibilities of Boards and senior management regarding compliance risk management and oversight.\textsuperscript{57}

II. THE INHERENT CONTRADICTION OF AN INDEPENDENT COMPLIANCE FUNCTION

A. COMPENSATION CONCERNS

As compliance has grown into an area of high demand, compensation concerns have also accompanied this area of growth.\textsuperscript{58} SR 08-8 provides that, “[c]ompensation and incentive programs should be carefully structured to avoid undermining the independence of compliance staff. Compliance staff should not be compensated on the basis of the financial performance of the business line. Such an arrangement creates an improper conflict of interest.”\textsuperscript{59} This very statement indicates a contradiction—how can compliance staff be compensated if not for the performance of the business line that contributes to the firm’s bottom line?

Compensation in the financial services industry tends to be much more generous than other sectors of the economy\textsuperscript{60} given that incentive compensation, in the form of annual bonuses, can often be double or triple an individual’s base compensation.\textsuperscript{61} In a recent survey of compensation for compliance staff conducted by the National Regulatory Services, 60% of the respondents to the survey said they participate in some form of incentive compensation program.\textsuperscript{62} The data analyzed by the survey indicated incentive compensation is generally around 20% to 30% of base compensation, with some respondents indicating that they received incentive compensation equal to 100% of their base compensation.\textsuperscript{63} This could come into conflict with SR 08-8; however, it would depend upon what the incentive compensation is tied to—whether it is tied to a more short-term indicator, such as the company’s profitability for a given year or

\textsuperscript{56} Id.  
\textsuperscript{57} Id.  
\textsuperscript{58} Viswanatha & Wolf, supra note 2.  
\textsuperscript{60} Mark Kolakowski, Compensation in Financial Services, ABOUT.COM FINANCIAL CAREERS, http://financecareers.about.com/bio/Mark-Kolakowski-33968.htm (last visited Nov. 9, 2013).  
\textsuperscript{62} Id.  
\textsuperscript{63} Id.
whether the incentive compensation is based on a more long-term indicator, such as shareholder value.  

Incentive compensation is usually viewed through a short-term or long-term lens. If companies focus on too many short-term incentives, they run the risk of an improper increase in short-term risk taking. As with prior financial crises, short-term bonuses can encourage individuals to maximize current profits at the expense of long-term shareholder value. On the other hand, stock options provide the benefit of motivating employees to increase the value of the company’s share price with the intent of focusing on a more long-term approach.

Given that financial services employees may not bear the full cost of their failures because they are agents of the corporation, there is a significant incentive to take more risk than they otherwise would in the short-term approach. A significant conflict of interest arises when a compliance officer approves a transaction that could well determine profitability for the company, ultimately affecting his incentive compensation. Therefore, issues arise when companies award compliance officers incentive compensation based on more risky strategies that could have an impact on the systematic risk to the company.

Issues may also arise when compliance staff are provided with stock options. If compliance officers are provided with long-term stock option incentive plans, this compensation arrangement could thereby affect the “independence” that compliance is supposed to maintain; hence, some companies do not permit compliance staff to participate in stock option programs in order to maintain an appearance that compliance is completely independent. Stock options also increase employees’ incentive to take risk because they are looking to further increase the stock price to make their stock options more valuable.

The incentives provided by compensation should not be considered independently, but rather holistically. The Institute of International

65. Id.
70. Id.
71. INDEP. DIRS. COUNCIL, BOARD OVERSIGHT OF FUND COMPLIANCE 21 (2009).
72. See Baily et al., supra note 69.
73. INST. OF INT’L FIN., COMPENSATION IN FINANCIAL SERVICES: INDUSTRY PROGRESS AND THE AGENDA FOR CHANGE 21 (2009). Front office staff refers to specific groups of employees
Finance (IIF) produced a paper in 2009 that discussed compensation in the overall risk management space of financial services firms and identified two main issues that arise—the disparity in the compensation levels between front office producers and risk management staff, along with the need to control risk with revenue generation when considering incentive compensation for risk management staff.\(^{74}\)

With regard to the disparity in compensation levels between front office producers and risk management staff, the IIF commented that compensation structures should incorporate a review of pay differential between oversight functions and producers.\(^{75}\) The disparity of pay is important to note given that a mid-level front office producer can take home approximately $300,000 per year, while the average total compensation for compliance staff (across junior and senior corporate titles) is $125,000.\(^{76}\) It then becomes important to ensure that compensation for compliance staff is adequate, but does not have so much a disparity from other front office employees that it becomes an issue when determining total compensation.\(^{77}\)

More importantly, the IIF recognizes the balance that needs to be struck between controlling risk and revenue generation.\(^{78}\) Given that qualitative measures play a much more important part in risk management incentive compensation than quantitative measures, it is important to ensure that a conflict of interest does not arise that would wrongly incentivize risk management staff to increase risk solely for the purpose of revenue generation.\(^{79}\) Given that incentive compensation is usually derived from quantitative measures to provide a concrete benchmark, the difficulty becomes in assessing what is the correct criteria to use in determining risk management incentive compensation. The IIF survey of respondents indicated that companies, in setting incentive compensation, have used a variety of qualitative and quantitative measures, including management discretion, qualitative assessment, firm profits, overall firm risk-adjusted profits, and overall firm revenues.\(^{80}\)

Another complication involved in measuring compliance staff performance rests on which performance indicator is most effective.\(^{81}\) The role of compliance, as other Risk functions in large banking organizations, tends to be a thankless task, “because compliance is one of those things that

---
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no one notices when it goes right, and [everyone] notices when it goes horribly wrong.”82 Others have indicated that companies do not take compliance seriously until there is some form of misconduct.83 It becomes difficult then to pinpoint a correct indicator that will effectively measure compliance staff performance to ensure that performance is adequately assessed and is not reactive as the above quotes indicate.

SR 08-8 places the responsibility on the Board to ensure, “that senior management has established appropriate incentives to integrate compliance objectives into the management goals and compensation structure across the organization.”84 As demand for compliance professionals increases with the ever-increasing regulatory environment, large banking organizations have to ensure they are adequately compensating for the role while not creating perverse incentives.85 Overall, the compensation concerns for compliance staff become a significant challenge in ensuring an independent compliance function within the guidelines provided by SR 08-8.

B. REPORTING LINE CONCERNS

One of the most important determinants of the compliance officer’s empowerment in the organization lies with the compliance function’s reporting line.86 The compliance officer should be able to raise matters of concern without fear of reprisal or a conflict of interest.87 If the compliance officer does not have the proper reporting structure, the overall compliance program is likely to be ineffective and could potentially fail.88

As outlined in SR 08-8, compliance independence is necessary in order to obtain objectivity and avoid conflicts of interest.89 Likewise, it is also important to build a compliance program that cultivates a trustful corporate environment with appropriate incentives and rewards that are aligned with honesty and fair dealing.90 SR 08-8 recognizes that compliance staff should


84. BD. OF GOVERNORS OF THE FED. RESERVE SYS., supra note 54, at 7.

85. Viswanatha & Wolf, supra note 2.


87. Id.


89. BD. OF GOVERNORS OF THE FED. RESERVE SYS., supra note 54, at 2.

work closely with business lines and emphasizes the need for strong working relationships in order to have an effective compliance function.  

In addition to banking regulators, securities regulators, such as the SEC, have also emphasized the need for an independent compliance program that has an appropriate amount of standing and authority to implement programs that objectively monitor and escalate issues. As Carlo di Florio, the former Director for the Office of Compliance Inspections and Examinations, highlighted, all too often the mindset amongst senior management involves a “sweep it under the rug” mentality that begs the question as to how independent and challenging compliance functions truly are within these organizations. 

Maintaining an effective and independent compliance function is made more complicated through the perception of the role within the overall function because the role of the compliance officer was previously viewed as someone in lower-level management with little empowerment and mandate to fulfill his or her role. Some have gone so far to comment that “compliance officers have become trendy in recent years . . . they act mainly as window dressing.” Some viewed compliance as an irritating cost center that impedes business development. However, as time passed and more corporate blunders have been unveiled, companies have realized the importance of compliance functions and believe that compliance is an essential part of general business operations. Therefore, a pre-requisite to building and developing a robust and independent compliance function is ensuring the individuals within the department are adequately empowered to receive the proper level of stature and respect within the organization.

Given that compliance functions have been increasing in size during the past decade, there has been considerable debate as to what the appropriate reporting line structure should look like. Certain stakeholders in the debate—senior management, external boards, general counsel, and senior compliance officials—often do not agree on what is the appropriate reporting line structure. There are a range of possibilities for possible compliance reporting lines, some being stand-alone (reporting directly to
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the Board), others reporting to Risk, or to the general counsel.\textsuperscript{100} Decisions about the reporting relationship are not taken lightly, as the reporting line structure can be a reflection of the organization’s priorities and can also provide protection in the event of external scrutiny.\textsuperscript{101} Of course, each compliance program is based on the unique need of the firm, as there is no cookie-cutter approach that companies can take to implement an effective compliance program.

1. Compliance as a Stand-Alone Department

Compliance as a stand-alone department allows for a completely independent function in which all compliance personnel provide support to each of the firm’s business units, even if the firm’s business operations are in different countries.\textsuperscript{102} Some firms find this approach impractical given that it is undesirable to have one compliance function focus on sometimes conflicting legal requirements or expectations of different jurisdictions.\textsuperscript{103} Having a stand-alone compliance function can also increase costs and potentially create new silos, creating inefficient working conditions.\textsuperscript{104}

However, there are certain benefits to this approach as well. The stand-alone approach is one way to completely avoid a conflict of interest with the business, given that there would be completely separate reporting lines and no opportunity for the business to undermine decisions made by compliance.\textsuperscript{105} As a stand-alone reporting area within the organization, it is less likely that compliance input will be interfered with when difficult decisions need to be made.\textsuperscript{106}

Regulators often gain comfort when compliance is organized as a stand-alone reporting area, such that the absence of an intermediary provides unfettered access to the Board when escalation of issues is warranted.\textsuperscript{107} The Board also gains comfort when compliance-related issues are brought directly to its attention in order to determine proper remedial action, given that the Board can be held liable based on a host of regulations, including Sarbanes-Oxley, Dodd-Frank, and the increased enforcement and prosecution of FCPA and anti-money laundering violations.\textsuperscript{108}

\textsuperscript{100} KPMG, The Future of Compliance: Compliance Functions as Strategic Partners in the New Regulatory World 10 (2012).
\textsuperscript{101} RONEY, supra note 86, at 22.
\textsuperscript{102} SEC. INDUS. & FIN. MKTS. ASS’N, The Evolving Role of Compliance 18 (2013).
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\textsuperscript{104} ECONOMIST INTELLIGENCE UNIT, Ascending the Maturity Curve: Effective Management of Enterprise Risk and Compliance 13 (2011).
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As SR 08-8 indicates, compliance should have an “appropriately prominent status within the organization.”\(^{109}\) While SR 08-8 leaves open exactly how to go about achieving “prominent status” to the organization to decide based on its unique needs, the stand-alone option has become a solution that many companies have started to adopt to demonstrate clear mechanisms for independent and direct reporting to the Board.\(^{110}\)

### 2. Compliance Reporting through Risk

Given that compliance was specifically named as a separate risk class by the Basel Committee in 2005, some firms have considered compliance risk as part of their general risk management practice.\(^{111}\) In this scenario, compliance risk then becomes a subset of the enterprise-risk management program, in which there are established procedures for setting risk measurement, control mechanisms, and monitoring procedures.\(^{112}\) A possible downside to the strategy of ingraining compliance within the already established Risk function is that an institution can take too narrow of an approach because it may not consider broader values than merely achieving reliability and conformity with existing laws and regulations.\(^{113}\) An organization can be in technical compliance with the law through the enterprise-risk management practices, but it can still have exposure to reputational risk concerns if it does not abide by the spirit of the law through the lens of the compliance officer.\(^{114}\)

SR 08-8 notes two main benefits of placing compliance within the Risk function—it benefits from an aggregate view of risk exposure and an integrated approach to managing those risks.\(^{115}\) If implemented effectively, compliance would be constructed from within the enterprise and promoted as a core key value throughout the organization.\(^{116}\) However, the Risk organization could be perceived differently if compliance was included within its overall umbrella, as Risk staff may find it difficult to achieve, “peer status with business line leaders and will likely not have the desired impact at the crucial moment when a contrarian voice is needed.”\(^{117}\)

Research recently conducted by the Economist Intelligence Unit set out to analyze how senior executives in various companies assess their risk
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mitigation capabilities against how the company is performing.\textsuperscript{118} The results showed three observations—that companies may be underestimating the extent of risk and compliance failures in their organization, risk and compliance management processes may appear to work well until something goes wrong, and companies may not be learning the broader lessons from risk failures.\textsuperscript{119} One could interpret these results to indicate the overall Risk function within banking organizations may not be working as well in practice as it may be in theory.

Organizations would need to consider these ideas when thinking about integrating the compliance function into the existing Risk function, such that the organization can best align with SR 08-8 in order to “benefit from an aggregate view of the organization’s compliance risk exposure.”\textsuperscript{120}

3. Compliance Reporting through General Counsel

While SR 08-8 does not directly address compliance reporting through the general counsel, some firms place the compliance function within the legal department, which has often drawn stark criticism from compliance professionals.\textsuperscript{121} However, more recently, many have come to recognize the distinct mandates between the general counsel and compliance, along with the inherent conflicts that may arise.\textsuperscript{122} Most notably, the general counsel could be put in a compromising situation if she has to fulfill the responsibility of defending a corporate action that could appear questionable from a compliance perspective.\textsuperscript{123}

Generally, both compliance and the general counsel are tasked with ensuring the organization complies with the relevant laws, regulations, rules, and standards.\textsuperscript{124} Their roles diverge in how they achieve their respective objectives and impact the organization.\textsuperscript{125} The general counsel is usually perceived as the “legal defender” of the company tasked with avoiding or limiting legal risks, while compliance is mandated to prevent and detect misconduct.\textsuperscript{126} The difference has been succinctly stated as,

\textsuperscript{118} Economist Intelligence Unit, supra note 104. Companies that participated in this survey included compliance risk within the overall risk management umbrella for this comparative study.
\textsuperscript{119} Id.
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\textsuperscript{124} José A. Tabuena, The Chief Compliance Officer vs the General Counsel: Friend or Foe?, Socity of Corp. Compliance & Ethics, Dec. 2006, at 5–6.
\textsuperscript{125} Id. at 6.
\textsuperscript{126} Michael W. Peregrine & Joshua T. Buchman, Managing the General Counsel/Compliance Officer Relationship, AHLA Connection, Oct. 2011, at 35.
“lawyers (general counsel) tell you whether you can do something, and compliance tells you whether you should.”127 While these tasks are complementary in the sense that they are both protecting the interests of the firm, they are substantively different duties and objectives.128

There are others who believe that there is no inherent contradiction here—instead, these individuals argue that the role of the general counsel is not only to address the question of “what is technically legal” but also to raise and analyze the question of “what is right.”129 Consequently, it is argued that the general counsel will adopt a “what-is-right” attitude given this attitude is central to the role of the modern, broad-gauged general counsel.130 Others point to the fact that the general counsel and compliance each have a unique position in the company giving access to sensitive information. The general counsel’s unique position in a corporation may allow her to have access to privileged information that may require uncomfortable choices as opposed to an independent third-party view that compliance could take.131 Whether or not an organization prefers to adopt the general counsel reporting structure for compliance, it is important to emphasize the need for strong controls to maintain adequate checks and balances to ensure that conflicts are being properly mitigated.132

III. CONSIDERATIONS FOR COMPLIANCE FUNCTIONS WITHIN LARGE BANKING ORGANIZATIONS

There are certain aspects of compliance functions that can be enhanced to ensure a more effective and robust compliance program, specifically: a) an enhanced process for incentive-based compensation for compliance staff; b) the optimal reporting structure for compliance; and c) compliance representation on firm committees.

A. ENHANCED PROCESS FOR INCENTIVE-BASED COMPENSATION FOR COMPLIANCE STAFF

As explored in Part II, there are various challenges that arise when incentive compensation is factored into compliance staff pay. If compliance staff salaries are based on the company’s performance, compliance staff—
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as is true of other financial services professionals—will want to maximize their potential paychecks, while the company will want to ensure that there are adequate checks and balances on the amount of risk the firm is being allowed to take. How can an organization ensure they are compensating compliance staff enough, but not too much? One solution is to completely eliminate incentive-based compensation to eradicate the existence of a potential conflict of interest. Another less extreme idea would be to have incentive-based compensation tied to a performance indicator that is separate and apart from the firm’s performance.

Incentive-based compensation becomes a vicious cycle where, “employees focus on doing what they need to do to gain rewards—and that just feeds their self-interest even more . . . people chase the money ‘often at the expense’ of doing other things that would help the organization.” Companies run the risk of employees expecting the “contingent reward,” and eventually employees see the payment less like a bonus and more like the status quo. All too often, if individuals do not feel they are being compensated well enough, they play “musical chairs,” where some companies lure talent away from other companies, often luring employees away with the promise of a 20% increase in salary. Organizations must align this thinking with the guidance provided in SR 08-8, which states that, “compensation and incentive programs should be carefully structured to avoid undermining the independence of compliance staff.”

Regulators have commented that flawed incentive compensation practices in the financial industry have previously rewarded employees for increasing the organization’s revenue or short-term profit without a sufficient recognition of the risks involved. Therefore, a company could create a compensation system that relies solely on a guaranteed base salary that does away with risky incentive-based rewards. However, this will likely not work because the industry will find a way around it. Organizations would simply take the amount of the incentive-based portion of pay and increase the individual’s base salary to compensate for the lack
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of incentive-based compensation.\textsuperscript{140} This could cause a host of issues, including a lack of motivation for the employee, inflated pay, and continuous turnover by employees looking to increase their salaries by constantly switching firms.\textsuperscript{141} Overall, the idea of eliminating incentive-based compensation would seem to be the simplest and easiest mechanism to comply with SR 08-8 and ensure a completely independent compliance function; but, the approach would not work in a practical setting where many of the individuals in the financial services industry are by their very nature motivated by incentive-based compensation.

Another option, in the spirit of SR 08-8, is to align a form of incentive-based compensation with a qualitative performance indicator that parallels SR 08-8’s view of how compliance should operate. SR 08-8 provides that “quantitative limits reflecting the Board’s risk appetite can be established for market and credit risk [and] compliance risk does not lend itself to similar processes.”\textsuperscript{142} Given that SR 08-8 acknowledges that quantitative limits do not exist to determine risk appetite or other indicators for compliance risk, the qualitative indicators referenced by the IIF can provide guidance to determine risk management incentive-based compensation.\textsuperscript{143}

The IIF included five indicators in its 2009 risk-management compensation survey, including management discretion, qualitative assessment, firm profits, overall firm risk-adjusted profits, and overall firm revenues.\textsuperscript{144} In order to ensure that compliance stays within the boundaries set by the guidance of SR 08-8, the IIF factors that could possibly create an improper conflict of interest or undermine the independence of compliance staff should be rejected. The criteria pertaining to firm revenues or profits should be rejected given that, according to SR 08-8, “[c]ompliance staff should not be tied to the financial performance of the business line.”\textsuperscript{145} Therefore, these three IIF criteria—firm profits, overall firm risk-adjusted profits, and overall firm revenues—can be rejected as a viable option for how to determine compliance incentive-based compensation.

The remaining two factors provided by the IIF are management discretion and qualitative assessment. Management discretion, in which the entire decision-making process is left to the employee’s manager, could indicate charges of bias or favoritism and could possibly leave employees
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feeling undervalued. However, others argue that management discretion allows managers to properly groom their best performers.

After conducting a horizontal review across the banking industry, the Board of Governors of the Federal Reserve released its own report on incentive compensation practices in 2011. There were two challenges noted when considering judgment and discretion in the context of incentive compensation arrangements: “1) ensuring that decisions based on judgment are made consistently…; and 2) risk adjustments may only be one of many inputs into decision-making about incentive compensation awards.” Therefore, management discretion would be a poor performance indicator to determine incentive-based compensation because it could undermine consistency and effectiveness across the organization.

The final factor provided by the IIF is qualitative assessment. Qualitative assessment could possibly be seen as similar to management discretion given the potential for lack of consistency in the judgment-making process. However, “to promote consistency and effectiveness of the impact of judgment on balanced risk-taking incentives… firms are expected to have robust policies and procedures to guide the consistent use of judgment.” If organizations could evidence the consistency of qualitative assessment being used across compliance groups, they would be following the guidance set forth in SR 08-8 by carefully structuring incentive programs to avoid undermining the independence of compliance staff.

Qualitative assessment allows for a combination of the advantages of management discretion, coupled with the benefits of taking firm performance into consideration. As SR 08-8 notes, the financial performance of the business line should not factor into compliance incentive-based compensation; therefore, the qualitative assessment performance indicator can allow for a more holistic approach.

Qualitative assessment indicators could include a variety of performance-driven metrics along with measures to determine whether an employee would be eligible for certain incentive-based payouts. A performance indicator that creates targets and constructive assessments for the employee will be beneficial because an employee who is not satisfied
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with his pay will be incentivized to do better work in the year ahead to boost his performance. 

Qualitative assessment can take different forms through the performance review process. The overall qualitative assessment can include various factors of the employee’s performance, including accomplishments, strengths, opportunities for improvement, and how well the employee exhibits the company’s values. However, considerations also need to be made for certain situations involving staff shortages or other situations that lead to a reduction in employees’ productivity. A qualitative assessment will need to consider both the employee-specific review in tandem with any special circumstances for the corporation.

Performance can have different definitions for different groups within the organization. For the compliance department, performance should be measured by its independence and ultimate risk control for the firm. Therefore, it is important to ensure the incentive-based compensation is adopted successfully to reward behavior that is positive for the company. As presented, incentive-based compensation would be appropriate if adequately measured using a qualitative assessment approach.

### B. Optimal Reporting Structure for Compliance

SR 08-8 does not prescribe a particular organizational structure for compliance; however, SR 08-8 provides guidance to indicate that conflicts of interest should be minimized when organizations decide to have compliance report through the business line in some capacity.

Considering the three options for reporting line structures presented in Part II, the optimal structure would be one that takes ideas from each of the three options to maximize independence while minimizing conflict of interest. It is vital to view any approach from both a theoretical and practical perspective to ensure that the approach meets the criteria of both the regulatory guidance provided and the actual market environment.

Given that SR 08-8 and regulators have put their trust in compliance as a control function, it is important to underscore the independence aspect of compliance. SR 08-8 expressly states, “a particular challenge for many
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organizations is attaining an appropriate level of independence with respect to compliance staff.”

Therefore, the optimal structure to address this issue is the stand-alone reporting line structure, which provides the highest level of independence of the three reporting line structures examined.

Even though the stand-alone reporting line has the primary advantage of independence, it does have the potential to create silos and become impractical for conflicting regulatory requirements across jurisdictions that could add inefficiency and increased costs. However, rather than viewing these two ideas as roadblocks to an effective and independent compliance function, this approach can be lauded for its potential safeguards.

Dr. John Kotter, a well-known speaker on the topics of leadership and change, describes an innovative idea to address inefficiency amid constant turbulence and disruption in the modern corporation. Dr. Kotter describes developing a “second operating system . . . that uses an agile, network-like structure and a very different set of processes [to] complement rather than overburden the traditional hierarchy.” Dr. Kotter goes on to describe this solution as having roots in familiar structures to ensure that organizations pay attention to strategy and create opportunities while ensuring an effective, yet nimble organization.

Dr. Kotter’s idea of a “second operating system” is how compliance can, and should, operate in large banking organizations—compliance needs to use a different set of processes to be independent enough, while also using a network structure that does not slow the organization down. Compliance can then assess the business and react with agility while working in tandem with the business lines. The “second operating system” thinking also complies with SR 08-8’s guidance for compliance monitoring and testing, in which “robust compliance monitoring and testing play a key role in identifying weaknesses.” Most importantly, this approach primarily retains the independence of compliance as an advisory function to abide by the statement, “compliance tells you whether you should [do something].”

Dr. Kotter uses the idea of the “second operating system” mainly to present a way to effect change in organizations that feel threatened by competitors. Dr. Kotter argues that by adopting a second system that keeps the original system in check, it brings about innovation and speed that
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allow the organization to adapt.\textsuperscript{170} If compliance were to operate as an effective “second operating system,” there would be potential for compliance to not only become the safeguard function of the company, but also to push the company forward to develop strategies and solutions that it may not have previously explored.

It is important then to understand the proposed challenges posed by the other reporting line structures. SR 08-8 suggests there are a different set of risks presented by compliance risk compared to general risk management practices, as it provides that, “the management and oversight of compliance risk presents certain challenges . . . [C]ompliance risk does not lend itself to similar processes for establishing and allocating overall risk tolerance.”\textsuperscript{171} If compliance risk does not lend itself to the similar processes that have been established within the enterprise-risk management framework, it could be a challenge to provide adequate oversight of nonconforming standards. Additionally, many of the benefits that have been put forth for the Risk reporting line structure would be diminished by the fact that compliance would require a separate set of standards to effectively monitor compliance risk because compliance risk involves a different set of monitoring than established risk management practices.\textsuperscript{172} Therefore, compliance would not be an effective function for the company if it would have to operate within the Risk reporting line structure.

The inherent conflict of interest presented in the general counsel reporting line structure is fraught with potential issues that conflict with SR 08-8 guidance as well. SR 08-8 explicitly provides that compliance independence is meant to “avoid conflicts of interest.”\textsuperscript{173} As many have noted, the compliance function is at odds with the function of being a legal advisor or advocate for the company.\textsuperscript{174} Compliance is intended to make a company more accountable to its constituents and the outside world.\textsuperscript{175} How can compliance achieve this objective if there is the possibility that the general counsel may quash a compliance issue because general counsel does not perceive of it as an adequate “legal” risk? There needs to be delineation between the two roles to ensure an adequate level of independence and stature for compliance.\textsuperscript{176}

Therefore, the stand-alone reporting structure would ensure the optimal level of independence to allow compliance to function as an effective function and within the guidelines provided by SR 08-8.
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C. COMPLIANCE REPRESENTATION ON FIRM COMMITTEES

If organizations adopt the stand-alone reporting line structure, one way to ensure the compliance function does not operate in a silo is to mandate its active participation and representation on various firm governance committees.\(^\text{177}\) If an organization can clearly evidence that compliance remains an active independent stakeholder across various risk committees, there is a higher likelihood that a culture of compliance will pervade throughout the organization.\(^\text{178}\) SR 08-8 addresses compliance participation in firm committees but does not precisely suggest how an organization should ensure a reliable governance structure that will empower and ensure an independent compliance function.\(^\text{179}\) Therefore, compliance needs to have its own standing committee reporting to the Board and be an active participant on various business-line committees across the organization.

A compliance committee should operate to amalgamate information seen across the organization, with powers to inform, advise, and propose ideas to the Board.\(^\text{180}\) The charter of the committee should take into consideration factors such as how the company should address overall risk management, how the compliance program should be designed and operate, and what steps the Board and the company should take to communicate and build a corporate culture of ethics.\(^\text{181}\) Operating in such a fashion will not only reinforce the independent, third-party perspective that compliance should foster, but will also meet the needs of SR 08-8 as “compliance risk underscore[s] the need for a firm-wide approach to compliance risk management and oversight.”\(^\text{182}\)

The role of compliance has been described as taking the lead in “identifying and managing the significant regulatory compliance risks to which the business is exposed.”\(^\text{183}\) In order to achieve this objective, compliance stakeholders must be involved with the various firm committees in order to provide them with the appropriate business updates and strategies to assess the potential compliance risks.\(^\text{184}\) Compliance involvement in firm committees is beneficial because it encourages management to seek compliance’s input on business decisions, while
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allowing compliance to have direct access to real-time information.\textsuperscript{185} Furthermore, this approach will emphasize the firm’s culture of compliance such that it can partner with the business as a trusted advisor,\textsuperscript{186} and thus it ties back to SR 08-8’s comment that “compliance functions are generally more effective when strong working relationships between compliance and business line staff exist.”\textsuperscript{187}

Mandating compliance participation on firm committees and the creation of a compliance committee will address the potential challenges that are raised with the stand-alone reporting structure. Compliance will operate in less of a silo because compliance staff will have access to information that is current and direct from the business. There will be stronger working relationships forged with the business lines because compliance will play a more active and constructive role in its decision-making process. More importantly, compliance will still maintain its complete independence given that it would not fall into the same reporting structure of the business or any other firm function. By having a direct reporting line to the Board, compliance will be able to make decisions through an independent, third-party lens, thereby satisfying the SR 08-8 requirement for independence.\textsuperscript{188} Compliance risks across the organization can be synthesized through the compliance committee, thereby satisfying the SR 08-8 requirement to ensure a firm-wide approach to risk monitoring.\textsuperscript{189}

\textbf{CONCLUSION}

Given the recent burgeoning of the compliance industry and the ever-changing regulatory environment, regulators, companies, and individuals need to constantly react to the ongoing change. What will remain constant is the need for compliance to remain an effective and independent function within organizations.

The regulatory guidance provided by SR 08-8 provides organizations with a blueprint to create a best-in-class compliance program; however, because there is no “one-size-fits-all”\textsuperscript{190} approach to compliance, organizations should adopt the best practices that will enable their compliance program to function as an independent and effective area of the organization in today’s ever-changing regulatory world. It is vital for organizations not only to obtain the best resources to fit into the compliance department, but also to shape the compliance function as effectively as possible to stay ahead of regulatory issues that may arise. As explored
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through this Note, organizations should implement an effective qualitative assessment performance indicator in order to consistently and effectively structure incentive-based compensation in alignment with SR 08-8. Additionally, organizations should adopt a stand-alone reporting line structure for compliance that reports directly to the Board. Finally, compliance should be involved as an active member on various senior-level firm committees, along with establishing an independent compliance committee dedicated to discussing compliance risks within the organization. Implementing these recommendations should enable the organization to develop a best-in-class compliance program to not only manage through the current regulatory environment but also to navigate through future regulatory changes.
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