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Search Query

CAN AMERICA ACCEPT A RIGHT TO BE FORGOTTEN AS A PUBLICITY RIGHT?

INTRODUCTION

In 2014, the Court of Justice of the European Union (CJEU) held that members of the European Union have a right to be forgotten. As a result, everyone in Europe now has the right to petition search engines to deindex, that is, make unsearchable, results that contain information that is “inadequate, irrelevant or no longer relevant.” The court’s decision marks a sea change—in Europe at least—in the way data is treated on the Internet, a digital space defined in some respect by its ability to never forget. Reactions to this decision, Google Spain v. AEPD, ranged from wholehearted endorsement, to more nuanced scholarship, to pearl-clutching reactions. Ignoring the fact that Internet does not distinguish between historical facts and lies, the more alarmist of the bunch seem to view the Internet as a sort of crowd-sourced history of the world, saying the “decision raises

---

2 Id.
4 See Eric Posner, We All Have the Right to Be Forgotten, SLATE (May 14, 2014, 4:37 PM), http://www.slate.com/articles/news_and_politics/view_from_chicago/2014/05/the_european_right_to_beforgotten_is_just_what_the_internet_needs.html [https://perma.cc/U7BQ-W254].
broader questions about an Orwellian power to distort history.”

In the United States, however, many people were scratching their heads in the wake of the CJEU’s decision. What was this right to be forgotten? And should we be worried?

The answer to the latter question: maybe? Google Spain seems to have solidified the idea of a so-called right to be forgotten as a legal possibility in the minds of many scholars and jurists, who have debated whether we can import the right to be forgotten to the United States. Much of that debate focuses on the different ways Europe and the United States view issues of privacy. Many people note that American law places greater value on free speech than its European counterparts, which more often value privacy over free speech when the two conflict. This argument points to the historical impracticability of having a right to be forgotten in the United States, and fails to account for the realities of the present.

Search engines have profoundly changed any historical relationship between privacy and free speech, necessitating a reevaluation of both concepts. A post-Internet world cannot assume easy analogies exist between laws regulating the real world and those that regulate cyberspace, and thus a new inquiry is required in each instance to determine if interactions in cyberspace are “functionally identical to interactions in real space.” In the realm of privacy, for example, the concept of anonymity has been turned on its head by the interconnectivity of the Internet. “The predigital age afforded anonymity, ‘not by law, but by the crude state of technology.’” Now, “[i]nformation that

9 See Posner, supra note 4 (“The European ‘right to be forgotten’ is the most important right you’ve never heard of.”).
10 See Posner, supra note 4 (“[T]he right to be forgotten allows courts to balance the public’s interest in knowing [defamatory] information against the ordinary person’s right to be left alone.”); Editorial, Ordering Google to Forget, N. Y. TIMES (May 13, 2014), https://www.nytimes.com/2014/05/14/opinion/ordering-google-to-forget.html [https://perma.cc/4MCJ-DAH2] (“[Google Spain is] a ruling that could undermine press freedoms and free speech.”). See generally Chelsea E. Carbone, To Be or Not to Be Forgotten: Balancing the Right to Know With the Right to Privacy In a Digital Age, 22 VA. J. SOC. POL’Y & L. 525, 554–59 (2015) (discussing the legal difficulties of implementing the right to be forgotten in the United States, especially in light of the First Amendment’s protections for free speech).
was once scattered, forgettable, and localized is becoming permanent and searchable. . . . These transformations pose threats to people’s control over their reputations and their ability to be who they want to be.”

The lack of access to anonymity does not have an easy analogy in the non-digital world, where there are much higher temporal and economic costs that protect information a person might consider private. People are vulnerable in a way that they have never been before, and the law may be able to provide a remedy—but only if we are willing to rethink the way the law can be adapted to new situations online.

Search engines not only necessitate a reevaluation of the relationship between privacy and free speech, but also a reevaluation of our conception of the Internet. One of the virtues of the Internet is that it collects and organizes previously scattered and disorganized information, and many people value the Internet as a tool to keep them well-informed. At the same time, however, the Internet companies that zealously “collect and organize” their users’ data are “wreak[ing] havoc on personal privacy.” But the idea of the Internet as a pure social good has proven hard to shake in the United States, creating dissonance between the idea of the Internet as a tool for democratizing information and the Internet as a source of anxiety for anyone with private information they do not want to share. Americans largely feel the Internet is key to staying informed, but at the same time, people want more control over their own information.

Granted, in light of the 2016 election cycle in the United States, with its surfeit of “fake news” online that many people believe contributed to a “great deal of confusion” surrounding the election, public opinion about the Internet in general being a valuable source of news, as opposed to strictly reputable news sources, may be heading for a change already. But

---

16 See Kristen Purcell & Lee Rainie, Americans Feel Better Informed Thanks to the Internet, PEW RES. CTR. (Dec. 8, 2014), http://www.pewinternet.org/2014/12/08/better-informed/ [https://perma.cc/C4GT-CQPA].
17 Manjoo, supra note 3.
18 See Purcell & Rainie, supra note 16.
this note goes a step further, arguing that there are criteria for making factual news unsearchable on a search engine.

The idea that people do not want to replicate privacy norms online seems absurd, and yet courts have been surprisingly dismissive of this privacy concern. Still, all is not lost. “Laws are [rarely] fixed [or] absolute,” and tend to change in step with larger cultural changes, and as indicated above, a cultural change is in the making. When it comes to online service providers, such as search engines, the vast majority of people do not trust them to be guardians of information. This sense of insecurity is understandable. For example, it is common practice now for businesses and universities to search candidates’ names online even before they consider information on an application. According to recent statistics, when reviewing applications, approximately “80 percent of employers, 30 percent of universities, and 40 percent of law schools search [for] applicants online.” Sometimes the information online may be well beyond an applicant’s control and, as the CJEU characterized it, the information may be “inadequate, irrelevant or no longer relevant.”

Underlying this note is a concern about “autonomy and control over the self” and an evocation of a “forgiveness principle,” which Chelsea E. Carbone characterizes as a belief in rehabilitating people who have made mistakes in their social and economic lives in order to give them an opportunity to engage in socially beneficial activity. This kind of rehabilitation

---

21 See Woodrow Hartzog & Frederic Stutzman, The Case for Online Obscurity, 101 CALIF. L. REV. 1, 15 (2013) (“Most commonly, social networks are segmented along important network boundaries such as family, work, and public persona. Depending on the importance of the linkage between these personas, individuals use various techniques to ‘cloak’ personas, such as employing privacy settings, using obscure name variants, and highly regulating the off-line disclosure of the existence of the profile.”).


24 Madden & Rainie, supra note 19.

25 Carbone, supra note 10, at 552.


is more difficult when past mistakes are easily searchable online. In Google Spain, for example, a Spanish citizen claimed that Google “infringed his privacy rights” by showing a link to an old auction notice for the repossession of his home, arguing that the link “was entirely irrelevant” because the repossession proceedings ended years ago. Yet, anyone could type his name into Google and find this information immediately.

While many scholars, jurists, and members of the media concerned about the state of free speech maintain that a right to be forgotten does not have any chance of being recognized in the United States, the past decade has seen an increased interest in data privacy protection. One study shows that a substantial majority of Americans support greater restrictions on the use of personal information online. There have also been a number of bills introduced in Congress over the years that have sought to protect people’s information online, although with varied levels of success. But while legislatures and the non-media members of the public may be on the same page, courts are faced with warring sentiments coming from the media, the search engine companies, and their own information privacy jurisprudence.

Still, a court system more amenable to the idea of a right to be forgotten would not be a substantial break from American tradition. The United States has a complex history of privacy and free speech that should not be discounted. Meg Leta Jones, an assistant professor at the Center for Privacy and Technology at the Georgetown Law Center, noted:

---

32 See Lee Rainie, Sara Kiesler, Ruogu Kang, & Mary Madden, Anonymity, Privacy, and Security Online, PEW RES. CTR (Sept. 5, 2013), http://www.pewinternet.org/2013/09/05/anonymity-privacy-and-security-online/ [https://perma.cc/9M6W-HHVQ] (“[G]rowing numbers of internet users (50 [percent]) say they are worried about the amount of personal information about them that is online—a figure that has jumped from 33% who expressed such worry in 2009.”).
35 Mark Bartholomew, Intellectual Property’s Lessons for Information Privacy, 92 Neb. L. REV. 746, 749 (2014); see also infra Part II.
The U.S. has an interesting intersection of laws, interests, and values related to a right to be forgotten. Part of patriotic lore is the notion that the country was built by people seeking a second chance and hoping for reinvention. The United States—the presumed “land of opportunity”—is itself a product of second chances and has allowed individuals and groups to break free from their past to prosper. Those who were negatively labeled in Europe came to America to start a new life . . . . Today, however, U.S. society appears harsh.  

Part of adapting the right to be forgotten to the American legal system then involves confronting this complex issue to make a value judgment based on what we ultimately think is important as a society.

This note argues that framing the right to be forgotten in terms of a publicity right instead of a privacy right would be a better way to conceptualize the right in the United States. Part I defines the right to be forgotten. Part II gives a brief overview of the current debate over the right to be forgotten in the United States, with a focus on why existing common law privacy torts are an inadequate counterpoint to First Amendment free speech rights. Part III looks at the right to publicity and the advantages of conceptualizing a right to be forgotten in terms of a publicity right. Part IV examines whether a link on a search engine can fairly be characterized as a “commercial end,” which is essential to a successful right of publicity claim. Part V examines how exactly a right to be forgotten characterized as a publicity right would work in the American legal system.

I. DEFINING THE RIGHT TO BE FORGOTTEN

Several definitions exist for “the right to be forgotten,” but this note only deals with a specific definition with a narrow application: the right to have a link deindexed from a search engine.  

This note does not suggest that the analysis for this specific definition is applicable to any other definition of the right to be forgotten. While a list of all the different rights to be forgotten is not necessary here, it is helpful to distinguish the narrow definition of the right to be forgotten with some of the broader definitions that the term might suggest.

The right to rehabilitation, also sometimes called “the right to oblivion of the judicial past,” may factor into the analysis

---

36 JONES, supra note 26, at 139.
38 For a complete list, see Voss & Castets-Renard, supra note 12, at 338–40.
of the right to deindex but is ultimately a separate right. The right to rehabilitation recognizes that a person convicted of a criminal offense may have their criminal record expunged if they have shown good behavior for a period of time following their conviction. As discussed later in this note, whether or not a person can successfully exercise a right to rehabilitation may factor into whether someone may exercise their right to be forgotten, since it may be relevant whether the person is seeking to deindex a link in order “to better reintegrate into society”—something Americans ostensibly value. Still, it does not follow that just because a conviction has been removed from someone’s criminal record that the individual automatically has a right to deindex that information from search engines.

Also distinct from the right to be forgotten is the right to deletion, which for this note’s purposes does not factor into the analysis of the right to deindex but does factor into conceptualizing an important distinction between “unavailable” information and “unsearchable” information. The right to deindex a link removes a link from search engines’ results, making it unsearchable on that specific platform, but preserves the online source. For example, a person may have a link from the New York Times deindexed from Google’s search results, but anyone can still search and find the link on the New York Times website. A right to deletion, however, requires source material on a website to be “erased, rectified, completed or amended.” In the debate surrounding the right to be forgotten, it is important to keep in mind the distinction between deletion and deindexing. The former erases the information from the digital record, and since that may be the only version that

39 Id. at 299.
40 Id.
42 Article 29 Working Party, Guidelines on the Implementation of the Court of Justice of the European Union Judgment on “Google Spain and Inc v. Agencia Española de Datos (AEPD) and Mario Costeja Gonzalez” C-131/12 at 12 (2014) [hereinafter Guidelines] http://www.dataprotection.ro/servlet/ViewDocument?id=1080 [https://perma.cc/ER8M-7B7J] (“In most cases, it appears that more than one criterion will need to be taken into account in order to reach a decision. In other words, no single criterion is, in itself, determinative.”).
43 See Voss & Castets-Renard, supra note 12, at 326.
exists, it erases any trace of the information. The latter merely makes a very small amount of information more difficult to find, which is essential to a culture, such as the United States, that values second chances and reinvention. Commentators who liken deindexing with a license to rewrite history are conflating the right to deletion with the right to deindex. Deindexing does not delete anything from the historical record; the information is still available to anyone with the time, resources, and expertise to develop a history of a topic.

The right to deindex derives from a 2014 CJEU decision; the facts of the decision are nearly paradigmatic of the type that would fall within the scope of the right to be forgotten as envisioned in this note. The case, Google Spain v. AEPD, involved a Spanish newspaper which published two announcements in 1998, subsequently made available online, about a real-estate auction to collect on social security debts owed by a Spanish lawyer named Mario Costeja Gonzalez. In 2009, Mr. Costeja Gonzalez, noting that these announcements showed up in Google’s search results when he typed in his name, asked Google Spain to remove the results. He presented to the court a theory that because the auction proceedings had been resolved more than a decade prior, they were no longer relevant. On May 13, 2014, the CJEU held that Google Spain, and by extension all search engine operators in the EU, must observe an individual “right to be forgotten.” In the wake of that decision, any EU citizen may petition any search


47 JONES, supra note 26, at 139.

48 Victor Luckerson, Americans Will Never Have the Right to Be Forgotten, TIME (May 14, 2014), http://time.com/98554/right-to-be-forgotten [https://perma.cc/U6QA-9HSW] (“The surprising decision, which Google can’t directly appeal, is either a bold reclamation of privacy rights in the digital era or a mandate to let anyone rewrite history as they please, depending on your perspective.”).

49 There is some debate over whether the CJEU decided the case correctly, as well as some arguments that the decision was too vague, but these concerns are largely irrelevant to this note’s discussion and moreover the case serves as a useful reference point.


52 Id.

53 Id. at ¶91, 100.
engine to remove indexed links that contain information that is “inadequate, irrelevant or no longer relevant.”\textsuperscript{54} This standard, which is decidedly vague, has been expanded upon in subsequent administrative guidelines\textsuperscript{55} and in analyses exploring how this standard might be adapted for the American legal system.

II. THE CURRENT DEBATE IN AMERICA

The Google Spain decision not only pushed the right to deindex into American legal discourse,\textsuperscript{56} but it also clarified problematic privacy jurisprudence. Scholarly work has consistently made it clear that attempts to define the contours of the right in the United States have been unsuccessful, making it a poor match for the free speech concerns that the right implicates.\textsuperscript{57}

This Part surveys the scholarly work surrounding the debate about privacy and free speech that the Google Spain decision engendered in the United States. The first Section gives a brief overview of the theoretical debate over privacy and free speech. The second Section examines why, as a practical matter, the United States has failed to come up with a useful definition for the right to privacy, ultimately concluding that, as it now stands, privacy torts are inadequate protections against the harms caused by irrelevant-but-prejudicial links. The third Section explains that search engines are benign or benevolent stakeholders in the privacy versus free speech on the Internet debate, and urges consideration of their interests in perpetuating a business model that manipulates the debate for their own economic ends.

A. Privacy Versus Free Speech

Privacy law has been in conflict with free speech principles since the beginning of American mass media culture, “and when First Amendment values and . . . privacy conflict,” the First Amendment almost always wins.\textsuperscript{58} Although the “freedom of speech” is guaranteed by the Bill of Rights,\textsuperscript{59} the laws

\textsuperscript{54} Id. at ¶ 94.
\textsuperscript{55} See GUIDELINES, supra note 42, at 12–20; see also infra Part V.
\textsuperscript{56} See Posner, supra note 4.
\textsuperscript{57} See generally Robert G. Larson III, Forgetting the First Amendment: How Obscurity-Based Privacy and a Right to Be Forgotten Are Incompatible With Free Speech, 18 COMM. L. & POL’Y 91 (2013) (arguing that First Amendment protections for free speech in the United States fundamentally conflict with the European privacy-based social norms that gave rise to a legal right to be forgotten).
\textsuperscript{58} See Neil M. Richards, The Limits of Tort Privacy, 9 J. TELECOMM. & HIGH TECH. L. 357, 357 (2011); see also Florida Star v. B.J.F., 491 U.S. 524, 531 (1989).
\textsuperscript{59} U.S. CONST. amend. I.
protecting this fundamental right as a cornerstone of American life only began in earnest a century later when the Supreme Court incorporated the First Amendment, applying its protections to the states.\footnote{See Gitlow v. New York, 268 U.S. 625, 630 (1925) (“For present purposes we may and do assume that freedom of speech and of the press—which are protected by the First Amendment from abridgment by Congress—are among the fundamental personal rights and ‘liberties’ protected by the due process clause of the Fourteenth Amendment from impairment by the States.”).} Incorporation happened at about the same time privacy rights began to gain more attention.\footnote{See BARRAS, supra note 28 at 15–17 (discussing the increasing frequency of libel and defamation lawsuits at the turn of the 20th century).} This is not surprising given that mass media culture in the United States began around the end of the nineteenth century, thrusting questions of both free speech and privacy into a newly nationalized public sphere.\footnote{See id.} But since privacy law is derived from statutes, common law, and an implicit guarantee in the Bill of Rights, whereas free speech finds its source in an explicit provision of the Constitution, it is not surprising that the scales have historically tipped in favor of free speech.

Looking at the history of privacy first, the law has provided increased protections against new problems associated with mass media. This holds true for every major development in mass media culture since the late nineteenth century to now.\footnote{See id.} For example, scholars attribute “a surge of [successful] libel lawsuits” brought by non-public figures in the late nineteenth century to the at-the-time novel phenomenon of ordinary people becoming subjects of press coverage in a new culture of “sensationalistic press and ‘human interest’ journalism.”\footnote{See id.} This pattern repeated in the interwar years with the proliferation of national news, radio, and film, and then again in the 1950s with the advent of consumer culture and widespread home-ownership of televisions.\footnote{See id.} But it was not until the “privacy panic” of the 1950s—spurred by McCarthy-era technological advances in spy technology and government surveillance, and continuing throughout the next decade during the civil rights movement and the Vietnam War\footnote{See id. at 103, 105, 152–53.}—that the privacy tort really took off in U.S. courts, partially as the result of the metastasizing mass media culture, but also as part of a more general “expansion of tort liability and litigation.”\footnote{See id. at 178.}
The apotheosis of privacy law in the United States is, of course, *Griswold v. Connecticut*, 68 a 1965 case that both illustrates the importance of privacy rights as well as the rickety scaffolding supporting them. In *Griswold*, the Supreme Court held that people have a fundamental right to privacy that derives from certain “penumbras, formed by emanations from those guarantees [of the Bill of Rights] that help give them life and substance.”69 The Court cited the First, Third, Fourth, Fifth, and Ninth Amendments as creating a sort of privacy gestalt, which finds no explicit support in the Bill of Rights but which nevertheless confers a fundamental right.70 As a fundamental right, the right to privacy grants strong protections to individuals. But as a fundamental right that is merely implicit within the Bill of Rights, the right to privacy is diminished in the face of the right to free speech—an explicitly stated fundamental right. This tension has been carried out in practice.71

The Supreme Court decided *Griswold* at a time when free speech and privacy laws had already been at loggerheads for decades. Similar to privacy law, free speech became an integral feature of public discourse at the turn of the nineteenth century and came into its own in the post-World War II, post-second red scare era,72 at which point the two rights were bound to come into conflict. Since freedom of speech and the right to privacy arose from the same concerns over technologies of information dissemination and cultural shifts towards celebrity, personality, and consumerism, this paradox of two diametrically opposed ideals becoming core American values around the same time makes sense. Even though it makes sense, one cannot dismiss the tension between these values in American life. In her book on the history of privacy law, Samantha Barbas points out, “[a] public so committed to privacy was at the same time remarkably sanguine about its loss. The culture seemed to crave privacy yet at the same time recognized the incompatibility of privacy with modern life,

---

69 *Id.* at 484 (citing *Poe v. Ullman*, 367 U. S. 497, 516–22 (1961) (Douglas, J., dissenting)).
70 See *id.*
71 Whitman, *supra* note 11, at 1209.
72 See *Brandenburg v. Ohio*, 395 U.S. 444, 447 (1969) (“[T]he constitutional guarantees of free speech and free press do not permit a State to forbid or proscribe advocacy of the use of force or of law violation except where such advocacy is directed to inciting or producing imminent lawless action and is likely to incite or produce such action.”); *N.Y. Times Co. v. Sullivan*, 376 U.S. 254, 301 (1964) (quoting *De Jonge v. Oregon*, 299 U.S. 353, 365 (1937) (“[I]mperative is the need to preserve inviolate the constitutional rights of free speech, free press and free assembly in order to maintain the opportunity for free political discussion, to the end that government may be responsive to the will of the people and that changes, if desired, may be obtained by peaceful means. Therein lies the security of the Republic, the very foundation of constitutional government.”)).
with its demands for disclosure and exposure.\textsuperscript{73} This tension, which has a profound impact on the United States’ ambivalence towards the right to be forgotten, continues into the digital age, with Barbas saying that:

While the public claims to resent the media’s exploitation of personal reputation and privacy, it loves to watch people’s images destroyed or dismantled before mass audience. We want to reveal ourselves. . . . But— as ever—we seek publicity on our own terms. This attitude is fitting for a culture that seems to want it all, and that has come to believe in many ways that it can have it all.\textsuperscript{74}

This is reflected in the polls showing that while Americans value freedom of information online,\textsuperscript{75} at the same time they want their information protected.\textsuperscript{76} While this may seem a tad naïve, the legal system may be able to relieve some of this tension if it can move past the idea that the right to be forgotten is incompatible with free speech because it conflicts with privacy law.

The many theories of free speech conflict with the right to privacy, leading many people to incorrectly conclude that free speech and the right to be forgotten are “irreconcilable,”\textsuperscript{77} and many others to more correctly conclude that, as privacy law stands now, it is powerless in the face of an assertion of free speech rights.\textsuperscript{78} Consider two theories scholars cite to reify free speech, both of which leave little space for the privacy concerns of individuals: the self-fulfillment theory and the self-governance theory.\textsuperscript{79} The self-fulfillment theory posits that restricting access to information inhibits a person’s innate ability to form opinions, framing the issue in terms of an individual’s right to know information.\textsuperscript{80} The self-governance theory, while couched in language about “relevant” information, leaves the public in charge of deciding what is relevant to keep them informed, which undervalues any concerns of the individual.\textsuperscript{81} And, as has been established, the public indiscriminately seeks information about others at the expense of individual privacy concerns.\textsuperscript{82}

\textsuperscript{73} BARBAS, supra note 28, at 191.
\textsuperscript{74} Id. at 201.
\textsuperscript{75} See Purcell & Rainie, supra note 16.
\textsuperscript{76} See Madden & Rainie, supra note 19.
\textsuperscript{77} Larson III, supra note 57, at 120.
\textsuperscript{78} Bartholomew, supra note 35, at 792 (“[A]ny court weighing . . . individual injury against the broader societal interest in free speech will always find the latter more compelling.”).
\textsuperscript{79} Larson III, supra note 57, at 119–20.
\textsuperscript{80} Id. at 110–12.
\textsuperscript{81} Id. at 114–17.
\textsuperscript{82} Purcell & Rainie, supra note 16.
The extent to which the development of these theories is a combination of historical contingency and Supreme Court jurisprudence—as opposed to populist American values—is worth noting. Suffice to say that starting in the 1940s with the famous Sidis case, the Supreme Court has “favor[ed] the interests of the press [and the right of free speech] at the cost of almost any claim to privacy.” Contrast this with polls that show the vast majority of Americans have a strong interest in having some control over who can access information about them. Clearly, the right to be forgotten may be more antithetical to the press and the courts than to the average American, and jurists and commentators must develop strategies to deal with these conflicting interests.

B. The Problems of Defining Privacy and Forcing “Reprivatization”

Compounding the problem of pitting privacy against free speech is the fact that a useful definition of privacy continues to elude American courts. Many commentators have noted how difficult it has been to define privacy. This struggle to define the term may have done more harm than good, as the different frameworks the courts have applied to try to distinguish between what should and should not be protected has resulted in a woefully complicated and muddled analytical process. The Supreme Court has tried to draw the line “between negligence and actual malice, public figures and private citizens, and public concerns and private interests to guide lower courts,” but none of these have been helpful and, for all their nuances, the Court still favors free speech and the press over the privacy of individuals in nearly every instance.

There also exists a semantic issue in conceptualizing the right to be forgotten as a privacy right, as the information covered by the right to be deindexed was at one point legitimately deprivatized. How can you force people to forget what they already know? As Meg Leta Jones, a person who frames the right to be forgotten in terms of a kind of “digital reinvention,” noted, “privacy torts are not entirely relevant to the goal of digital reinvention as

---

83 Sidis v. F-R Publ’g Corp., 113 F.2d 806 (2d Cir. 1940).
84 Whitman, supra note 11, at 1209.
85 Madden & Rainie, supra note 19.
86 Whitman, supra note 11, at 1153; see, e.g., JONES, supra note 26, at 56–57; William B. Meaney, The Right to Privacy and American Law, 31 L. & CONTEMP. PROBS. 253, 255 (1966).
87 JONES, supra note 26, at 56–57 (citations omitted).
88 Id. at 57.
89 Whitman, supra note 11, at 1209.
they address false impressions or the improper disclosure of information, whereas digital reinvention relates to the invasion that results from continued access to personal information.”

The problem of “reprivatization” is that it frames the issue in terms of asking us to forget, as opposed to making information harder to discover after a period of continued, legitimate access.

This understandable mental barrier to granting a right to be forgotten via a privacy right has, unfortunately, played out in the courtroom. Known as the “secrecy paradigm,” this is the idea, ubiquitous in U.S. courts, that “information is either completely private or completely public. Accordingly, once information is released into the public domain, it is no longer private.” This is clearly evoked in cases such as *Nunez v. Pachman*, where the Third Circuit held that despite the defendant’s criminal record expungement, he did not have a privacy right in the record. The court stated that no constitutional right limited disclosure of the criminal record because the information could never really be private by virtue of having been previously released. Under *Nunez*-type facts, questions of privacy involving public information do not even fall within the ambit of the fundamental right to privacy guaranteed by *Griswold*. Technically, the court is right that it cannot reprivatize information that has already legitimately entered the public domain, although at the same time the semantic quibble that the court in *Nunez* pins their holding on—namely, that public information can never be private—does come across as intellectually disingenuous.

It may be impossible to really reprivatize a matter of public record, but it is possible to remove a link and therefore make a matter less easily found. This requires a shift away from the bright line rule of the “secrecy paradigm” and towards a focus on a standard that weighs privacy concerns through a lens of accessibility. Such a shift is far from unheard of in the United States—it happens all the time with copyrighted material.

---

90 JONES, supra note 26, at 58.

91 See Selinger & Hartzog, supra note 45.


93 Nunez v. Pachman, 578 F.3d 228 (3d Cir. 2009).


95 Nunez, 578 F.3d at 231.

96 SOLOVE, supra note 92, at 151.

97 See JONES, supra note 26, at 57. For example, Section 512 of the Copyright Act provides that, *inter alia*, internet service providers must remove or block access to any material that is posted without the copyright owner’s authorization, upon being notified. 17 U.S.C. § 512(b-d) (2012). So, say a person uploads a newscast without the permission of the copyright owner onto YouTube. Although this video may add to the
Much copyrighted material may very well contain content one might expect to be protected by free speech, but the United States recognizes an overriding right in the interest of the copyright holder.\textsuperscript{98} From a purely instinctive standpoint, it hardly seems to be a logical leap to go from a copyright allowing for the removal of content to a qualified right to publicity allowing for the deindexing of links. Still, the law is not always instinctive—sometimes for good reason, sometimes just due to historical contingency. Either way, framing the issue in terms of a right to publicity does not present the semantic issue played out in real life that reprivatization does.

C. The Silent Stakeholder in the Debate: Search Engines

So far the major players in the discussion of the right to be forgotten have been the courts, the media, and the public. But any discussion of the right to be forgotten—and in particular, the right to deindex—cannot frame search engines as the ball with which these stakeholders are playing. Rather, search engines are an active and very influential player with their own preferences, and though those preferences are legitimate, they may not align with the majority of American citizens. It should be noted that when discussing search engines one is really talking about Google, which currently holds a 75 percent market share in the search engine business and the second-largest market share for an English-language search engine amounting to a mere 8 percent.\textsuperscript{99} As discussed in Part IV, Google’s business plan creates an incentive for the corporation to favor free speech over privacy—although this preference stems more likely from economic concerns rather than any sort of belief in the value of a robust public discourse.\textsuperscript{100} But in order to lay the groundwork for why this preference matters, it is necessary to look at just how powerful and influential Google is.

\textsuperscript{98} See Melville B. Nimmer, \textit{Does Copyright Abridge the First Amendment Guarantees of Free Speech and Press?}, 17 U.C.L.A. L. REV. 1180, 1192–93 (1970) (“I would conclude ... it appears that the idea-expression line represents an acceptable definitional balance as between copyright and free speech interests. In some degree it encroaches upon freedom of speech in that it abridges the right to reproduce the 'expression' of others, but this is justified by the greater public good in the copyright encouragement of creative works.”).


\textsuperscript{100} See infra Part IV.
Google “spends more than $15 million per year on direct lobbying” in Washington and has succeeded in a mind-boggling amount of “regulatory capture,” whereby regulated companies effectively take over the agencies that regulate them. Among other examples, “Google chairman Eric Schmidt visited the Obama White House more than any other corporate executive in America,” the “[United States’s] chief technology officer is a former Google employee,” and “[t]he director of United States Digital Service . . . is a former Google employee.” On top of these examples, there are the “revolving door” moves out of the government and into Google, suggesting that those in the government who play nicely with the company will be rewarded once their tenure in public service ends. During the Obama presidency alone, the independent watchdog group Google Transparency Project found 258 discrete “revolving door” movements between Google and the federal government or political campaigns.

But as Jonathan Taplin, director emeritus of the Annenberg Innovation Lab at the University of Southern California, noted, a lot of Google’s employee’s lobbying efforts involve using the platform itself to lobby the public at no cost. As an example, Taplin cites the debate surrounding the Stop Online Piracy Act (SOPA), which “targeted search engines . . . that link to pirate sites.” The day after Congress introduced the bill, Google’s homepage showed their logo with a black box over it containing the words “Tell Congress: Please don’t censor the web!” As Taplin points out, “[t]he very notion that getting Google to stop linking to pirate sites constitutes censorship is an exercise in Orwellian doublespeak.” But, as explored in Part V, Google has very real economic incentives to engage in this kind of doublespeak, and by discounting their influence, the public risks characterizing Google as a benign entity swept up in an ideological tug-of-war in the debate over the right to be forgotten.
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108 See infra Part V.
III. DEFINING THE RIGHT TO PUBLICITY

Perhaps in part because the right to publicity does not live at a problematic intersection between the two core American values of free speech and privacy, it has not been subject to unhelpful judicial ratiocinations and is therefore easier to define. A good general definition states: “The publicity right . . . creates a property interest in elements of personal identity, allowing individuals . . . to exert legal control over when, whether and how their various personal characteristics . . . can be used by others for commercial ends.”109 This definition on its own, however, does not give the full picture of the right nor does it justify the right’s existence. This Part first looks at how the modern right to publicity stems from privacy torts, and how, in a sense, “privacy and publicity [are] really two sides of the same coin.”110 The Part then explores the salient difference between modern privacy and publicity rights that makes a right to be forgotten vis-à-vis publicity right more palatable to American jurists, namely, that privacy rights are framed in terms of emotional harm while publicity rights are framed in terms of economic harm.

A. History of the Right to Publicity

The history of the right to publicity begins with Samuel Warren and Louis Brandeis’s Harvard Law Review article, The Right to Privacy.111 Dubbed “that most influential law review article of all,”112 the article was an effort to introduce European-style privacy laws into the United States, targeting the pernicious new phenomenon of yellow journalism.113 Ultimately, though, the article took a defeatist attitude towards adopting European-style privacy and publicity protections,114 and while many of their suggestions have been incorporated into U.S. law,
in practice the right of privacy vis-à-vis a right to publicity that they envisioned is inconsequential.\textsuperscript{115}

Before the mid-twentieth century, if any protection was granted to a person’s “personality,” it was through privacy law.\textsuperscript{116} Initially, the law viewed publicity as a corollary to privacy, as an invasion of privacy also suggests undesired visibility resulting from an invasion into a personal matter.\textsuperscript{117} But wave after wave of technology innovations placed more focus on the different nuances of privacy. For example, does a company that uses your image really invade on your right to privacy? This would seem to run into the issue of “reprivatization,” since your image—assuming you are not a hermit—is a matter of public record, so to speak.

The mass media and celebrity culture surrounding the “privacy panic” of the 1950s proved to be the tipping point and the decade yielded a legal interest in a distinct “right to profit from the commercial exploitation of one’s image—the right to sell one’s image as personal property.”\textsuperscript{118} Put another way, courts began to recognize “the inherent right of every human being to control the commercial use of his or her identity.”\textsuperscript{119} Thus, the right to privacy and the right to publicity were split in twain, although they both continued to wrestle with similar issues surrounding personal autonomy.

One of the first cases to recognize the right to publicity was the 1953 Second Circuit decision \textit{Haelan Laboratories v. Topps Chewing Gum},\textsuperscript{120} where the court explicitly recognized the different interests that justify splitting privacy rights along the lines of privacy and publicity.\textsuperscript{121} Topps had an exclusive contract with a baseball player to use his image in connection with their gum, and Topps sued when their competitor, Haelan, began to use the ballplayer’s image on their gum.\textsuperscript{122} Haelan maintained that a person “has no legal interest in the publication of his [or her] picture other than his [or her] right to privacy,”\textsuperscript{123} with the
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implication being that privacy torts only protect images in connection with the disclosure of private information. But the court rejected this theory, stating that “in addition to and independent of that right of privacy . . . a man [or woman] has a right in the publicity value of his [or her] photograph.”\textsuperscript{124} The court recognized that different interests were at stake with regard to privacy and publicity, and just what those interests were will be discussed later in this Section.

Since \textit{Haelan}, a case decided under New York law, the right to publicity has been developed as state law.\textsuperscript{125} The right varies in definition as well as in applicability, but bellwether states in this matter have well-defined rights of publicity and thus the variable definitions of the law throughout the states do not create a barrier to a broad application of the right across the country. As of today, “only about a dozen [states] have taken unambiguous steps to create a true property right [of publicity] while most others continue to offer protections for personality that are either indistinguishable from, or actually still governed by, the rules of older privacy tort of commercial appropriation.”\textsuperscript{126} States that do have a well-defined right of publicity, including New York and California,\textsuperscript{127} are influential centers of mass media and they are likely to deal with some of the more salient questions surrounding the right to be forgotten. Therefore, the fact that many states still do not have a well-defined publicity right does not negatively affect the thesis of this note, and in fact may help avoid the jurisprudential morass the over-defined right to privacy now exists in.

\textbf{B. The Modern Right of Publicity, an Economic Right}

The modern right of publicity provides a more ideal right to achieve the goal of importing the right to be forgotten to the United States, largely because of the economic interests inherent in it as a property right. The right of publicity recognizes an economic interest in the commercial use of a person’s name or image,\textsuperscript{128} and therefore makes the right more palatable to the U.S. legal system. Put bluntly, the U.S. legal system understands and sympathizes with monetary injustice.
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more than emotional distress. The court in *Haelan* recognized that the right to privacy, conceived as a protection against emotional harm, is a different beast than a right to publicity, stating that “it is common knowledge that many prominent persons ... far from having their feelings bruised through public exposure of their likenesses, would feel sorely deprived if they no longer received money for authorizing advertisements, popularizing their countenances, displayed in newspapers, magazines, busses, trains and subways.”129 The right of publicity is useful in this regard, not only for framing individual rights in terms of monetary incentives, but also for externalizing the harm a person might incur if someone were to, say, index a link on a search engine. The right of publicity makes the deindexing assessment more objective by placing the locus of the analysis on external economic harm instead of internal psychological harm.

The idea of framing an essentially moral issue in terms of economic rights is not unprecedented in the United States. For example, the scholarly work surrounding the United States joining an international copyright treaty provides insight into how European moral ideals sometimes need to be translated into American dollar signs.130 In order to comply with the multilateral Berne Convention,131 the United States had to recognize certain moral rights of creators, whereas the Copyright Act only protected monetary rights of a copyright holder.132 Congress pushed back against the adoption of moral rights for copyright owners, citing common law principles of unfair competition and breach of contract, as well as the Lanham Act § 43(a), which codified the federal law of unfair competition,133 arguing that the Copyright Act already covers moral rights, though it frames coverage in terms of economic incentives.134 While, in the end, Congress did make limited concessions to the moral rights provisions of the Berne Convention for some works,135 it did so

129 Id. at 868; see also Canessa, 235 A.2d at 66 (“Although the element of protection of the plaintiff’s personal feelings is obviously not to be ignored in such a case, the effect of the appropriation decisions is to recognize or create an exclusive right in the individual plaintiff to a species of trade name.”) (internal citations omitted).
132 Kwall, Copyright and the Moral Right, supra note 130, at 2.
133 Kwall, How Fine Art Fares Post VARA, supra note 130, at 3 n.15.
134 Id. at 3.
135 17 U.S.C. § 106A (2012) (granting a right to the author of a work of visual art to claim authorship and prevent use of their name in any work they did not create).
in the “narrowest possible manner” by reframing moral rights in terms of economic guarantees against unfair competition. This example is not given to endorse Congress sidestepping stronger moral rights, but to illustrate how effective framing legal rights in terms of economic incentives can be in the United States.

Beyond its use as a more tangible economic right, framing the right to be forgotten in terms of an economic right is also useful to help distinguish between the liability of the search engine and the liability of the source website, that is, the media. Search engines have different economic incentives from source websites that “are not necessarily interchangeable.” A search engine is an archival service that deals in the quality of search results, whereas generally speaking, a webpage deals in quality of information. Their different purposes create different economic incentives that necessitate treating search engines and source pages as separately liable. This idea harkens back to the distinction between the right to deletion and the right to deindex, as the former would negatively affect the source page but not the search engine (what does Google care if they have one fewer link?), while the latter would potentially affect Google but not the source page (Google has a legitimate interest in making existing, available information searchable).

IV. CAN AN ORGANIC SEARCH RESULT BE PROPERLY CHARACTERIZED AS A COMMERCIAL END?

Underpinning this analysis of economic interests is the question: can a link in Google’s search results, part of a free service that does not directly profit from organic search results, be characterized as a “commercial end” per the right to publicity? The answer is yes. An overview of the relevant statutes and case law reveals that a “commercial end” can best be understood as any unconsented profit derived from using an aspect of a person’s identity in which they have a commercial interest. According to the Restatement (Third) of Unfair Competition, a person’s identity is used for a “commercial end” when, inter alia,
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it is “placed on merchandise marketed by the user, or [is] used in connection with services rendered by the user.”\textsuperscript{140} Put another way, this means that even if a service like Google does not directly profit from a single link, it may profit by virtue of it being connected to its service. And insofar as there is a dollars-and-cents profit from any particular link, the amount that Google profits from the link may be small, but even so ordinary people may obtain monetary or injunctive relief from Google under the right of publicity, no matter how little their name or image is worth, as long as it has a commercial value that someone else exploited for a commercial end.\textsuperscript{141}

When a person types in a search query on Google, two things appear on the results page: advertisements and organic search results. The advertisements come from AdWords,\textsuperscript{142} “Google’s auction-based advertising program” that helps Google deliver relevant ads for any search query.\textsuperscript{143} If the URL has this icon next to it, it means (1) that the website has outbid their competitors for the spot, and (2) the website pays Google each time a visitor clicks on an advertisement.\textsuperscript{144} These ads appear first in the search results and are indicated by an icon to the left of the URL that says “Ad.” And while it really should not matter how much money Google makes off its search engine service, seeing that any commercial value is enough to trigger a right of publicity,\textsuperscript{145} the fact that Google has its fingers in so many pies—phones, books, music, paid content on YouTube, cloud services, virtual reality technology, watches\textsuperscript{146}—does beg the question of whether they are really profiting from the search engines or just using its other products to subsidize the search engine. “In 2014, [Google] generated approximately 90 [percent] of its revenues from advertising, with just over two thirds of” revenue derived from advertisements that show up in search engine results.\textsuperscript{147} In sum, the paid-for advertisements are most definitely a

\textsuperscript{140} Id. \S 47.
\textsuperscript{144} Canessa, supra note 141.
\textsuperscript{147} Mehta, supra note 143.
commercial end because they directly generate ad revenue for Google every time someone clicks on the link.

The websites indexed below the ads, however, do not use AdWords and do not pay Google for clicks, and while this requires some analysis to determine how they can be considered part of Google’s “commercial end,” the analytical puzzle is really quite simple. The links indexed below the ads, called “organic search results,” are the result of a process wherein Google automatically crawls internet pages and sorts them based on content, as well as more than 200 other factors. When a person types in a search query, Google uses the information it has collected and organized to deliver results based solely on relevance, as opposed to the ads which are based on both relevance and out-bidding competitors. Google does not directly profit from these links, as websites do not pay for organic search results.

But while Google does not directly profit from a person clicking on an organic search link, organic results are part and parcel with the search engine’s service and, therefore, part of the commercial end that includes AdWords. As Clancy Clarke noted:

Search engines have a reason to maintain quality organic search results—the better the organic search results for a given query the more likely a user will return to use the search engine again. The more users a search engine has the larger the possible audience there is for the paid advertising and hence the more revenue the search engine receives.

Without the organic search results, Google’s search engine is a much lesser product. If Google only provided advertisements, there would be fewer people using their service and fewer people clicking on the ads. The organic results are necessarily part of Google’s commercial end that Google is exploiting to make a profit.

The organic search results, however, are not purely commercial in nature, and therefore further analysis is necessary to deal with the tension between having an organic result that is both part of a commercial end but also links to an article that has legitimate free speech protections. As previously indicated, a service such as Google uses a person’s identity for a “commercial end” when the identity in question is “placed on merchandise marketed by the user, or [is] used in connection
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with services rendered by the user.” Organic links could be understood both as being “placed on merchandise” (i.e., the search engine) and as being “used in connection with” their service (i.e., providing search results). Therefore, the organic links can be understood as part and parcel with their ad revenue by virtue of its essential connection to the product which generates the ad revenue.

Granted, there is something that seems almost crass about defining an organic link as a “commercial end,” since the right to be forgotten conflicts with the First Amendment, and under First Amendment jurisprudence “commercial speech” is not as strongly protected as other types of speech such. This begs the question: does characterizing links as a “commercial end” potentially diminish the free speech protections of any particular link? The answer is no. First, “commercial end” is a different standard than “commercial speech.” Whether something constitutes commercial speech is an inquiry into whether speech should be afforded less scrutiny than other forms of expression, and focuses on the protection afforded to the advertiser. Whether something is a misappropriation toward a “commercial end” does not deal with the type of expression, but rather is an inquiry into whether the advertiser has profited from an expression, and focuses on the harm to a third party.

Still, while this note’s analysis does not implicate the doctrine of commercial speech, some of the policy concerns about the ways commercial speech is limited conceptualize an important issue surrounding the right to be forgotten. Specifically, these policy concerns help frame the issue of whether a right to be forgotten, per this note’s analysis, would elide over issues of freedom of speech by characterizing Google’s organic search results as a “commercial end.” In a law review article on advertising, commercial speech, and the First Amendment, Adam Thierer provided a useful framework for thinking about consumer benefits

154 Compare Virginia State Bd. of Pharmacy v. Virginia Citizens Consumer Council, 425 U.S. 748, 771 (1976) (noting that the commercial speech doctrine allows the government to regulate speech misleading or deceptive speech used as part of a commercial transaction) with Haelan Labs., Inc. v. Topps Chewing Gum, Inc, 202 F.2d 866, 868 (2d Cir. 1953) (noting that a commercial end in the context of the right of publicity applies broadly to any appropriation of someone’s image as part of a commercial transaction).
that should be protected in considering whether to curb commercial speech, which can be analogized to the user benefits to be protected in characterizing an organic link as a “commercial end.” Thierer looked to (1) the informational effects, (2) the effects on market-competition, and (3) the media promotion effects of commercial speech, and stated that any adverse effect on these policies caused by removing the speech from the public should be considered in determining whether it should be protected under the umbrella of free speech.\footnote{Id.} For the purpose of this analysis, both the paid and organic search results are considered “advertisements” in that they both contribute, one directly and one indirectly, to Google’s ad revenue.

With regard to informational effects, Thierer cited John Calfee for the proposition that content supported by ad revenue is an efficient way to bring information to consumers, creating “enhanced incentives to create new information and develop better products.”\footnote{Id. (quoting John E. Calfee, FEAR OF PERSUASION: A NEW PERSPECTIVE ON ADVERTISING AND REGULATION 2 (1997)).} Under the theory of this note, the blow to the corpus of available information online would be minimal.\footnote{As of January 20, 2017, Google has taken down 683,793 links based on the Google Spain decision. Search Removals Under European privacy law, GOOGLE, https://www.google.com/transparencyreport/removals/europeprivacy/ [https://perma.cc/F2DJ-7Z88]. To give a sense of how small a number this is compared to the number of links online, there are more WordPress blog posts posted in two days than the number of links Google has removed. See Victoria Woollaston, Revealed, what Happens in Just ONE Minute on the Internet: 216,000 Photos Posted, 278,000 Tweets and 1.8m Facebook Likes, DAILY MAIL (July 30, 2013, 10:39 A.M.), http://www.dailymail.co.uk/sciencetech/article-2381188/Revealed-happens-just-ONE-minute-internet-216-000-photos-posted-278-000-Tweets-1-8m-Facebook-likes.html [https://perma.cc/6UNL-VTGT].} First, the number of links taken down from Google would be a tiny fraction of the links that exist, as there are over 60 trillion individual pages online,\footnote{How Search Works, supra note 148.} and since Google Spain, Google has processed almost two million requests for deindexing, granting about half a million of them.\footnote{Search Removals, supra note 159.} That’s 0.0000005 percent of the total number of web pages online. Second, the links removed have to be “no longer relevant,” a high bar to pass.

Thierer also noted that market-competitiveness effects should be considered, as limiting the ability to advertise potentially decreases the competitiveness of any service, since advertising “keeps markets competitive by keeping competitors on their toes and forcing them to

constantly respond to challenges by rivals who are offering better or cheaper services. . . . [It] helps keep prices low (or even at zero) for many goods and services, especially media and entertainment offerings.”  

First, a right to be forgotten would affect all search engines, not just Google, and so any decrease in competitiveness would be felt across the board and therefore would have an equalizing effect. But moreover, the minimal number of unsearchable links would not impact the quality of the search engine.

The final policy concern that Thierer flagged was that of media promotion and content cross-subsidization, which he defined as the benefits to society that advertisements create by “subsidizing the creation of news, information, and entertainment.” As Google’s advertisements do not directly subsidize any of the content contained on source pages, this is not a concern.

V. HOW A RIGHT TO BE FORGOTTEN AS A PUBLICITY RIGHT WOULD WORK

Previous Parts have established that a right of publicity would, in theory, work as a conceptual and legal framework for a right to be forgotten in the United States, and this Part addresses how the right to be forgotten would work in practice. Having established that every link—either paid or organic—is part of Google’s commercial end, and therefore the subject of any particular link has a publicity interest in the link itself, this Part refers generally to the right to deindex as if it were a publicity right. It is also important to note that the affirmative right to publicity would almost exclusively arise only if a third party posted something over which the plaintiff had no control (e.g., a newspaper). That is, if a person posts something himself, he would have no standing to complain to Google or to seek injunctive relief from them in the form of deindexing. This Part first addresses the scope of the right and the standard for determining whether someone can succeed on a right of publicity claim to have a link deindexed. Then, it looks at the procedures that may be put in place to deal with right to deindex claims.
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A. Finding a Standard for the Right to Be Forgotten

A good place to start is with Google Spain, which contained a standard for determining whether a person has a legitimate claim to have a link deindexed. The opinion looked at whether, due to the passing of time, the information linked to in an organic search result is “inadequate, irrelevant or no longer relevant.”167 The CJEU stated that “even initially lawful processing of accurate data may, in the course of time, become incompatible with [EU standards] where those data are no longer necessary in light of the purposes for which they were collected or processed.”168 Contrary to popular perception, the Google Spain decision was not a broad, sweeping blow to the Internet as an archive of our lives. Rather, it created a “narrow, fact-based” legal standard that can be successfully evoked only in very limited circumstances.169

What counts as irrelevant is necessarily context-based, as there can be strong privacy or publicity interests in information that, on its face, is innocuous.170 For example, if Mr. Costeja Gonzalez in Google Spain had habitually fallen into debt after the articles appeared in the newspapers in 1998, such a history of indebtedness might make all past financial troubles relevant, as opposed to if it were just an isolated incident. Thus, any hardline rule about what is and what is not subject to a privacy interest is unhelpful and counterproductive.

Broadly speaking, the right to be forgotten requires an inquiry into the extent to which the information contained on the source page has depreciated over time. As Meg Leta Jones correctly noted, “[t]hough the value of information is subjective, value can be assigned when there is an action potentially influenced by the information and the consequences of the action also can be measured.”171 Using this metric, one may inquire into which actions are “potentially influenced” to conduct a balancing test. Using the Google Spain case as an example, the actions at stake are: (1) Mr. Costeja Gonzalez’s potential ability to find gainful employment and (2) the potential loss to the public knowledge from deindexing the articles about the auction sale for his social security debt. Both actions, however, turn on the same question of whether the information is still accurate or relevant and therefore contributes
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to the public knowledge. “The speed of depreciation [of information] generally correlates to the relevance and accuracy of content.”

It would be easy to say that the auction sale notice became irrelevant and inaccurate as soon as the auction ended, but that would be too simple, as “[e]xpired information is that which is no longer an accurate representation of the state of the subject or communication,” so simply because the information is old does not necessarily make it expired. For a period of time after the auction, there was still a question of how long it remained relevant that Mr. Costeja Gonzales was a debtor. Only once Mr. Costeja’s history as a debtor was no longer an accurate representation of him would that information be considered expired.

Narrowing the inquiry further, certain factors must be established to try to draw the line between when a person’s right of publicity succeeds against the freedom of knowledge concerns inherent in online information. A good starting point to conduct this analysis is the Guidelines on the Implementation of the Court of Justice of the European Union Judgment on “Google Spain and Inc v. Agencia Espanola de Datos (AEPD) and Mario Costeja Gonzalez” C-131/12 (the Guidelines), promulgated by the Working Party, a group of privacy regulators from the EU’s member states. The Guidelines provide thirteen “criteria” to determine whether the information should be deindexed, noting that “no single criterion is, in itself, determinative.”

Insofar as it relates to the right to be forgotten as a publicity right, and thus an economic right, there are several useful criteria within the Guidelines. The first criterion looks at whether “the search result relate[s] to a natural person,” which is relevant because the right of publicity is an individual right. Another criterion looks at the role the subject plays in public life, noting that while the term “public figure” is difficult to define, “[a] good rule of thumb is to try to decide where the public having access to the particular information . . . would protect them against improper public or professional conduct.”

While the Guidelines were released after Google Spain to
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address the vagueness of certain aspects of the decision, one could apply its definition of a public figure to ask whether knowing that Mr. Costeja Gonzalez was subject to social-security debt proceedings potentially protects the public against improper conduct in his capacity as a lawyer. If so, maybe Google Spain was decided incorrectly.

Other criteria in the Guidelines look at accuracy, excessiveness, and relevancy, weighing these different factors to establish whether the person’s interest in their right to be forgotten is stronger than countervailing free speech interests. The Guidelines treat accuracy as a factual issue, and look to whether the information is incomplete, inadequate, or just wrong. There is an obvious hierarchy within these categories as well, especially as wrong information is less valuable to the public and therefore weighs against free speech protection more than inadequate or incomplete information, as these may even have a detrimental effects on the public discourse. With regard to relevancy, the Guidelines look to whether the public has a current interest “in having access to the information,” stating that relevance is the inquiry relating most directly to how long the information has existed. The inquiry into excessiveness turns on whether the information contained in the source is more than the public needs. The excessiveness criterion is worth flagging, but it is probably wholly incompatible with American free speech jurisprudence by virtue of the fact that the problem of “newsworthiness” is a descriptive—as opposed to normative—standard that is determined by the press and not the Supreme Court.

One final criterion worth mentioning is whether the information causes disproportionate prejudice for the subject asserting a right. This is the factor that most strongly relates to the idea of the right to deindex as a property interest. By way of example, the Working Party states that a search result “might have a disproportionately negative impact on the data subject where a search result relates to a trivial or foolish misdemeanor which is no
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longer—or may never have been—the subject of public debate and where there is no wider public interest in the availability of the information.” To analyze the proportionality of the prejudice present in Google Spain, a court would have had to weigh Mr. Costeja Gonzalez’s loss of property in the form of not being able to find a salaried job as a lawyer against the public interest in knowing about his history of debt. In the United States especially, the current limited ability to seek damages for “disproportionate truthful information,” such as nude photo leaks, “often leads to strange results” that a right to deindex could mitigate. In the case of nude photo leaks, there are certain laws that protect the owner’s copyright in the photo, but “prosecuting the data thief does not fully mitigate the harm to the victim if search engines and data brokers will continue to direct people to the content forever.” Worth noting, though, is that the laws that do exist to protect the owners of the nude photos are framed in terms of intellectual property, so it may not be such a stretch to extend this intellectual property right to a person’s inherent right in their identity.

This list of criteria is not exhaustive, and moreover many of the other criteria in the Guidelines are not compatible with the idea of a right to deindex as a publicity right. They are, however, a useful framework for conceptualizing how the right to be forgotten would work in practice. Other criteria American courts could look at for guidance include weighing the social benefit of having a link deindexed (for example, making someone employable), and inquiring whether the public is likely to search for the information or just a specific individual. Suffice it to say that there is no dearth of criteria to help define the right to be forgotten so it is both narrow and useful.

B. Procedural Enforcement of the Right to Be Forgotten

Having established that there are certain criteria that should be considered in whether a right to be forgotten could succeed, it is necessary to establish that the practical concerns over defining the scope of the right can be implemented in a satisfying way. Evidence from the way the Google Spain ruling has been implemented suggests that this is possible. Moreover, other
Google practices show that they are already implementing self-imposed policies that will deindex sites for reasons other than compliance with a right to be forgotten, deindexing links to “sites [that] do not meet Google’s quality guidelines.” Under these guidelines, links may be removed based on dubious behavior such as spamming without any concern for free speech—Google is, after all, a private business and therefore not liable for chilling the free speech of its users. Therefore, a procedure that implements the right to be forgotten in the United States is feasible from practical, policy, and legal perspectives.

The subject-to-controller takedown system, rather than a subject-to-courtroom takedown system that the EU established to deal with right to be forgotten claims, is a useful template to imagine how the right to be forgotten might be implemented in the United States. “In a perfect world, conflicts involving fundamental rights would always be decided by a court of law[, since a]n impartial judiciary offers the strongest warranty that the interests at stake are properly balanced.” But this is not a perfect world and it is unlikely that the court system would be able to handle the volume of right to be forgotten claims were the right recognized in the United States. The “subject-to-controller” system puts Google in the position of the main arbiter of right to be forgotten claims. The process involves filling out a form and then Google reviewing the form by “balanc[ing] the privacy rights of the individual with the public’s interest to know and the right to distribute information.” This process may be more ideal because it is “more efficient than having to go through an administrative or judicial proceeding.” It also avoids the so-called “Streisand effect”—the phenomenon that occurs when someone tries to hide or remove a
piece of information, thus drawing attention to that information and resulting in wider circulation than would have occurred otherwise.\textsuperscript{202} After an initial spike in people asserting the right to be forgotten in the wake of Google Spain, the number “of requests has settled into about 1,000 requests per day,”\textsuperscript{203} which has proven manageable for the company. If a person disagrees with Google’s decision, they may “request that a local data protection authority review [the] decision,”\textsuperscript{204} which is necessary given that the right to publicity is a legally enforceable right and not just a policy that Google needs to adopt.

While this process places some burden on Google, evidence suggests that the process would not unduly prejudice the search engine. For one thing, Google has already proven to be capable of handling the requests from the twenty-eight EU member states.\textsuperscript{205} And moreover, they already handle a large volume of spam, both through automatic means and through manual means.\textsuperscript{206} Some months they manually remove more than 500,000 links.\textsuperscript{207} Google has no compunctions about deindexing links whose source pages contain “unnatural links,” “automatically generated content,” or “parked domains,”\textsuperscript{208} and has put the infrastructure in place to deal with them.\textsuperscript{209}

Certain procedures outside of Google’s current model also indicate that a subject-to-controller system of enforcing the right to be forgotten would not be beyond the pale for Google. The subject-to-controller system established by the EU after Google Spain uses a process similar to the one already used in the United States with the U.S. Digital Millennium Copyright Act (DMCA).\textsuperscript{210} The DMCA has clear procedures for removal and replacement of content, requirements for notice and counter-notice, and sanctions for misrepresentations.\textsuperscript{211} Wikipedia also “has a deletion policy that results in five thousand pages being deleted each day, one reason being lack of ‘notability.’”\textsuperscript{212} In sum,
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there are procedures that exist to deal with a right to be forgotten in the United States that have proven manageable.

CONCLUSION

In closing, it is perhaps useful to keep in mind that “[w]hether you like it or not, the EU is setting the standards of privacy protection for the rest of the world.” After the CJEU’s ruling in Google Spain, “Google extended the ‘right [to be forgotten]’ to Iceland, Liechtenstein, Norway, and Switzerland.” In addition, Hong Kong has officially begun to lobby Google for a similar right, while similar efforts occur in Canada, Russia, South Korea, and South Africa. This is not to say that a right to be forgotten is a total inevitability in the United States, but as an international actor, it is something that is going to come up and something that the United States should be prepared to deal with in a way that satisfies the international community.

Taking a defeatist attitude and treating the right to be forgotten as an inevitability, however, misses the point that acknowledging the right to be forgotten would be socially beneficial. The right to be forgotten, characterized as a right of publicity, could be a tool for analyzing and redrawing the boundaries between these two core American ideals—or at the very least help the right to be forgotten get its foot in the door in the United States.
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