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LOOKING BACKWARD, MOVING FORWARD: WHAT MUST BE REMEMBERED WHEN RESOLVING THE RIGHT TO BE FORGOTTEN

“Reality exists in the human mind, and nowhere else.”¹

INTRODUCTION

Though published in 1949, the dystopia described in George Orwell’s proclaimed novel “1984” feels all too familiar today.² Orwell’s novel describes a global war that has been going on “seemingly forever”; it describes “Newspeak,” a form of stripped down English language used to limit free thought, and articulates the idea of a “memory hole.”³ A memory hole allows previously published facts that later become embarrassing to be tossed down a hole and permanently erased.⁴ Once the information is thrown down the hole, it is forever eliminated from the face of the earth, and the world is led to believe that something that genuinely existed never actually did.⁵

¹ George Orwell, 1984, 252 (1949).
⁵ See id.
In May 2014, the European Court of Justice (ECJ) decided *Google Spain v. AEPD and González* and granted citizens their own personal memory holes through the right to be forgotten: the right to request Google, or any search engine offering services to European consumers, to remove certain results displayed after a search of a citizen’s name. Search engines must grant a request for removal so long as the results are “inaccurate, inadequate, irrelevant or excessive” and the benefit to the public interest does not outweigh the individual’s right to privacy. One year after this judgment, France’s data protection authority, the Commission Nationale de l’Infomatique et des Libertés (CNIL), determined that deleting results from European Google pages was not an adequate form of redress to consumers and ordered Google to remove the results at issue from the search engine’s global domain, Google.com.

---


10. Examples of European Google domains include Google.fr (France) and Google.de (Denmark). *List of All Google Domains*, TECHXT (Apr. 6, 2012), http://techxt.com/2012/04/06/list-of-all-google-domains/.

11. See Glyn Moody, *France Tells Google to Remove Search Results Globally, or Face Big Fines*, ARS TECHNICA (Sept. 21, 2015, 9:36 AM), http://arstechnica.com/tech-policy/2015/09/france-confirms-that-google-must-remove-search-results-globally-or-face-big-fines/. Although some Europeans attempt to use Google.com instead of their country-specific domain page, Google automatically redirects European users to the domain of the country of their computer’s Internet Protocol (IP) address in order provide users with a “better local experience.” Danny Sullivan, *How Google Made It A Little Harder To Reach Google.com From Outside The U.S.*, SEARCH ENGINE LAND (Mar. 4, 2015, 4:00 AM), http://searchengineland.com/google-harder-to-reach-outside-us-215845.
Two months later, in August 2015, Google informally appealed\textsuperscript{12} the CNIL's order, contending that the data protection authority of one country cannot control the content that individuals may access around the world.\textsuperscript{13} In response, the CNIL rejected Google's appeal and stated that, rather than applying French law extraterritorially, they were merely requesting non-European companies to fully observe European legislation.\textsuperscript{14} As a result of the CNIL's rejection, Google faced two options: delete tens of thousands of search results from Google.com and other non-European domains,\textsuperscript{15} or face sanctions by the CNIL, including an initial penalty of €150,000.\textsuperscript{16}

In February 2016, Google aimed to compromise with the CNIL's demands by applying the search result removals to all of its domains worldwide, as long as the individual browsing was located within the European Union.\textsuperscript{17} The individual's location would be determined via their Internet Protocol (IP) address.\textsuperscript{18}

\textsuperscript{12} An informal appeal occurs when a claimant directly contacts the decision-making administration, asking for reconsideration of the position taken. See Org. for Econ. Co-operation & Dev. [OECD], Better Regulation in Europe: France 2010, at 148 (2010).

\textsuperscript{13} Rob Thubron, France Rejects Google's Appeal Against Implementing 'Right to be Forgotten' Globally, TECHSPOT (Sept. 22, 2015, 11:00 AM), http://www.techspot.com/news/62191-france-rejects-google-appeal-against-implementing-right-forgotten.html.

\textsuperscript{14} Samuel Gibbs, French Data Regulator Rejects Google's Right-to-be-Forgotten Appeal, GUARDIAN (Sept. 21, 2015, 6:40 AM), http://www.theguardian.com/technology/2015/sep/21/french-google-right-to-be-forgotten-appeal.

\textsuperscript{15} See id. Examples of other non-European Google domains include google.ca (Canada) and google.com.au (Australia). Google currently owns 189 domains that serve the Google searching page. List of All Google Domains, supra note 10.

\textsuperscript{16} While many consider this fine to be "relatively light," as Google is one of the most powerful corporations in the world, this is the maximum monetary penalty that the CNIL is permitted to issue. Michael Lee, French Privacy Commission Issues Maximum Penalty on Google, ZDNET (Jan. 9, 2014, 5:48 AM), http://www.zdnet.com/article/french-privacy-commission-issues-maximum-penalty-on-google/; Nick Statt, French Regulator Says Google Must Expand 'Right to be Forgotten' to All Google Sites, VERGE (Sept. 21, 2015, 1:12 PM), http://www.theverge.com/2015/9/21/9365075/french-regulator-google-right-to-be-forgotten.

\textsuperscript{17} Samuel Gibbs, Google to Extend 'Right to be Forgotten' to All Its Domains Accessed in EU, GUARDIAN (Feb. 11, 2016, 7:40 AM), http://www.theguardian.com/technology/2016/feb/11/google-extend-right-to-be-forgotten-goog-lecom.

\textsuperscript{18} Id.
Within a month’s time, however, the CNIL still found this response to be insufficient and fined Google €100,000. A few weeks later, in May 2016, Google again appealed the CNIL’s actions with the same argument used in the first appeal: one nation cannot apply its laws extraterritorially. Google further contended that its actions struck a fair balance between the protections requested by the CNIL and the rights of individuals from other countries to lawfully access the information at issue.

Concurrently, a U.S. court of appeals decision in Martin v. Hearst Corporation demonstrates the preference of free speech over privacy in the United States and ultimately suggests that there is no place for the right to be forgotten in the United States. In Martin, three U.S. newspapers published online arrest reports of a woman and her two sons in August 2010. Fourteen months after the publications, the three individuals were “deemed to have never been arrested” under Connecticut state law. The woman demanded the newspapers remove the online reports, but the U.S. Court of Appeals for the Second

---

24. The three newspapers were the Connecticut Post, Stamford Advocate, and Greenwich Time, all owned by the Hearst Corporation. Id. The Hearst Corporation is one of the largest media and information companies in the United States. About Hearst, HEARST, https://www.hearst.com/about (last visited Jan. 7, 2015).
25. Police searched the family’s home and found marijuana, plastic bags, and drug paraphernalia. Martin, 777 F.3d at 548.
26. Greiner, supra note 23.
27. Martin, 777 F.3d at 550.
Circuit ("Second Circuit") held in favor of the newspapers, emphasizing that the woman was only deemed to have never been arrested. In October 2015, the U.S. Supreme Court denied a petition for certiorari in the Martin case. The refusal of the U.S. Supreme Court to review the Second Circuit’s decision has led some experts to argue that U.S. citizens will never have a right to be forgotten. Others maintain that the United States should and will establish this right.


29. The U.S. Court of Appeals for the Second Circuit reasoned that a state cannot turn a historical fact into fiction, and the press cannot be sued for maintaining a record of a historical fact. Martin v. Hearst Corp., 777 F.3d 546, 551 (2d Cir. 2015).


32. Id. Some situations that may cause the U.S. Supreme Court to grant certiorari include: conflicting outcomes between two courts of appeals, a court of appeals deciding a federal question in a way that conflicts with a decision by a state court of last resort, or a court of appeals substantially departing from the accepted and usual course of judicial proceedings. SUP. CT. R. 10(a). Ultimately, denial of certiorari is discretionary. The U.S. Supreme Court does not explain its reasons for denying certiorari. See Lisa Soronen, Supreme Court Refuses to Hear Gun Case, ICMA (Dec. 10, 2015, 4:33 PM), http://icma.org/en/icma/knowledge_network/blogs/blogpost/4307/Supe-reme_Court_Refuses_to_Hear_Gun_Case.

33. See Greiner, supra note 23 ("This non-action makes it unlikely that the ‘right to be forgotten’ will find a home in the United States."); Julian Hattem, Should US Have Right to Be Forgotten?, HILL (May 15, 2014, 6:00 AM), http://thehill.com/policy/technology/206169-should-us-have-right-to-be-forgotten ("A U.S. version of . . . the ‘right to be forgotten’ seems impossible in this country.").

34. See Giovanna Giampa, Americans Have a Right to be Forgotten 29 (Law Sch. Student Scholarship, Paper 740, 2016), http://scholarship.shu.edu/cgi/viewcontent.cgi?article=1727&context=student_scholarship ("[T]he United States needs [a right to be forgotten] before it falls behind the rest of the world in recognizing this essential privacy right."); John Simpson, Restore ‘Privacy By Obscurity,’ U.S. NEWS (Dec. 5, 2014, 1:50 PM), http://www.usnews.com/debate-club/should-there-be-a-right-to-be-forgotten-on-the-internet/restore-privacy-by-obscurity ("[A U.S.] right to be forgotten offers a clear path forward to help protect our privacy in the digital age.").
Currently, the United States cannot afford its citizens a right to be forgotten, given the nation’s strong preference of free speech over privacy. This Note will thus examine the Internet’s powerful impact on contemporary culture and demonstrate the need for a compromise that cooperates with the CNIL’s demands while maintaining the United States’ most foundational tenants. Part I will examine the background of the European privacy rights leading to the development of the Data Protection Directive, formally known as “Directive 95/46/EC,” and ultimately to the creation of the current right to be forgotten. After the European preference of privacy is examined, Part II will examine U.S. culture by explaining the complex role of the Internet in daily life as well as the modern interpretations of the U.S. Constitutional rights of free speech and privacy. Once both the United States and European history and values have been examined, Part III will assess the various shortfalls contained in four recently proposed solutions aiming to narrow the overly broad scope of the current right to be forgotten: (1) giving online data an expiration date, (2) using the influence of technology companies to lobby lawmakers, (3) temporarily removing disputed links, and (4) granting a quasi right to be forgotten for minors. These theories have various deficiencies, including the failure to address the entire U.S. population, as well as the importance of web archival systems, and do not adequately address the concerns of the government having the final say over Internet companies, particularly given the current state of the right to be forgotten. Finally, taking these weaknesses into account, Part IV will propose a workable two-part solution that keeps all citizens informed about their right to be forgotten, and, furthermore, places crucial limits on the right so that it may properly exist in both the European Union and the United States. First, European and U.S. citizens of all ages must be educated on Internet responsibility to reduce the number of individuals invoking the right to be forgotten in the first place. This will ensure that all individuals fully understand their right and will also reduce the current influx of right-to-be-forgotten requests that are being imposed on search engines. Second, the European Union and the United States must implement a bilateral treaty that

will cease the battle between Google and the CNIL. The treaty must allow individuals to delist links in order to remove considerably harmful online material but not allow individuals to remove links falling below this proposed threshold. In its entirety, this solution harmonizes the right to be forgotten with the U.S. rights to freedom of speech and privacy by providing a balanced test where priority is given when a public or individual interest is compelling.

I. WHAT WAS REMEMBERED BEFORE ANYTHING WAS FORGOTTEN

This Part will examine European partiality of privacy over publicity, which led to the advancement of privacy rights and data protection legislation implemented in the 1980s and 1990s. Further, this Part will explain how this history paved the way for the current right to be forgotten in the European Union.

A. European Preference of Privacy

When it comes to the Internet, many U.S. citizens want to be famous, while most Europeans want to be forgotten. Similarly, in the battle between publicity and privacy, U.S. citizens usually choose the former, while European citizens typically choose the latter. These preferences are rationalized by the different ways

38. Although outside the scope of this Note, the European Union is not the only area with the right to be forgotten. Argentina has granted parties this right. Jeffrey Rosen, The Right to Be Forgotten, 64 STAN. L. REV. ONLINE 88, 91 (2012). Additionally, a right to be forgotten in Russia came into effect on January 1, 2016. Susana Vera, Russia’s ‘Right to be Forgotten’ Bill Comes Into Effect, RT (Jan. 1, 2016, 9:13 PM), https://www.rt.com/politics/327681-russia-internet-delete-personal/.
that the two nations interpret the right to privacy. Generally, in Europe, privacy is viewed as a right to dignity, or as a right to control what one presents about themselves publicly. In the United States, however, privacy is viewed in terms of liberty, or as the right to keep the state out of the lives of citizens. In Europe, the media threatens the desire for privacy, whereas, in the United States, the government threatens the U.S. desire for privacy.

In Europe, the global human rights framework protecting the rights of European citizens with respect to privacy is the Universal Declaration of Human Rights (UDHR). The UDHR grants all individuals the right to be free of “arbitrary interference with [their] privacy” and “attacks upon [their] honour.” Additionally, the European right to privacy is expressly guaranteed in two aspects. Article 7 of the Charter of Fundamental Rights of

41. See Alicia P. Q. Wittmeyer, Do Europeans Really Care More About Privacy Than Americans?, FOREIGN POL’Y (June 11, 2013, 9:30 PM), http://foreign-policy.com/2013/06/11/do-europeans-really-care-more-about-privacy-than-americans/. Europeans often believe that U.S. citizens do not understand the “imperative demands of privacy” whatsoever. James Q. Whitman, The Two Western Cultures of Privacy: Dignity Versus Liberty, 113 YALE L. J. 1151, 1155 (2004). For example, a French webpage warns those traveling to the United States that the way U.S. citizens exchange information about their private activities is difficult for Europeans to imagine. Seb in Geneva (Not on the Go Anymore), BLOGSPOT (Apr. 4, 2007), http://seb-77550.blogspot.com/2007_04_01_archive.html. Another example is demonstrated on a German webpage, which contends that “Americans are obtuse” on the issue of privacy. Von Issio Ehrich, Warum US-Amerikaner Nicht von Ihren Waffen Lassen: Vernarrt in die Freiheit, N-TV (Dec. 17, 2012), http://www.n-tv.de/politik/Vernarrt-in-die-Freiheit-article9804666.html. To this day, European privacy protections and values are a response to the Gestapo and the Stasi, the totalitarian regimes that used surveillance and blackmail to gain and maintain power. Liptak, supra note 40. The United States, by comparison, has never experienced anything like this. See id.

42. Whitman, supra note 41, at 1161.

43. Id.

44. Both the European and U.S. views on privacy stem from “deeply felt sociopolitical ideals,” dating back to the eighteenth century. Id. at 1219.

45. The UDHR also protects the rights of individuals worldwide, as the declaration is addressed to “everyone.” G.A. Res. 217 (III) A, pmbl., Universal Declaration of Human Rights (Dec. 10, 1948) [hereinafter UDHR].

46. Id. art. 12.

47. See Robert Levine, The Student Who Stood Up for Privacy, N. Y. TIMES, Oct. 11, 2015, at BU1. Comparatively, in the United States, the right to privacy
the European Union guarantees “respect for private and family life,” while Article 8 guarantees “protection of personal data.” These protections are the central foundation for the right to be forgotten, as they are the chief justification for Directive 95/46/EC of the European Parliament and of the Council, a reference text on the protection of European citizens’ personal data.


Beginning in 1979, the European Parliament (“Parliament”), which acts as the legislative body for the European Union, consistently demanded rules granting sufficient protection against the exploitation of personal data. The Parliament reasoned


48. Because the rights of all European citizens were established at different times, in different ways, the EU clarified such rights in 2000 by drafting a single document known as the Charter of Fundamental Rights of the European Union (“EU Charter”). EU Charter of Fundamental Rights, EUR. COMMISSION, http://ec.europa.eu/justice/fundamental-rights/charter/index_en.htm (last visited Mar. 19, 2017). The EU Charter became binding on the European Union in 2009, and has been updated to reflect societal and technological developments. Id.


52. See Spiros Simitis, From the Market To the Polls: The EU Directive on the Protection of Personal Data, 80 IOWA L. REV. 445, 446 (1995). Personal data is information a data controller can use to identify an individual. There are many ways a data controller can identify an individual, such as by their full name, physical characteristics, pseudonyms, occupation, or address. What is Personal Data?, DATA PROTECTION COMMISSIONER (2014), https://www.dataprotection.ie/docs/What-is-Personal-Data-/210.htm.
that Europe’s Internet market would not remain competitive among the globalization of escalating processing powers unless citizens were secure.\textsuperscript{53} During the 1980s, the Parliament also predicted that abuse of personal data would become a huge component of the Internet economy, and cross-border data flows would flourish.\textsuperscript{54} Nonetheless, the European Commission\textsuperscript{55} ("Commission"), which acts as an executive body for the European Union, passively resisted.\textsuperscript{56} The Commission viewed personal data as a "perfectly normal [good]" that should receive similar treatment as all other products and services.\textsuperscript{57}

After the establishment of the European Union in 1992,\textsuperscript{58} the Commission’s focus expanded from exclusively economic concerns to a wide variety of issues.\textsuperscript{59} With new policies and goals in mind, the Commission recognized that it needed to respond to the Parliament’s demands for data protections and began drafting a proposal that would protect European citizens and allow Internet services to prosper.\textsuperscript{60}

\begin{footnotesize}
\begin{itemize}
\item \textsuperscript{54} See Siry, supra note 37, at 318.
\item \textsuperscript{55} Established in 1951, the European Commission has experienced numerous changes in authority and structure. The modern European Commission represents the interests of the entire European Union, not the individual interests of Member States. Some responsibilities of the European Commission include: proposing legislation, enforcing European law, setting objectives and priorities for action, managing and implementing policies and budgets, and negotiating on behalf of the European Union with other countries. \textit{About the European Commission: Organizational Structure}, EUR. COMMISSION (Oct. 27, 2015), http://ec.europa.eu/about/index_en.htm.
\item \textsuperscript{56} See Simitis, supra note 52, at 446.
\item \textsuperscript{57} \textit{Id.}
\item \textsuperscript{60} \textit{Id.}
\end{itemize}
\end{footnotesize}
On October 24, 1995, the European Union enacted Directive 95/46/EC, also known as the “European Union Data Protection Directive” (“Directive”). By protecting the processing, use, or exchange of personal data collected for or about EU citizens, the Directive is credited as a leading world model for privacy protection. The overall objective of the Directive is to safeguard the “fundamental rights and freedoms of natural persons . . . while removing obstacles to the free flow of such data.”

Another important justification of the Directive is standardizing the various means of data protection already present in the European Union. In May 2014, the ECJ aimed to modernize and further this purpose in Google Spain v. AEPD and Mario Costeja González, where the court reasoned that Article 12 of the Directive lays the foundation for a right to be forgotten by allowing an individual to request deletion of unnecessary personal data.

C. Google Spain v. AEPD and Mario Costeja González

In 1998, Spanish citizen and lawyer, Mario Costeja González, faced financial difficulties. González’s property was auctioned
off, and the details of his situation were plastered in print and online\textsuperscript{69} over a Spanish news outlet, \textit{La Vanguardia}.\textsuperscript{70} Over twelve years later, however, news about the auction remained among the results of a Google search of his name,\textsuperscript{71} despite resolving his financial troubles in the interim. Worried about how the information would impact his reputation and credibility as a lawyer,\textsuperscript{72} González requested that \textit{La Vanguardia} remove or alter the pages reporting the auction so that the information relating to his financial difficulties would no longer appear.\textsuperscript{73} González also requested that Google remove or conceal the same information from its search results.\textsuperscript{74} The Spanish Data Protection Agency, the Agencia Española de Protección de Datos (“AEPD”), denied González’s claim against \textit{La Vanguardia} but granted his claim against Google.\textsuperscript{75}

Subsequently, González brought suit against Google, and on May 13, 2014, the ECJ decided González’s case, setting a major precedent known as the “right to be forgotten.”\textsuperscript{76} Reasoning that data protection rules needed to updated to fit today’s “modern computing world,”\textsuperscript{77} the court determined that an individual has the right to control their online reputation by requesting search

difficulties” that González endured were social security debts. \textit{Google Spain SL}, 2014 EuCRe \textsuperscript{¶} 18.

\textsuperscript{69} \textit{Google Spain SL}, 2014 EuCRe \textsuperscript{¶} 18.


\textsuperscript{72} González claimed that he was never worried about his online image and was only worried about the impact of this information on his career. Danny Hakim, \textit{Right to Be Forgotten? Not that Easy}, N.Y. TIMES, May 30, 2014, at B1. González said that he has “always been in favor of freedom of expression.” \textit{Id}.

\textsuperscript{73} See Case C-131/12, Google Spain SL v. Agencia Española de Protección de Datos (AEPD), 2014 EuCRe 317, \textsuperscript{¶} 19.

\textsuperscript{74} See id. \textsuperscript{¶} 20.

\textsuperscript{75} See Toobin, \textit{supra} note 71. The AEPD rejected the claim against \textit{La Vanguardia} because the newspaper lawfully published the information about González. The AEPD upheld the claim against Google because search engines are intermediary data processors subject to the AEPD’s regulations. \textit{Google Spain SL}, 2014 EuCRe \textsuperscript{¶¶} 16–17.

\textsuperscript{76} Lee, \textit{supra} note 68.

engines to delist links displayed among search results of their name.\textsuperscript{78} The ECJ determined, however, that requests to delist links made to Google or other search engines may not be automatically granted; only links that are “inadequate, irrelevant or no longer relevant, or excessive in relation to the purposes” for which they were processed, and in the light of the time that elapsed, may be removed from search results of a person’s name.\textsuperscript{79}

Unfortunately for González, establishing the right to be forgotten resulted in an unlucky situation: the information about González’s financial troubles have now become relevant to the public interest because it is intertwined in the facts of his precedent-setting case.\textsuperscript{80} After the case, González requested that any stories about his past that were published after the court’s decision be delisted from Google’s search results, but Google refused.\textsuperscript{81} The AEPD affirmed Google’s decision, reasoning that the information is pertinent to the general public.\textsuperscript{82} Ironically, González’s financial troubles will not be forgotten anytime soon.

The ultimate consequences and limitations of the right to be forgotten, however, are only beginning to be understood, as demonstrated by the CNIL’s insistence that search results be delisted from the U.S.-based domain, Google.com, where the

\textsuperscript{78} The information that is “forgotten” still remains online; essentially, the right to be forgotten is the right to be delisted from search engine results. \textit{Fact-sheet on the “Right to be Forgotten” Ruling}, supra note 9.

\textsuperscript{79} Id. Only private individuals have the right to be forgotten, whereas figures of public importance do not. Specifically, “the role played by the data subject in public life” is considered when determining whether an individual has the right to be forgotten. Case C-131/12, Google Spain SL v. Agencia Española de Protección de Datos (AEPD), 2014 E.C.R. 317, ¶ 81. In light of this component, Google is hesitant to remove links about “politicians and other prominent people.” Toobin, supra note 71.


\textsuperscript{82} \textit{See} id.
right to be forgotten does not exist in the United States. Due to an unrecognition of this right in the United States, Google faces challenges in complying with the CNIL’s demands. It is now up to Google to draw the difficult line between an individual’s right to be forgotten and the public’s right to know.

II: THE U.S. NEED FOR FREE SPEECH AND FREE INTERNET

Thanks to the Internet, what happens in Vegas, no longer stays in Vegas. Some say that freedom of Internet access in the world today is considered to be as important as the U.S. Constitutional right to freedom of speech, but the U.S. Constitution does not provide a clear answer to countless questions invoking the application of the document to innovative technology. At the time of the U.S. Constitution’s framing, an “unreasonable search” under the Fourth Amendment involved the government’s physical intrusion into the most private of places, a person’s home, to examine personal belongings, or “effects,” to

83. See Gibbs, supra note 14; Mike Godwin, France’s Privacy Regulators Want to Dictate What You (Yes, You!) Can Find Online, SLATE (Sept. 22, 2015, 2:07 PM), http://www.slate.com/blogs/future_tense/2015/09/22/right_to_be_forgotten_france_s_privacy_regulators_want_to_dictate_what_you.html.

84. In a post on Google’s Europe Blog, the company says that the CNIL’s actions are creating a “race to the bottom” that will result in the Internet being “as free as the world’s least free place.” Peter Fleischer, Implementing a European, Not Global, Right to be Forgotten, GOOGLE EUR. BLOG (July 30, 2015), http://googlepolicyeurope.blogspot.com/2015/07/implementing-european-not-global-right.html.


89. See Lawrence v. Texas, 539 U.S. 558, 567 (2003) (“[T]he most private of places . . . [is] the home.”).
identify a critic of King George III. In modern times, a search may be unreasonable if it contains unwanted results after typing an individual’s name into Google’s textbox.

After briefly examining the Internet’s evolution from a means for an emergency, confidential communication into a network that is used daily by the average citizen to accomplish everything from sharing nonsensical banter to finding a spouse, this Part will also explain the progression of U.S. views on free speech and privacy, with an explanation on how modern technology has caused these values to adapt and evolve.

A. The Evolution of the Internet as a Crucial Form of Communication

In 1962, J.C.R. Licklider, a scientist from the United States Department of Defense Advanced Research Projects Agency

90. See Rosen, supra note 88. The Fourth Amendment to the U.S. Constitution grants the right to be secure in one’s “person, houses, papers, and effects, against unreasonable searches and seizures.” U.S. CONST. amend. IV. The framers of the Fourth Amendment acted in response to the British rule that colonials faced, specifically, the “general warrant” the crown granted to officials to search colonial homes for any reason. Rand Paul & Chris Coons, The Founding Fathers Would Have Protected Your Smartphone, POLITICO (May 27, 2014), http://www.politico.com/magazine/story/2014/05/a-tech-challenge-for-fourth-amendment-application-107129.


proposed a solution to the Cold War threat of a Soviet attack on the U.S. telephone system. Licklider yearned to create a “galactic network” of computers, enabling government officials to communicate with one another if the Soviets destroyed the telephone system. By the end of 1969, four computers were connected to the so-called “ARPAnet.” This was the earliest form of the Internet, but it was not until the 1980s that the Internet transformed into a worldwide network. In the 1990s, the Internet finally began to take the form recognized today.

The modern Internet reaches far beyond any other medium; it can spread data “instantly and globally.” Online information is more than just pixels; it is information that shapes how life is perceived, and its growth continues to create a “new nervous...
system for our planet.” The Internet is a venue where, every two days, people across the globe are able to generate the same amount of information as humanity created from the dawn of civilization until the year 2003. In light of this staggering statistic, it is unsurprising that conflicts result from substantial Internet use. Pertinently, the right to be forgotten from Google.com and other search engines creates a conflict between U.S. Constitutional rights to free speech and privacy.

B. The Conflicting Rights of the U.S. Constitution

In Europe, the rights to free speech and privacy are both guaranteed under the UDHR and do not conflict with each other. In the United States, however, free expression and personal privacy arguably act as checks on one another. Typically, in the United States, the right to free speech outweighs the right to privacy, as free speech is considered a fundamental value of liberty found in the First Amendment, while the word “privacy” does not ever appear in the U.S. Constitution. Thus, in regards to the right to be forgotten, the ultimate challenge facing the United States is to determine whether information privacy


102. MG Siegler, Eric Schmidt: Every 2 Days We Create as Much Information as We Did Up to 2003, TECHCRUNCH (Aug. 4, 2010), http://techcrunch.com/2010/08/04/schmidt-data/.


104. See UDHR, supra note 45, arts. 12, 19.


107. See Whitman, supra note 41 at 1171.

108. See Liptak, supra note 40.
is an integral element of free speech. If so, the resulting development would be a First Amendment emphasizing the right of individuals to communicate personal information about themselves and others, which is currently the clearest conflict between free speech and information privacy. This is also the main underlying conflict of a U.S. right to be forgotten.

1. The Right to Free Speech

The First Amendment of the U.S. Constitution grants all citizens the right to express their thoughts and opinions within a free society, and this right is “fiercely defended” in the U.S. legal system. United States citizens strongly value freedom of speech because, without such a guarantee, democracy fails, as the political process is at the core of First Amendment freedoms, and broad freedom of expression is vital to individual liberty.

Though not every type of speech is protected under the First Amendment, speech that appears online is entitled to the

---

110. See id.
111. See U.S. CONST. amend. I. Along with the protection of freedom of speech, the First Amendment also protects the freedoms of religion, press, assembly, and petition. First Amendment Rights, AM. GOV’T, http://www.ushistory.org/gov/10b.asp (last visited Jan. 6, 2016).
114. See Williams v. Rhodes, 393 U.S. 23, 32 (1968) (“Competition in ideas and governmental policies is at the core of our electoral process and of the First Amendment freedoms.”).
116. Unprotected categories of speech include obscenity, child pornography, true threats, fighting words, incitement to imminent lawless action, criminal solicitation, and defamation. Id.
same level of protection as speech that appears in print.\textsuperscript{117} Internet speech is protected because government interference with such speech is more likely to hinder, rather than encourage, the free exchange of ideas.\textsuperscript{118} Although the framers did not forecast modern technology,\textsuperscript{119} it does not follow that these forms of speech have any less First Amendment protection than the forms of communication available at the time of the adoption of the U.S. Bill of Rights.\textsuperscript{120} Modern technology presents opportunities for the instant spread of information, but it equally presents opportunities for a more invasive government.\textsuperscript{121} In order to stay in touch with its underlying purposes in light of these new challenges, the right to free speech must continue to adapt to these technological changes.\textsuperscript{122}

2. The Right to Privacy

Just as the right to free speech has adapted to modern technology, so has the right to privacy.\textsuperscript{123} The first discussion of a

\textsuperscript{117} See Citizens United v. FEC, 558 U.S. 310, 352 (2001) (“With the advent of the Internet and the decline of print and broadcast media . . . the line between [individuals] who wish to comment on political and social issues becomes far more blurred.”).

\textsuperscript{118} See Reno v. ACLU, 521 U.S. 844, 885 (1997) (“[G]overnmental regulation of the content of speech is more likely to interfere with the free exchange of ideas than to encourage it.”); Zeran v. Am. Online, Inc., 129 F.3d 327, 330 (4th Cir. 1997) (discussing the need to “maintain the robust nature of Internet communication, and, accordingly, to keep government interference [with Internet speech] to a minimum.”).

\textsuperscript{119} See Bartnicki v. Vopper, 532 U.S. 514, 518 (2001) (“The Framers of the First Amendment surely did not foresee the advances in science that produced [modern technology.]”).

\textsuperscript{120} Citizens United, 558 U.S. at 353–54 (“The Framers may have been unaware of certain types of speakers or forms of communication, but that does not mean that those speakers and media are entitled to less First Amendment protection than those types of speakers and media that provided the means of communicating political ideas when the Bill of Rights was adopted.”).


\textsuperscript{123} Brian McNicoll, Privacy Law Adapted to a New Technological World in Age of Cloud Computing, HUM. EVENTS (Oct. 22, 2015, 8:57 AM), http://humanevents.com/2015/10/22/privacy-law-adapted-to-a-new-technological-
U.S. right to privacy occurred in 1890 when the Harvard Law Review published *The Right to Privacy*, written by scholars Samuel Warren and Louis Brandeis. The article adamantly called for “the right to be let alone.” Warren and Brandeis discussed the importance of members of society meeting the demands of changing technology and argued for the U.S. Constitution to adapt to such advances in order to protect citizens’ privacy. *The Right to Privacy* is regarded as one of the most influential legal essays in the world, and was even referenced in the first sentence of the Google Spain opinion.

In 1960, legal scholar William L. Prosser furthered Warren and Brandeis’ discussion by dividing violations of the right to privacy into four individual torts. Prosser’s four torts included the following: (1) an intrusion upon a person’s seclusion or solitude, (2) public disclosure of embarrassing private information about a person, (3) publicly placing a person in a false light, and (4) appropriating a person’s name or likeness for one’s own advantage. Many courts eagerly adopted Prosser’s classification, which serves as the foundation for the subject of privacy in the world-in-age-of-cloud-computing/ (“[N]ew understandings of . . . privacy . . . have arisen.”).
Second Restatement of Torts.¹³² Five years after the publication of Prosser’s article Privacy, the U.S. Supreme Court, in Griswold v. Connecticut, established the right to privacy as a fundamental U.S. Constitutional right for the first time in the nation’s history.¹³³ Although Griswold established the right to privacy as fundamental, this right is not absolute in the United States.¹³⁴ For example, data privacy is regulated at the federal level to some extent, but these “fragmented and industry-specific” laws¹³⁵ protect only the most sensitive types of data.¹³⁶ By comparison, the U.S. Constitution directly prevents Congress from passing laws that abridge the freedom of speech, suggesting that the U.S. values speech over privacy.¹³⁷ After considering the expansive history of the U.S. right to free speech against the newer, and seemingly lesser, right to privacy, establishing a right to be forgotten in the United States presents a delicate task that balances two incredibly important, but not perfectly equal, rights.


¹³³ Griswold v. Connecticut, 381 U.S. 479, 484 (1965). Though a six-to-three majority held that the right was fundamental, the majority could not agree as to where the right to privacy was guaranteed in the constitution. Justice Douglas argued in the majority opinion that the right to privacy is “formed by emulations from those guarantees that help give them life and substance,” Justice Goldberg argued in his concurring opinion that the Ninth Amendment affords such protection, and Justices Goldberg, Harlan, and White argued that the right to privacy is protected by the Due Process Clause of the Fourteenth Amendment. See id. at 484–502. These U.S. Supreme Court justices are not alone: a comprehensive definition of privacy does not exist among the legal profession. See HEISENBERG, supra note 66, at 13.

¹³⁴ Comparatively, the right to privacy is an absolute right in the EU. See ALAN F. WESTIN, PRIVACY AND FREEDOM 25 (1967).


¹³⁶ Such data includes: financial, insurance, and medical information, information about children and students, credit and consumer reports, and background investigations. See Alan Charles Raul et al., United States, in THE PRIVACY, DATA PROTECTION AND CYBERSECURITY LAW REVIEW 268, 272 (Alan Charles Raul ed., 2014).

¹³⁷ See U.S. CONST. amend. I.
III. WHAT MUST BE FORGOTTEN: UNWORKABLE PROPOSALS

The conflict between Google and the CNIL cannot simply be ignored because the CNIL is forcing Google to follow European law and delist pages in the United States, where the right to be forgotten does not exist, or pay monetary sanctions that would increase the company’s operation costs by 2 to 5 percent.138 As a result, various scholars have proposed different ways of limiting the overly broad right to be forgotten so that it may be applicable in the United States.139 This Part addresses four proposals that aim to narrow the scope of the current right to be forgotten: (1) giving online data an expiration date, (2) using the influence of technology companies to lobby lawmakers, (3) temporarily removing disputed links, and (4) granting a quasi right to be forgotten for minors. These solutions are discussed in order to raise awareness of their weaknesses and to prevent their invocation.

One proposed compromise is giving online data an expiration date, in which a user can determine how long their data would be available.140 Once a set date passes, the data would be removed.141 Data expiration dates, however, would be undermined by web-archival systems that collect and preserve data for future use.142 Web-archiving services preserve information on the Internet and make it available at a later date, even after the information has been changed.143 Dozens of web-archival systems exist around the globe,144 some of which archive hundreds of billions of webpages.145 Because of web archiving, information

---


139. See Dawinder Sidhu, We Don’t Need a “Right to Be Forgotten.” We Need a Right to Evolve, NEW REPUBLIC (Nov. 7, 2014), https://newrepublic.com/article/120181/america-shouldnt-even-need-right-be-forgotten.

140. See Austin Allen, Should Information Have an Expiration Date?, BIG THINK (Apr. 22, 2010), http://bigthink.com/videos/should-information-have-an-expiration-date-2.

141. See id.


143. See id.


would still be retrievable even if it perished from the original link. Further, it is unlikely that archive systems would be banned because these tools frequently produce important evidence in pending legal actions. This proposal is thus impracticable.

Another proposed solution is using technology companies as a means to influence the protection of online freedom. Alessandro Mantelero, a Privacy Law professor at the University of Turin, argues that major Internet technology companies should determine and implement a solution themselves. Mantelero contends that such companies have the ability to influence the protection of online freedoms because these companies develop new products and the standards by which an individual uses such advancements. Google and other technology companies, however, have been unsuccessful in appealing decisions made by data protection agencies and other legal entities, meaning that these players often do not have the final say in regards to regulating the Internet.

---


148. Located in Turin, Italy, the University of Turin is one of the oldest and most prestigious research institutions in all of Europe. See Unito at a Glance, L’Università Di Torino Online, https://en.unito.it/about-unito/unito-glance (last visited Jan. 6, 2016).


150. Land, supra note 147, at 395–96.

151. See, e.g., Trisha Thadani, Facebook Loses Appeal in Dispute Over Search Warrants for User Data, USA TODAY, https://www.usatoday.com/story/tech/2015/07/22/facebook-user-data/30510235/ (last updated July 22, 2015, 4:46 PM); Kate Tummarello, We Won’t Let You Forget It: Why We Oppose French Attempts to Export the Right To Be Forgotten Worldwide, ELECTRONIC FRONTIER FOUND. (Nov. 29, 2016), https://www.eff.org/deeplinks/2016/11/we-wont-let-you-forget-it-why-we-oppose-french-attempts-export-right-be-forgotten.
Mantelero also proposes temporarily removing disputed links, where the subject of the link could request search engines to delete a result, and the link removal would be maintained for a set period of time. The link would then be reactivated after the time passes. Determining standards for this system is illogical because there is not adequate justification for any amount of time suggested as the cut-off period. While more harmful links could be deleted for longer than less harmful links, it would be difficult to determine a consistent standard for removal time, as even identical information may be substantially more harmful to one person than to another. Web-archival systems would also undermine this proposal because, through these systems, a link would resurface, and no definitive change would be made. The lack of a permanent change thus makes this solution inadequate as well.

A final solution worth addressing exists in the form of state law within the United States. In January 2015, California enacted legislation akin to the right to be forgotten for residents under the age of eighteen. Known as the “eraser law,” the law was established with the intent of giving adolescents a “fresh start” and allows minors to request websites to delete personally posted content. As the United States is apprehensive of the sociological implications of advancing technology on

152. See Mantelero, supra note 149.
153. See id.
154. For example, a photo of an individual legally consuming alcohol may not be substantially important to many households, but some cultures and religions, such as the Mormon faith, would shun and avoid an individual after seeing such an image. How Do I Introduce the Concept of Me Drinking Casually at Family Gatherings to my Very Religious Family, REDDIT (Dec. 15, 2014), https://www.reddit.com/r/beer/comments/2pb879/how_do_i_introduce_the_concept_of_me_drinking/.
157. The term “eraser law” is widely used within the media. See David Yangli Wang, Can We Really Have a Right to be Forgotten?, B.C. L. SCH. INTERNET LAW. (Mar. 25, 2015), http://bciptf.org/?p=1678.
Right to be Forgotten

children,\textsuperscript{160} a right to be forgotten for minors could be a good starting point.\textsuperscript{161} Nevertheless, while the California law is “well-intentioned and compassionate,”\textsuperscript{162} it is ultimately incomplete because it does not address content posted by other individuals,\textsuperscript{163} nor does it speak to members of the population over the age of eighteen.\textsuperscript{164}

IV. WHAT MUST BE REMEMBERED: A REALISTIC AND REFLECTIVE SOLUTION

Since the CNIL is applying European law in the United States, it is only a matter of time before the United States is forced to react to the agency’s extraterritorial reach.\textsuperscript{165} This Part will discuss two key actions that must be taken. First, the European Union and the United States must educate their citizens about Internet responsibility in order to minimalize the need to invoke the right to be forgotten. Second, the European Union and the United States must agree to a well-defined bilateral treaty. Such


\textsuperscript{161} See Michelle Silverthorn, Do Americans Want A Right To Be Forgotten?, 2CIVILITY (Oct. 16, 2014), http://www.2civility.org/americans-want-right-for-forgotten/.


\textsuperscript{163} Content posted about a subject by another individual is the type of content that is principally taken down from European Google domains via right-to-be-forgotten requests. See European Privacy Requests for Search Removals, GOOGLE, http://www.google.com/transparencyreport/removals/europeprivacy/?hl=en-US (last updated May 15, 2017).

\textsuperscript{164} As of July 1, 2015, approximately 77 percent of the U.S. population is over the age of eighteen. See QuickFacts, U.S. CENSUS BUREAU, http://www.census.gov/quickfacts/table/PST045214/00 (last visited Dec. 25, 2015).

\textsuperscript{165} See John Naughton, In the Battle of Free Speech Now it’s France v Google, GUARDIAN (Aug. 9, 2015, 2:30 PM), http://www.theguardian.com/commentisfree/2015/aug/09/battle-free-speech-france-google-right-to-be-forgotten.
a treaty will improve the quality of life for both U.S. and EU citizens and will also raise international awareness of the effects of establishing a right to be forgotten.\textsuperscript{166}

\textbf{A. Education as a Means to Minimize the Need for a Right to Be Forgotten}

Children worldwide are spending more time online than in the classroom.\textsuperscript{167} On average, both U.S. and European children ages six to eighteen spend nearly forty-five hours per week on the Internet, but only thirty hours per week in school.\textsuperscript{168} School administrators view the Internet as a necessary teaching tool, but due to its ability to infringe upon the privacy of students, more than 90 percent of school officials are in favor of teaching students about Internet responsibility.\textsuperscript{169} Teaching Internet responsibility in schools would minimize the future invocation of the right to be forgotten by alerting children of the potentially disastrous effects of posting what may be considered harmless content. En-

\textsuperscript{166} See discussion infra Part IV.B.


courting responsible Internet use would also reduce other issues facing schools, such as cyberbullying and class distractions. This education is the first step toward informing citizens that Internet posts can last a lifetime.

The adult population must also receive instruction regarding Internet responsibility, considering their preexisting presence online. Ironically, the Internet itself is the best means to educate adults about responsible Internet use. One recent example of using the Internet to spread awareness was the 2014 ALS Ice Bucket Challenge. During the summer months of 2014, the ALS Ice Bucket Challenge became the world’s largest social media phenomenon, as more than seventeen million individuals uploaded videos of themselves dumping a bucket of ice water over their head in order to increase awareness of amyotrophic lateral sclerosis (ALS). Along with raising USD $115 million in donations, the ALS Association saw a dramatic rise in their

---


172. While an individual can “certainly prevent” themselves from posting embarrassing information online, they cannot always control what others post. Adam Dachis, How to Fix Internet Embarrassments and Improve Your Online Reputation, LIFEHACKER (Oct. 17, 2011, 8:00 AM), http://lifehacker.com/5850288/how-to-fix-internet-embarrassments-and-improve-your-online-reputation. It is particularly important to teach individuals to be mindful of the content they post about others because information posted by one individual about another is the most common type of information that users request to be removed from European Google domains. See European Privacy Requests for Search Removals, supra note 163.


175. ALS is a disease that affects nerve cells in the brain and spinal cord. Id.
media following, allowing the group to substantially increase the number of people they were able to educate about the disease.\textsuperscript{176} The ALS Ice Bucket Challenge is one of many successful examples of when the Internet can serve as a means to educate the public about specific issues.\textsuperscript{177} The same concept could apply to the right to be forgotten, where a short and memorable campaign could be easily spread across social media and consumed by users.

\textbf{B. An International Treaty that Remembers Before Forgetting}

In regards to the right to be forgotten, educating citizens on Internet responsibility is a great start because citizens will become more mindful of their online sharing activity.\textsuperscript{178} Awareness on its own, however, does not solve the dilemma between Google and the CNIL. The European Union Article 29 Data Protection

\begin{footnotesize}
\begin{itemize}
\item[\textsuperscript{176}] The Ice Bucket Challenge created the “single largest episode of giving” ever recorded, aside from an emergency or disaster. John Bonifield, \textit{One Year Later, Your ALS Ice Bucket Money Goes To . . .}, CNN (July 15, 2015, 8:05 PM), http://www.cnn.com/2015/07/15/health/one-summer-after-the-als-ice-bucket-challenge/. The number of followers of the ALS Association Twitter account increased by 146 percent, and the number of “likes” on the ALS Association Facebook page increased by 849 percent. \textit{Id.}
\item[\textsuperscript{178}] This reduced need for a right to be forgotten will lift a significant burden from Google as well. Google has been forced to hire a “big team of lawyers, engineers and paralegals,” who have evaluated hundreds of thousands of right-to-be-forgotten requests. Loek Essers, \textit{This is How Google is Dealing with ‘Right to be Forgotten’ Requests}, \textit{PCWORLD} (Nov. 19, 2014, 12:40 PM), http://www.pcmag.com/article/2850072/this-is-how-google-is-dealing-with-right-to-be-forgotten-requests.html. A lessened need for a right to be forgotten will not only reduce the monetary costs of hiring additional employees but will also ensure that right-to-be-forgotten requests are handled appropriately. The floods of requests currently facing Google are “virtually impossible” to handle with care. \textit{UnGoogled: The Disastrous Results of the ‘Right to be Forgotten’ Ruling}, \textit{WASH. POST} (July 12, 2014), https://www.washingtonpost.com/opinions/ungoogled-the-disastrous-results-of-the-right-to-be-forgotten-ruling/2014/07/12/91663268-07a8-11e4-bbf1-cc51275c7f8f_story.html.
\end{itemize}
\end{footnotesize}
Working Party ("Working Party")\textsuperscript{179} suggests creating a system of standards for when data protection law can extend outside the European Union.\textsuperscript{180} But, in order to be successful, such criteria must be fashioned in the form of a bilateral treaty that accomplishes the Working Party’s objective of harmonizing the “perceived needs and political practicalities of the [European Union and the United States]."\textsuperscript{181}

In order to bridge ideological differences between the European Union and the United States with respect to the right to be forgotten, the two regions must agree to a bilateral treaty. It is not practical to litigate the application of the right to be forgotten in local courts, where differences of values among the parties are not easily accounted for;\textsuperscript{182} solutions to Internet issues tend to be more isolationist and policy-driven in Europe, while those in the United States are more mindful of technology and encourage its integration into daily life.\textsuperscript{183} Therefore, the most realistic solution is updating international law so that it reflects the ideals on both sides of the Atlantic Ocean.

The two primary sources of international law are customary practices and international treaties.\textsuperscript{184} Customary practices are the general, consistent standards that a state feels legally obligated to follow.\textsuperscript{185} Because customary practices only form when

\begin{itemize}
\item \textsuperscript{179} The Working Party consists of data protection representatives from the European Union as well as members of the European Commission. See Article 29 Working Party, EUR. DATA PROTECTION SUPERVISOR, https://secure.edps.europa.eu/EDPSWEB/edps/site/mySite/Art29 (last visited Jan. 14, 2016). The Working Party aims to provide expert advice to the European Commission on data protection matters, promote the uniform application of Directive 95/46/EC in all EU Member States, and advise the European Commission on any law affecting the protection of personal data. See \textit{id}.
\item \textsuperscript{181} Steven C. Bennett, \textit{The “Right to Be Forgotten”: Reconciling EU and US Perspectives}, 30 BERKELEY J. INT’L L. 161, 193 (2012).
\item \textsuperscript{182} See Naughton, \textit{supra} note 165.
\item \textsuperscript{183} See Tim Leberecht, \textit{Is the “Right to Disconnect” a Human Right?}, PSYCHOL. TODAY (Jan. 4, 2017), https://www.psychologytoday.com/blog/the-romance-work/201701/is-the-right-disconnect-human-right.
\item \textsuperscript{185} See \textit{RESTATEMENT (THIRD) OF FOREIGN RELATIONS § 102(2) (AM. LAW INST. 1987)}. If, however, a state generally follows a particular practice but does not
there is a general and consistent practice within a state and a sense of legal obligation to act in such a way.\textsuperscript{186} the opposing historical inclinations and obligations to uphold free speech rights in the United States, and privacy rights in the European Union, make this option unworkable. The remaining alternative is signing an international treaty.\textsuperscript{187} The right to be forgotten from Google (and other search engines more generally) should be addressed in this manner because implementing this treaty will not only improve the quality of life for citizens of both the European Union and United States\textsuperscript{188} but will also inform the international community about the policy behind, and effects of implementing, the right to be forgotten as it currently stands.\textsuperscript{189} Using the situations in Europe and the United States as examples could assist many other countries who are considering implementing their own form of a right to be forgotten. Additionally, this knowledge could prevent future battles between European data protection agencies and foreign search engines by motivating other nations to establish their own laws regarding the right to be forgotten.

The following subsections will propose a test within the treaty that will determine when links can be removed under a compromised right to be forgotten. Additionally, each prong of the test will be explained in detail to provide greater context for what types of content should remain and what types of content should be forgotten.

---

\textsuperscript{186} See Silke Sahl, \textit{Researching Customary International Law, State Practice and the Pronouncements of States Regarding International Law}, N.Y.U. L. \textit{GLOBAL} (June 2007), http://www.nyulawglobal.org/globalex/Customary_International_Law.html. Additionally, the voluntary recognition of a law and participation in its enforcement is likely to arise only when the party is able to internalize the substantial benefits. B\textsc{ruce} B\textsc{enson}, \textit{The Enterprise of Law: Justice Without the State} 13 (1990).


\textsuperscript{188} See Geraldine Van Bueren, \textit{Deconstructing the Mythologies of International Human Rights Law}, in \textit{Understanding Human Rights} 596, 605 (Conor Gearty & Adam Tomkins eds., 1996). The specific improvement will be in the lives of individuals suffering actual harm from Google.com search results, as the new treaty will allow for these results to be removed. \textit{See infra} Part IV.

\textsuperscript{189} See Van Bueren, \textit{supra} note 188, at 605.
1. The Proposed Treaty: Removing Harm Versus Gaining Benefit

Successful international treaties are narrowly worded and tackle precise problems. In light of these characteristics, the new treaty must establish a right to be forgotten from search engines in the most compelling circumstances. This follows the global trend of establishing a right to be forgotten while respecting the U.S. tradition of strong free speech rights. Such circumstances would allow delisting of a link that contains considerably harmful online material but would not allow a link to be delisted merely for the individual’s personal preferences.

190. A narrow agreement will be easier to understand and implement, resulting in a higher level of agreement among the United States and the European Union. See id.

191. See discussion infra pp. 870–78.


193. In 2010, the U.S. Supreme Court declined to add “depictions of animal cruelty” to the categories of speech unprotected by the First Amendment because it is not a historically unprotected category of speech. United States v. Stevens, 559 U.S. 460, 472 (2010). Nevertheless, the court stated that they “need not foreclose the future recognition of such additional categories [of unprotected speech].” Id.

194. See infra p. 871. Notably, these phrases are originally differentiated by the principle of beneficence, which essentially means “to do good.” Samuel Freeman, Criminal Liability and the Duty to Aid the Distressed, 142 U. PA. L.
The right to be forgotten itself is seemingly focused around the reputational management of ordinary citizens, as more than 95 percent of take down requests submitted to Google are from private citizens seeking to protect personal information on social media sites.\textsuperscript{195} Indeed, the right to be forgotten was granted in González as a result of a man being concerned with his reputation and appearance on the Internet.\textsuperscript{196} Under the First Amendment, however, reputational interests alone cannot justify the prohibition of truthful speech.\textsuperscript{197} When this justification is extended, it suggests that a right to be forgotten in the United States may only be invoked under “exceptional circumstances” of the ‘highest order’ of state interest.”\textsuperscript{198} Reputational impairment is not an interest of the highest order; however, the state’s interest in protecting its citizens from acts inflicting considerable harm may rise to this level.\textsuperscript{199} Therefore, a link deletion that solely seeks to improve one’s reputation would not invoke the most compelling state interests, while a link deletion to remove...

\textsuperscript{195}. Sylvia Tippmann & Julia Powles, Google Accidentally Reveals Data on ‘Right to be Forgotten’ Requests, GUARDIAN (July 14, 2015, 9:28 AM), https://www.theguardian.com/technology/2015/jul/14/google-accidentally-reveals-right-to-be-forgotten-requests. Facebook, the world’s largest social networking site, is the website from which the highest amounts of links have been delisted. See European Privacy Requests for Search Removals, supra note 163; What is Facebook, GCFLEARNFREE, http://www.gcflearnfree.org/facebook101/what-is-facebook/1/ (last visited Mar. 24, 2017).

\textsuperscript{196}. See Case C-131/12, Google Spain SL v. Agencia Española de Protección de Datos (AEPD), 2014 E.C.R. 317.

\textsuperscript{197}. See New York Times Co. v. Sullivan, 376 U.S. 254, 272 (1964) (“Injury to . . . reputation affords no . . . warrant for repressing speech that would otherwise be free.”).


\textsuperscript{199}. See id.; see also S. Elizabeth Wilborn Malloy & Ronald J. Krotoszynski, Jr., Recalibrating the Cost of Harm Advocacy: Getting Beyond Brandenburg, 41 WM. & MARY L. REV. 1159, 1166–67 (2000) (“The time has come . . . [for] the courts . . . to impose the cost of Harm Advocacy on the speaker, provided that the rules used to assign such costs do not unduly chill otherwise protected expression.”).
considerable harm would invoke the most compelling state interests.\footnote{200}

A link deletion to “remove considerably harmful online speech” would allow the victim to eliminate search results that cause a person to be made significantly less valuable or successful. A link that considerably harms a person substantially injures them and does not contain societal value or a benefit.\footnote{201} Removing a link to “gain benefit,” however, occurs when a link does not make a person substantially less valuable or successful.\footnote{202} Rather, deletion of the link merely makes the person more valuable or successful as a result.\footnote{203}

To determine whether a link is harmful, and thus should be removed from search engines, a test modeled after the three-prong test for obscenity, established in \textit{Miller v. California},\footnote{204} should be created. Under the \textit{Miller} test, a court looks to the following factors to assess whether the speech is considered obscene:

(a) whether ‘the average person, applying contemporary community standards’ would find that the work, taken as a whole, appeals to the prurient interest, (b) whether the word depicts or describes, in a patently offensive way, sexual conduct specifically defined by the applicable state law, and (c) whether

\footnote{200} These state interests of the highest order can be determined through the “compelling state interest test.” The test asks whether “(1) the challenged law served not just an important public purpose, but a genuinely compelling one; (2) the law was well tailored to achieve that purpose, and (3) the purpose could not be achieved by some less burdensome method.” Bette Novit Evans, \textit{Religious Freedom vs. Compelling State Interests,} KRPKE CENT., http://moses.creighton.edu/csrs/news/s98-1.html (last visited Jan. 11, 2016). Various interests have passed this test. See, e.g., Employment Div. v. Smith, 494 U.S. 872 (1990) (regulating drug use); Richmond v. J. A. Croson Co., 488 U.S. 469 (1989) (preventing racial discrimination); Wisconsin v. Yoder, 406 U.S. 205 (1972) (upholding a compulsory education system).

\footnote{201} This idea stems from the first general rule of beneficence, which forbids deliberately injuring a person without a justification. \textit{See Beneficence, YALE U.,} http://assessment-module.yale.edu/human-subjects-protection/beneficence (last visited Jan. 17, 2016).

\footnote{202} This idea stems from the second general rule of beneficence, which discusses maximizing potential benefits by minimizing potential harm. \textit{See id.} This is distinguished from the first general rule of beneficence because it is focused on an individual’s gains instead of an individual’s injuries. \textit{See id.}

\footnote{203} \textit{See id.}

\footnote{204} \textit{Miller v. California,} 413 U.S. 15 (1973).
the work, taken as a whole, lacks serious literary, artistic, political or scientific value.\textsuperscript{205}

The \textit{Miller} test should be altered and incorporated into the bilateral treaty to test when harmful material is posted against a victim, thus providing grounds to invoke the right to be forgotten from Google and other search engines, as it requires a work to have actual societal value in order to be protected under the First Amendment.\textsuperscript{206} Additionally, because obscene material is abhorrent to moral principles,\textsuperscript{207} it is presumably parallel to the material an individual wants forgotten. A link that an individual wants forgotten is likely offensive to their morality in some degree, otherwise, they would not oppose the content’s association with their name.\textsuperscript{208} Ultimately, the new test will assist in determining material that is so worthless to society that it must be forgotten.\textsuperscript{209}

\textsuperscript{205} \textit{Id.} at 39. The first prong of the test requires the reviewing individual to apply local (typically state) standards, versus a national standard. \textit{See Chapter Overview: The Law of Obscenity, McGraw Hill, http://highered.mheducation.com/sites/0072492171/student_view0/chapter13/chapter_overview.html} (last visited Feb. 18, 2017). The jury or judge will determine this standard based on their knowledge of what is acceptable within the given community. \textit{See id.} In regard to the second prong, either the local legislature or state supreme court must define the types of material that are considered “patently offensive” enough to be obscene. \textit{See id.} The third and final prong presents the most straightforward aspect, which is another question of law, not fact, to be decided by the judge or jury. \textit{See id.}

\textsuperscript{206} \textit{See Miller}, 413 U.S. at 20–22.


\textsuperscript{208} By allowing the removal of harmful links, this treaty is not only tolerant of free speech but also respectful of individual autonomy, a core justification of the First Amendment. Individual autonomy is the idea that moral principles are grounded in the self-governing individual. To be autonomous is essentially being “one’s own person,” or one’s “authentic self.” John Christman, \textit{Autonomy in Moral and Political Philosophy, Stan. U., http://plato.stanford.edu/entries/autonomy-moral/} (last updated Jan. 9, 2015).

\textsuperscript{209} \textit{See R. A. V. v. St. Paul}, 505 U.S. 377, 400 (1992) (White, J. concurring) (“[T]he First Amendment does not apply to [speech if its] expressive content is worthless or of de minimis value to society.”).
2. The New Test

Using a new test to determine whether online material is “considerably harmful” acts as a compromise of European and U.S. values, as it prevents the delisting of material closely connected with free speech, while also allowing for removal of the most sensitive material that is not otherwise protected under the First Amendment. Taking into account the Miller factors, the test under the proposed bilateral treaty to determine if the online speech is “considerably harmful” will read as follows:

(a) whether ‘the average person, applying contemporary community standards’ would find that the material displayed by the link, taken as a whole, appeals to repugnant and vulgar interests, (b) whether the material displayed by the link depicts or describes, in a patently offensive way, substantially demeaning or degrading content, and (c) whether the material displayed by the link, taken as a whole, lacks significant value to a legitimate public interest.

If all parts of this test are answered in the affirmative, the link at issue is considerably harmful to the individual, and it must be delisted from search engine results to “remove considerably harmful online material.” If the test is partially met, or not met at all, the link would have to remain available, as removing the link would result in a violation of free speech.

210. A key purpose of the First Amendment is “the continuation of a marketplace of ideas.” Abrams v. United States, 250 U.S. 616, 630 (1919) (Holmes, J., dissenting). The marketplace of ideas is based on the notion that “[t]he best test of truth is the power of thought to get itself accepted in the competition of the market.” Id. This theory assumes that robust debate free from government interference will produce the discovery of truth. Stanley Ingber, The Marketplace of Ideas: A Legitimizing Myth, 1984 DUKE L.J. 1, 3 (1984). Individual autonomy is another key purpose of the First Amendment. See discussion supra note 208. Material that is closely connected to these justifications will not satisfy the new right-to-be-forgotten test because information that actually harms an individual has no place in the marketplace of ideas and does not benefit one’s individual autonomy. See Steven P. Lee, Hate Speech in the Marketplace of Ideas, in FREEDOM OF EXPRESSION IN A DIVERSE WORLD 13, 24–25 (2010); see also Christman, supra note 208.

211. Although never an official holding, the U.S. Supreme Court has suggested that some kinds of speech should get less protection than others. See, e.g., Young v. Am. Mini Theatres, 427 U.S. 50, 70–71 (1976) (“[E]ven though we recognize that the First Amendment will not tolerate the total suppression of erotic materials . . . few of us would march our sons and daughters off to war to preserve the citizen’s right to see [erotic materials] exhibited in the theaters of our choice.”).
The following subsections will explain each prong of the proposed test and demonstrate its application by using the example of a link leading to revenge porn. Revenge porn is the sharing of sexually explicit images or videos of an individual without obtaining that individual’s consent. In many instances, the material is acquired by a romantic partner in a relationship and is then distributed after a breakup. Revenge porn can humiliate a person and destroy their reputation and well-being, all without adding any worth or advantage to society. While privacy-minded individuals would not protest the removal of a revenge porn link, some free speech enthusiasts argue that the “First Amendment is not a guardian of taste.” The following subsections will demonstrate why some links, such as those including revenge porn, should be delisted worldwide, despite potentially infringing upon the freedom of speech.


213. See id.

214. Victims of revenge porn have shared countless stories of breakups resulting in the victim’s partner sharing intimate material with the victim’s family, friends, co-workers, and/or the general public. Many situations resulted in victims being fired from their jobs, forced to move to new cities, and/or diagnosed with mental illnesses. See Nina Bahadur, Victims Of ‘Revenge Porn’ Open Up on Reddit About How It Impacted Their Lives, HUFFINGTON POST (Jan. 25, 2014, 4:01 PM), http://www.huffingtonpost.com/2014/01/09/revenge-porn-stories-real-impact_n_4568623.html.


216. Although outside the scope of this Note, some scholars would go further and argue that all revenge porn should not only be removed, but that the poster should be subjected to criminal punishment. See, e.g., Danielle Keats Citron & Mary Anne Franks, Criminalizing Revenge Porn, 49 WAKE FOREST L. REV. 345 (2014).

a. Modern Community Standards and Repugnant and Vulgar Interests

The first prong of the proposed test for “considerably harmful online material” considers “whether ‘the average person, applying contemporary community standards’ would find that the material displayed by the link, taken as a whole, appeals to vulgar and repugnant interests.” The phrase “contemporary community standards” was issued by the U.S. Supreme Court when deciding *Miller*218 and was coined in such a manner that allows local communities to apply their own norms in determining what material is obscene.219 *Miller* was decided in 1973, however, when the Internet’s modern impact was simply unimaginable. Determining the standards of an Internet community presents some difficulties, predominantly because Internet communities lack geographic boundaries.220 Since information can be shared worldwide with a click of a mouse, an individual’s harm cannot be judged by the community standards where the post was submitted onto the Internet.221 The transatlantic treaty must therefore require that all right-to-be-forgotten requests describe how the link harms the individual at issue and identify which physical community the harm would persist. By requiring an individual

220. While Chief Justice Berger’s rationales may have been ample in 1973, the modern internet prevents a community from existing “as an island unto itself, able to maintain its own set of morals” unique from any other. Sarah Kagan, *Obscenity on the Internet: Nationalizing the Standard to Protect Individual Rights*, 38 Hastings Const. L.Q. 233, 244 (2010); see also Colleen Canavan, *Obscenity, Community Standards and Internet Filtering in the Information Age*, Drexel U. (Aug. 25, 2003), http://www.pages.drexel.edu/~ctc27/community.html.
221. For example, an article about an individual might be acceptable in the author’s current address in Vashon Island, Washington, but harmful to the subject living in Hereford, Texas. Regarding these locations, a 2015 study done by Crowdpac, a nonpartisan group, researched twenty-five years of campaign donations and found that Vashon Island, Washington is the most liberal city in the United States, and that Hereford, Texas is the most conservative city in the United States. Amber Phillips, *The 10 Most Liberal and Conservative Cities in the U.S. – As Judged by Campaign Donors*, WASH. POST (Dec. 14, 2015), https://www.washingtonpost.com/news/the-fix/wp/2015/12/14/the-10-most-liberal-and-conservative-cities-in-the-u-s-as-judged-by-campaign-donors/.
to state a precise reason for why they would suffer harm from a link in a specific geographic community, the law will restrict no more speech than necessary to reduce considerable harm suffered by members of the population.222

Additionally, the phrase “vulgar and repugnant” must be expanded to prevent vagueness and overbreadth interpretation issues.223 A “vulgar and repugnant interest” is crude, indecent, and objectionable.224 Such an interest rises beyond something that the society merely disagrees with or finds to be offensive,225 as the First Amendment, for example, already protects embarrassing speech.226 This type of interest must be so harmful that it goes against reasonable moral sensibilities.227

Applying the first prong in its entirety to a link containing revenge porn will show why such material should be delisted from search results. Any reasonable community’s standards would determine that revenge porn appeals to the vulgar and repugnant interests of the impermissible distribution of sexually explicit content, as well as, the poster’s “enjoyment” in harming

222. See, e.g., The De-licensing of Occupation in the United States, U.S. DEPT LAB. (May 2015), https://www.bls.gov/opub/mlr/2015/article/the-de-licensing-of-occupations-in-the-united-states.htm (“[T]he government . . . has a compelling interest in protecting against the present and recognizable harm to the public health or safety.”). Additionally, the specific explanation requirement reduces the concern of “forum shopping” for community standards. “Forum shopping” is an informal name referring to the practice of choosing the most favorable jurisdiction for a claim to be heard. See Richard Maloy, Forum Shopping? What’s Wrong With That?, 24 QUINNIPIA L. REV. 25, 27 (2005).


225. See Texas v. Johnson, 491 U.S. 397, 414 (1989) (“If there is a bedrock principle underlying the First Amendment, it is that the government may not prohibit the expression of an idea simply because society finds the idea itself offensive or disagreeable.”).

226. See, e.g., People v. Marquan M., 24 N.Y.3d 1, 11 (2014) (holding that a cyberbullying statute was overbroad and facially invalid under the First Amendment, partially because the First Amendment protects “annoying and embarrassing speech”).

the subject.\textsuperscript{228} Further, if the link to the revenge porn is removed, the First Amendment is not jeopardized because there are ample alternatives for individuals to obtain legal pornography featuring consenting individuals.\textsuperscript{229} Because any contemporary community standards would suggest that revenge porn is a vulgar and repugnant interest, it would thus satisfy the first prong of the test for “considerably harmful online speech.”

\textbf{b. Patently Offensive . . . Demeaning or Degrading Content}

The second prong of the proposed test for “considerably harmful online speech” considers “whether the material displayed by the link depicts or describes, in a patently offensive way, substantially demeaning or degrading content.” The phrase “patently offensive” first appeared in \textit{Memoirs v. Massachusetts}\textsuperscript{230} when the U.S. Supreme Court clarified its initial effort to establish a test for obscene material.\textsuperscript{231} In determining whether the material to be delisted is displayed in a manner that is “patently offensive,” the material’s full context is “critically important.”\textsuperscript{232} Material within a link would not be displayed in a “patently offensive” manner if it merely displays sexual terms or descriptions but may be considered to be displayed in such a manner if

\begin{thebibliography}{99}
\bibitem{229} In the United States, pornography that is not obscene and is not child pornography is protected under the First Amendment. David L. Hudson Jr., \textit{Pornography & Obscenity}, \textsc{First Amend. Cent.} (Sept. 13, 2002), http://www.firstamendmentcenter.org/pornography-obscenity.
\bibitem{231} \textit{See} Roth v. United States, 354 U.S. 476 (1957). Though outside the scope of this Note, the phrase “patently offensive” also appears in other free speech cases. \textit{See, e.g.}, Denver Area Educ. Telcoms. Consortium v. FCC, 518 U.S. 727 (1996) (considering if television broadcasts exposed children to patently offensive material); FCC v. Pacifica Found., 438 U.S. 726 (1978) (addressing whether radio broadcasts contained language that was patently offensive).
\end{thebibliography}
the material’s sexual content is “inescapable.”233 The phrase “demeaning or degrading content,” however, directly targets what the link would display rather than the manner it is being displayed in. Such content would be material that objectively reduces the individual’s dignity.234 Ultimately, the individual’s dignity would be harmed by material aiming to “disrespect and distort” the individual’s integrity.235

Turning to the example of revenge porn, such a link would also satisfy this test for delisting. A victim of revenge porn would likely find its content to be “inescapable,” given that revenge porn frequently leads to loss of professional and educational opportunities as well as psychological damage.236 Revenge porn victims have described their experiences as “completely traumatizing”237 and filled with “shame and embarrassment to a paralyzing level.”238 Such reactions certainly suggest that the content of revenge porn is demeaning and degrading; these reactions objectively demonstrate a loss in the victim’s dignity, which is being disrespected and distorted. Thus, because revenge porn is demeaning and degrading content displayed in a patently offensive manner, it would satisfy the second prong of the test for “considerably harmful online speech.”

c. Significant Value to a Legitimate Public Interest

The third and final prong of the test for “considerably harmful online speech” considers “whether the material displayed by the link, taken as a whole, lacks significant value to a legitimate

233. This type of material is such where the sexual innuendo persists to an extent that the material’s sexual meaning is undeniable. See id.


236. Citron & Franks, supra note 216, at 347. It is worth noting that these results do not happen in every revenge porn case.


238. Annmarie Chiarini, I was a Victim of Revenge Porn. I Don’t Want Anyone Else to Face This, GUARDIAN (Nov. 19, 2013, 7:30 PM), https://www.theguardian.com/commentisfree/2013/nov/19/revenge-porn-victim-maryland-law-change.
public interest.” A “legitimate public interest” exists in nearly all newsworthy events as well as in the private lives of prominent figures.239 A legitimate public interest is not, however, something that people are “merely interested” in knowing about.240 Such an interest features subject matter of genuine public concern, where the revelation of the information does not result in an invasion of privacy.241 In the proposed test, “significant value” to a legitimate public interest would mean material that is of sufficient worth to the genuine public concern.242

Returning to the example of revenge porn, such material is not a legitimate public interest. Revenge porn is a nonconsensual invasion of an individual’s most private conduct.243 Exposing such conduct of a nonpublic figure does not provide sufficient worth to the public concern;244 in fact, courts have determined that the privacy of sexual conduct is not a legitimate public concern even when it involves public figures.245 Thus, because re-


240. DAVID E. MORRISON & MICHAEL SVENNEVIG, THE PUBLIC INTEREST, THE MEDIA, AND PRIVACY 1 (2002), http://downloads.bbc.co.uk/guidelines/editorial-guidelines/research/privacy.pdf. An example of such a situation is when Gawker, an online news organization, published an article revealing that Peter Thiel, the co-founder of PayPal and Silicon Valley billionaire, is “totally gay.” Andrew Ross Sorkin, Tech Billionaire in a Secret War With Gawker, N.Y. TIMES, May 26, 2016, at A1. Thiel described the articles as “very painful and paralyzing” and had “no connection with the public interest.” Id.

241. See Restatement (Second) of Torts § 652D cmt. d (AM. LAW INST. 1977).


244. See Benjamin A. Genn, What Comes Off, Comes Back to Burn: Revenge Pornography as the Hot New Flame and How It Applies to the First Amendment and Privacy Law, 23 AM. U. J. GENDER SOC. POLY & L. 163, 184 (2014). Additionally, legal pornography is still obtainable through many alternatives. See supra p. 881 and note 229.

245. See, e.g., Nick Madigan, Jury Adds $25 Million to Gawker’s Bill, N.Y. TIMES, Mar. 22, 2016, at B2(finding that online news organization Gawker invaded the privacy of former professional wrestler Terry Bollea, also known as
venge porn fails to provide significant value to a legitimate public interest, it would satisfy the third and final prong of the “considerably harmful online speech” test.

3. Advancing Interests on Both Sides of the Atlantic

While privacy is a greatly honored fundamental right in the European Union, so too is freedom of expression in the United States. These values must therefore be balanced with the utmost delicacy. As currently written, the right to be forgotten does not respect such a balance; it grants an excessive amount of privacy rights that inevitably trump free expression. The treaty must therefore limit the excessive privacy protections provided, while maintaining the values of free speech. Establishing such a treaty would be a significant accomplishment, but the voluntary recognition of the treaty and participation in its enforcement will arise only when each party is able to internalize its substantial benefits. Therefore, it must be explained how this treaty advances both U.S. and EU values and interests.

The treaty’s proposed test is mindful of the United States’ strong freedom of speech protections but also remains consistent with other actions that have already been taken by U.S. search engines to protect an individual’s privacy rights. For example, on Google’s “Removal Policies” page, the company already agrees to delist content from their search results if it includes images of child sexual abuse, or if it is in response to a valid legal request, such as a request by a copyright holder aiming to delist a link displaying copyright infringement. Additionally, Google

---


is willing to remove personal information that creates “significant risks of . . . specific harms.” The proposed test within the treaty thus clarifies and solidifies actions that Google is already willing to take.

In the European Union, however, the treaty would narrow the right to be forgotten, but this would end up benefiting, rather than hurting, EU citizens. Currently, the right to be forgotten is a “particular source of confusion” within the European Union, and even experts cannot agree on its interpretation. If no action is taken to reduce such misunderstandings, the right to be forgotten could end up suppressing substantially greater amounts of information than ever intended.

Narrowing the right to be forgotten to the most compelling circumstances would continue to respect the European desire for privacy, while also reducing the overwhelming burden on Google. Nearly 75 percent of the right to be forgotten requests that Google has received have not been granted, with the most

---

250. Id. Such harms specifically identified as removable information by Google include government-issued identification numbers, information relating to common financial transactions, information that could result in financial harm or identity theft, and personally identifiable nude or sexually explicit material featuring an individual that was shared without their consent. Id.

251. In regards to the example of revenge porn, Google is willing to delist links leading to such content that meet its current standards. These standards include: (1) the individual is nude or shown in a sexual act, (2) the content was intended to be private, and (3) the individual never consented to the content being publicly available. Remove “Revenge Porn” from Google, GOOGLE, https://support.google.com/websearch/answer/6302812?hl=en (last visited Mar. 27, 2017).


253. Id.

254. Id.

common reason for denial being that the link contains an individual’s professional activity. By reducing the flood of requests on Google, the treaty will help ensure that requests are examined more carefully, leading to more accurate responses.

CONCLUSION

A limited form of Orwell’s prediction in “1984” was brought to life in the European Union three decades late, where it now seems that “he who controls the past, controls the future.” The right answer to prevent Orwell’s dystopia before it’s too late requires both privacy and free speech to prevail whenever either value is compelling. The proposed approach of establishing a right to be forgotten that cooperates with the CNIL’s demands and, simultaneously, reflects U.S. free speech values would allow for privacy-minded European citizens, as well as citizens of the United States, to be forgotten in the most compelling circumstances. This saves important facts from being tossed down a memory hole, while simultaneously allowing information that should be forgotten to become accordingly undiscoverable.
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256. Greg Sterling, Report: 2 Years in, 75 Percent of Right to Be Forgotten Asks Denied By Google, SEARCH ENGINE LAND (May 12, 2016, 5:28 PM), http://searchengineland.com/report-2-years-75-percent-right-forgotten-asks-denied-google-249424. Of the reasons Google has given, “concerns your professional activity” accounts for 29.7 percent of the reasons why a link removal is denied. Id. Other reasons given by Google include “you are at the origin of this content,” which accounts for approximately 20 percent of denials, and “the information is about another person,” which accounts for approximately nine percent of denials. Id.

257. See generally Hoffman, supra note 255.

258. ORWELL, supra note 1 at 35.
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