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BIOMETRIC DATA COLLECTION IN AN UNPROTECTED WORLD: EXPLORING THE NEED FOR FEDERAL LEGISLATION PROTECTING BIOMETRIC DATA

Carra Pope*

Currently, there are no federal statutes which protect or regulate the collection of biometric information. Because biometric identifiers cannot be changed if compromised, it is increasingly crucial that this data be protected by law. This note examines the barriers to federal legislation which would protect and regulate biometric data, as well as the steps that should be taken to enact federal biometric legislation in the future.

INTRODUCTION

In 2017, the United States experienced one of the largest data breaches to date when the Equifax credit reporting service was hacked, exposing the names, driver’s license numbers, Social Security numbers, and other sensitive personal information of over 145 million Americans.¹ As a result, many people are now concerned that hackers may have gained access to personal identifiers.² In order to avoid similar breaches in the future, lessons must be drawn from the Equifax breach about the ways our personal identifying information has traditionally been left vulnerable to

---
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² See id.
breaches, and how the government can best work to protect this sensitive data in the future.

Biometric identifiers are one of the most unprotected areas of our personal identity and could be susceptible to large-scale breaches in the future.\(^3\) Currently, there are no federal statutes protecting or regulating the collection or commercial use of biometric identifiers, and only limited state protections.\(^4\) These are “digital or analog representation[s] of physical attributes that can be used to uniquely identify [each of] us.”\(^5\) Biometric identifiers include a variety of personal attributes, such as “fingerprints, voice, or [walking] gait.”\(^6\) In fact, one wide-reaching confidential biometric data breach has already occurred.\(^7\) In 2015, a breach of the Office of Personnel Management resulted in the theft of approximately 5.6 million fingerprints.\(^8\) This hack alarmed those on Capitol Hill who suspected that China had orchestrated the data breach in an attempt to build a database of American identities; however, Congress took no action to ensure a breach of this size would not happen again.\(^9\)


\(^6\) Biometrics, ELEC. FRONTIER FOUND., https://www.eff.org/ja/issues/biometrics (last visited May 1, 2018) [hereinafter *Biometrics, ELEC. FRONTIER FOUND.*].

\(^7\) Julianne Pepitone, *OPM Hack: 5.6 Million Fingerprints (Not 1.1 Million) Were Stolen*, NBC NEWS (Sept. 23, 2015), https://www.nbcnews.com/tech/security/opm-5-6-million-fingerprints-not-1-1-million-were-n432281.

\(^8\) Id. Many of those targeted by the breach were federal employees. See id.

This Note argues that without comprehensive federal legislation regulating and protecting the biometric data of all Americans, citizens remain at risk of having their personal identifiers stolen and exploited. Experts have warned that hackers can use this biometric data for leverage, leaving those affected by a breach dealing with the fallout for years. Moreover, this Note argues that the lack of public knowledge on the issue of biometric data collection has allowed technology companies, such as Facebook, to create a climate favorable to their use of customers’ biometric data, largely without their knowledge or consent. The United States government’s “wait and see” approach to technology and the law is effectively forcing the American public to wait until a disastrous data breach occurs for the law to change. Rather than drafting responsive legislation in the aftermath of a crisis, the federal government must take proactive steps to prevent data breaches. Accordingly, the federal government must pass legislation which protects biometric data privacy and ensures that companies secure this data, rather than use it for their own profit.


10 Those with security sensitive positions are especially at risk. See Pepitone, supra note 7.

11 Experts have also warned that as technology evolves, hackers will have more methods of exploiting biometric data. Biometrics, ELEC. FRONTIER FOUND., supra note 6.


13 See Lawrence Lessig, The Path of Cyberlaw, 104 YALE L.J. 1743, 1744 (1995) (discussing that with the Internet, it is best to let technology develop before the laws regulating it: “let the experience catch up with the technology, a way to give the ordinary language a chance to evolve, and a way to encourage new languages where the old gives out.”).
Part I of this Note discusses what biometric data gathering entails, how this data is collected by private companies and the government, and why the average person should be wary of its collection. Part II explores biometric gathering programs outside the United States, and the potential for similar programs to be implemented within the country. Part III examines the effectiveness of state statutes in Illinois, Texas, and Washington that protect biometric data privacy. Part IV analyzes the limited case law regarding biometric data privacy. Finally, Part V scrutinizes proposed federal legislation to protect and regulate biometric data privacy and proposes several methods which could bring that legislation to the forefront of national discourse.

I. WHAT IS BIOMETRIC DATA AND HOW IS IT COLLECTED?

Many people do not know what biometric data is, much less how it is collected. It is important to understand what biometric data entails, and who is collecting and keeping this sensitive data. As biometric technology becomes more commonplace, it is increasingly important to understand how this data collection affects our everyday activities.

A. What is Biometric Data?

Given the highly sensitive nature of biometric data, and the consequences of its dissemination and theft, it is necessary to understand the ways in which it is being collected. Biometric data is unlike other sensitive personal information in that it is collected by both public and private actors. Currently, the biometric data of citizens and non-citizens is collected by the government and

---

14 Credit information is held by three major reporting agencies: Equifax, TransUnion, and Experian; whereas biometric information is collected and held by a variety of actors, including the government, private companies, and other third parties. See generally Credit Reports and Scores, USA.GOV, https://www.usa.gov/credit-reports (last updated March 18, 2018).

15 See generally Fingerprints and Other Biometrics, FBI, https://www.fbi.gov/services/cjis/fingerprints-and-other-biometrics/ (last visited May 1, 2018) (explaining the FBI’s biometric data gathering program); see also Biometrics, U.S. DEP’T OF HOMELAND SEC. (Feb. 6, 2017),
private companies, including third parties such as biometric aggregator Daon. This sensitive data is defined by its non-shareability. The term “biometric data” encompasses a multitude of unique personal identifiers, which can include a person’s fingerprints, DNA samples, iris or retinal scans, voice recordings, walking gait, typing pattern of the fingers, 3D facial


16 See Face Recognition, ELEC. FRONTIER FOUND., https://www.eff.org/ssl/tech/biometrics/faq#faq-How-do-private-companies-use-biometrics? (last visited May 1, 2018) (discussing how private companies use biometric data they have collected from their users).


19 See NIST Biometric Data Standard Adds DNA, supra note 5.

20 See id.

21 See id.


24 See id.

scans, and other forms of hand geometry data. Unlike other, changeable forms of identification, such as driver’s licenses or passports, biometric identifying information cannot be changed to safeguard your identity or other assets which use your biometrics to secure. For example, the fingerprints of a German Defense Minister were stolen from high resolution images of herself online. Some experts have cautioned that stealing a person’s fingerprints is as easy for a hacker as stealing a password. Since this data cannot be changed once it is compromised, the security risks associated with a biometric hack are great. As such, it is important that the government take prompt action to protect this data.

### B. How the United States Government Gathers Biometric Data

The federal government has been carrying out biometric data-collecting initiatives for longer than most citizens might realize; for example, the FBI began its national fingerprint collection

---

28 Alex Hern, Hacker Fakes German Minister’s Fingerprints Using Photos of Her Hands, GUARDIAN (Dec. 30 2014), https://www.theguardian.com/technology/2014/dec/30/hacker-fakes-german-ministers-fingerprints-using-photos-of-her-hands. This incident led to many experts suggesting that biometrics only be used as a second factor of authentication, rather than as a standalone method of security. Id.  
30 Fingerprints and Other Biometrics, supra note 15 (explaining that the FBI has been a leader in biometrics, starting the first national biometric data program (fingerprinting) in 1924); see also Biometrics and Security, CTR. FOR STRATEGIC & INT’L STUDIES, https://www.csis.org/programs/strategic-technologies-program/cybersecurity/other-projects-cybersecurity/biometrics-and (last visited May 1, 2018) (“Governments have been collecting biometric data for decades.”).
program in 1924.\textsuperscript{31} The FBI founded the Biometric Center of Excellence in 2007, which works to strengthen and drive the nation’s biometrics programs.\textsuperscript{32} Additionally, the FBI has developed the Next Generation Identification (NGI) program, which it claims is the “world’s largest and most efficient electronic repository of biometric and criminal history information.”\textsuperscript{33} The FBI is not the only government agency collecting biometric data;\textsuperscript{34} the Departments of Justice, Homeland Security, Defense, State, and other agencies work together to send biometric information to the Office of Biometric Identity Management (OBIM).\textsuperscript{35} In addition to these federal agencies, state, local, and tribal law enforcement also collect and share biometric data with the OBIM.\textsuperscript{36}

The attacks of September 11, 2001 motivated much of this interagency cooperation, as well as the push for a national biometric data program, and these efforts are specifically aimed at fighting terrorism.\textsuperscript{37} The OBIM claims that the use of biometric data in

\begin{itemize}
  \item \textsuperscript{31} See Fingerprints and Other Biometrics, supra note 15.
  \item \textsuperscript{32} See About the Biometric Center of Excellence, FBI, https://www.fbi.gov/services/cjis/fingerprints-and-other-biometrics/biometric-center-of-excellence/about-the-biometric-center-of-excellence (last visited May 1, 2018).
  \item \textsuperscript{33} See Next Generation Identification (NGI), FBI, https://www.fbi.gov/services/cjis/fingerprints-and-other-biometrics/ngi (last visited May 1, 2018); see also Fingerprints and Other Biometrics, supra note 15 (discussing the FBI’s Next Generation Identification program).
  \item \textsuperscript{34} See Biometrics, U.S. Dep’t of Homeland Sec., supra note 15 (explaining that biometric data is collected by multiple government agencies).
  \item \textsuperscript{35} See id.
national security makes “travel simple, easy and convenient for legitimate visitors, but virtually impossible for those who wish to do harm or violate U.S. laws.” One of the first major changes to national biometric strategy came in 2003, when the Department of Homeland Security (DHS) created the US-VISIT program. The US-VISIT program was created to more accurately keep records of all persons entering and exiting the country by collecting visitors’ biometric data, including digital fingerprints and photographs, at border crossings and airport terminals. As part of the expansive US-VISIT program, all U.S. visa applicants are required to submit their biometric data to the U.S. Citizenship and Immigration Service (USCIS) before their applications will be processed. DHS checks that data against terrorist and other watch lists to verify the individual’s identity. The US-VISIT program has also been used to authorize the collection of biometric data from migrants entering

use has changed since 9/11, as well as the need for interagency cooperation to prevent future terrorist attacks).


U.S. Dep’t of Homeland Sec., Fact Sheet, supra note 39, at 1–2.

ILLEGALLY BY THE SEA NEAR PUERTO RICO AND OTHER US TERRITORIES. DHS CLAIMS US-VISIT HAS IMPROVED WITH BORDER CONTROL SECURITY SIGNIFICANTLY BECAUSE IT ALLOWS LAW ENFORCEMENT TO VERIFY A PERSON’S IDENTITY BEFORE ALLOWING THEM INTO THE COUNTRY, CREATING MORE EFFICIENT TRAVEL BOTH AT BORDER CROSSINGS AND IN AIRPORTS.


THIS INTERAGENCY COOPERATION HAS ALSO LED TO THE CREATION OF THE AUTOMATED BIOMETRIC IDENTIFICATION SYSTEM (IDENT), WHICH IS MAINTAINED BY OBIM. STATISTICS ABOUT IDENT’S DATA COLLECTION

43 U.S. DEP’T OF HOMELAND SEC., FACT SHEET, supra note 39, at 3.
45 See generally Secure Communities: Overview, U.S. IMMIGRATION AND CUSTOMS ENF’T, https://www.ice.gov/secure-communities (last updated March 20, 2018) (discussing how the Secure Communities program has been successful); see also US-Visit Testimony, supra note 42 (explaining how ICE has increased their performance since the implementation of the Secure Communities initiative).
47 Secure Communities: Overview, supra note 45.
48 Id.
49 Id. Since the Trump administration reactivated the initiative, over 43,000 “convicted criminal aliens” were deported in 2017 alone. Id.
50 See Biometrics, U.S. DEP’T OF HOMELAND SEC., supra note 15.
reveal just how commonplace government biometric data has become.\textsuperscript{51} IDENT currently holds more than 200 million biometric identities and processes more than 300,000 biometric transactions per day.\textsuperscript{52} A large portion of these transactions come from state and local law enforcement, which submit roughly 50,000 biometric samples per day across the country.\textsuperscript{53} These very large figures demonstrate just how largescale our national biometric programs have become.

The federal government has recently deployed several pilot programs for biometric data collection at airports for travelers leaving the U.S.\textsuperscript{54} Using facial recognition technology, the new exit programs check a traveler’s live facial scans against their passport photo to ensure they match.\textsuperscript{55} If a traveler is determined to be a U.S. citizen, they are to be removed from the exit screening and their photo is to be removed from the file.\textsuperscript{56} However, the government does not disclose how long facial data might stay in the government’s possession.\textsuperscript{57} Since there is no regulation of this type of data, there is no guarantee that the government will destroy the biometric data in a timely manner, or at all.

The federal government was not the only government actor that increased its biometric data gathering after 9/11; similarly, New York City created what is now known as the Domain Awareness System.\textsuperscript{58} The Domain Awareness System is a counterterrorism program developed to “facilitate the observation of pre-operational

\textsuperscript{51} See generally id.

\textsuperscript{52} Id.

\textsuperscript{53} US-Visit Testimony, supra note 42.


\textsuperscript{55} Id.

\textsuperscript{56} Id.

\textsuperscript{57} See generally id. (explaining that U.S. citizen’s facial data will be removed from government databases “after a short period of time”).

activity by terrorist organizations or their agents.” As part of the program, the NYPD utilizes more than 6,000 cameras citywide through a network funded in part by the Department of Homeland Security. Although the program does not use facial recognition software, it can collect biometric data, such as an individual’s walking gait, in furtherance of the stated purpose to control pedestrian traffic. Even though the government cites many national security-related reasons for the collection of biometric data, there remain many significant privacy risks for those who wish to safeguard this highly sensitive data.

It is crucial to note that “[l]aw enforcement use of biometrics poses special problems.” While the government’s collection of biometric data may seem to only affect travelers, visiting non-citizens, or those being processed into the criminal justice system, many Americans who have committed no crime have had their biometric information collected by the FBI’s NGI program. Additionally, there is evidence to suggest that the NGI system has disproportionately collected the biometric information of African Americans and Latinos. This is worrisome because it means that the facial recognition technology used by the FBI may be more likely to misidentify African Americans and Latinos than other groups of people.

Nevertheless, a new exemption to the NGI program leaves most of those who may be misidentified or wish to otherwise challenge

---

60 Francescani, supra note 58.
61 See NYPD, supra note 59, at 1–3.
62 Biometrics and Security, supra note 30 (arguing that without regulation of biometric data programs is “underdeveloped” and as a result the US government has blurred the line between foreign and domestic law enforcement).
64 Id.
65 Id. (explaining that young people are also more at risk of being misidentified).
their data’s inclusion in the program without any recourse. In August 2017, the program became exempt from the Privacy Act of 1974. Citing national security reasons, the FBI will no longer have to disclose whether an individual’s biometrics are included in the NGI database, no longer need consent to share an individual’s biometric data with other agencies, and no longer need consent to amend an individual’s profile within the program. Many privacy groups have argued that this exemption will render the Privacy Act meaningless, leaving citizens without any way to know if their biometric profiles are full of errors, and without judicial redress if they discover this to be the case. This is a troublesome development for those who would like to challenge the presence of their biometrics in the NGI database, or their misidentification through the program.

Some law-abiding citizens have been mistakenly identified as terrorism suspects through government biometric identification programs. Brandon Mayfield, an attorney and Army veteran from Oregon, was mistakenly identified as a suspect in the aftermath of the 2004 Madrid bombings, in which 191 people were killed and about 2,000 were injured. After an FBI supercomputer incorrectly matched Mayfield’s fingerprints with those found on a bag at the

---


67 See Letter to DOJ, supra note 66.

68 Id.

69 See id.

70 See id.


scene of the bombings, multiple FBI analysts then erroneously confirmed the match (despite the fact that fifteen other fingerprints were matched in the system).73 As a result, Mayfield’s property, as well as his family’s, was seized from his residence by the government, and he was placed in jail for over two weeks.74 Even after it was determined the FBI had made a mistake in identifying Mayfield as a suspect, he was held as a material witness to the bombing, and his movements were tracked by the government.75 The FBI eventually issued an apology to Mayfield,76 but his story is a cautionary tale demonstrating how the government’s unregulated use of biometric data can have disastrous consequences for mistakenly-identified individuals. Without legislation protecting biometric identities, there is nothing stopping future cases like that of Brandon Mayfield’s.

C. How Private Companies Gather Biometric Data

Private companies have been collecting biometric data for many years, frequently by monitoring peoples’ interactions with their smartphones.78 Whether a phone uses the increasingly ubiquitous

74 See FBI Apologizes to Lawyer Held in Madrid Bombings, supra note 72.
75 See id. (explaining that the FBI’s claim that Mayfield’s attendance at a local mosque served as additional evidence to support his arrest, even after the Spanish authorities had determined another man’s fingerprints were on the bag).
76 Id.
78 April Glaser, Biometrics are Coming, Along with Serious Security Concerns, WIRED (March 9, 2016), https://www.wired.com/2016/03/biometrics-coming-along-serious-security-concerns/; see also Company Overview of Daon, Inc., BLOOMBERG, https://www.bloomberg.com/research/stocks/private/snapshot.asp?privcapId=7827847 (last visited May 1, 2018); About Daon, supra note 17 (Daon is the one of the world’s largest private holders of biometric information, holding over 100 million unique identities, and has been in operation in the United States since 2002). See, e.g., Jeff Chiu, App Scans Faces of Bar-Goers to Estimate Age, Man-to-Woman Mix of Crowd for Would-be Patrons,
fingerprint to unlock,\textsuperscript{79} iris scans,\textsuperscript{80} or an advanced technology like the new iPhone X and Samsung Pass 3D facial screening,\textsuperscript{81} each one records a user’s biometric data and stores that information on the phone.\textsuperscript{82} Knowing that people might be wary about the storage of their fingerprints, Apple has claimed that biometrics are never stored on their servers or in iCloud, and are only stored directly on the user’s device.\textsuperscript{83} However, with the release of the iPhone X, Apple broke its promise to users and began sharing facial data with third-party applications through the phone’s new “TrueDepth” camera.\textsuperscript{84} Because there are currently no federal laws regulating the use of biometrics by private companies, those who are outraged by this practice are left with little to no legal recourse.

However, phone companies are not the only private actors collecting our biometric data. Amusement parks such as Disney World gather the biometric data of park-goers to ensure there is no


\textsuperscript{81} See Clare Garvie, Facial Recognition is Here. The iPhone X is Just the Beginning, GUARDIAN (Sept. 13, 2017), https://www.theguardian.com/commentisfree/2017/sep/13/facial-recognition-iphone-x-privacy; see also Samsung Pass, supra note 80.


\textsuperscript{83} Id.

\textsuperscript{84} Geoffrey A. Fowler, Apple is Sharing Your Face with Apps. That’s a New Privacy Worry, WASH. POST (Nov. 30, 2017), https://www.washingtonpost.com/news/the-switch/wp/2017/11/30/apple-is-sharing-your-face-with-apps-thats-a-new-privacy-worry/?utm_term=.7eb596ecc715 (explaining that Apple has received little attention for sharing users’ facial data with apps since the release of the newest iPhone model).
ticket fraud within their parks. Newer video games, such as EA’s NBK 2K series and FIFA soccer games, collect users’ biometric data through GameFace, a 3D facial scanning technology which creates personal profiles for game players. Fitbit and other fitness tracking wearable devices collect biometric data as well. Even the NFL Players Association recently agreed to a deal which allows players to sell biometric data collected through wearables. These instances are concerning because most users are unaware that their biometrics are being collected and stored without any form of legal protection.

Another increasingly popular way our biometric data is being collected is through ancestry background services that use DNA, such as 23andMe and Ancestry. The 23andMe company has amassed the DNA of over 2 million individuals. However, the personal data collected by 23andMe is not appropriately safeguarded against hacking. In one instance, a hacker claimed that he had gotten access to the 23andMe application program

---


86 See Put on Your Game Face, ELEC. ARTS GAMES, https://www.easports.com/nba-live/companion-app (last visited May 1, 2018) (explaining that EA GameFace technology allows the user to scan his or her facial geometry via a smartphone camera. These scans can be used across the current EA gaming catalog).

87 See generally Cavan Canavan, The Future of Biometric Marketing, TECHCRUNCH (Dec. 21, 2014), https://techcrunch.com/2014/12/21/the-future-of-biometric-marketing/ (discussing how wearable devices, such as Fitbit and other fitness trackers, which collect biometric data, will be increasingly popular in the future).


89 See Ron Dichter, Biometrics: Are We Going Too Far?, FORBES (June 5, 2017, 9:00 AM), https://www.forbes.com/sites/forbesfinancecouncil/2017/06/05/biometrics-are-we-going-too-far/#7fe5de5d1b8d.

90 See id.

interface (API) and created a program that could “restrict access to
your [web]site based on traits including sex, ancestry, disease
susceptibility, and arbitrary characteristics associated with single-
nucleotide polymorphisms (SNPs) in a person’s genotype.”92
Furthermore, some privacy advocates are concerned by 23andMe’s
openness about selling its participants’ personal health data to third
parties.93
More recently, many have raised concerns about
23andMe and Ancestry.com’s ability to share biometric information
with law enforcement.94 One man was wrongfully held for six hours
and his blood drawn by police after a false match of his DNA
(provided by Ancestry) connected him to a 1996 murder.95 Although
these companies have been open about the fact that they share users’
information with police and sell their data to third parties, some
privacy advocates have doubts about whether customers would be
upset if they were more fully aware of the use of their personal
data.96 Since biometric data is unprotected by federal law, many
people who might want to challenge these business practices are left
without a remedy.

Facebook has gathered a large amount of its users’ biometric
data through its facial recognition technology, widely considered to
be the most remarkable collection of biometric information by a

92 Bio-IT World Staff, 23andMe Shuts Down App that Uses Genetic
Information to Screen Access, CAMBRIDGE HEALTHTECH INST. (July 22, 2015),
http://www.bio-itworld.com/2015/7/22/23andme-shuts-down-app-uses-genetic-
information-screen-access.html.

93 See Matthew Herper, Surprise! With $60 Million Genentech Deal,
23andMe Has a Business Plan, FORBES (Jan. 6, 2015, 9:58 AM),
https://www.forbes.com/sites/matthewherper/2015/01/06/surprise-with-60-
million-genentech-deal-23andme-has-a-business-plan/.

94 See Fiza Pirani, Can Police Legally Obtain Your DNA from 23andMe,
national/can-police-legally-obtain-your-dna-from-23andme-ancestry/8eZ24WN7VisoQiHAFbcmjP/ (last updated May 11, 2018). 23andMe
claims it keeps a record of police requests for personal data in its Transparency
com/transparency-report/.

95 Pirani, supra note 94.

96 See Herper, supra note 93.
private company. Facebook claims that it has a “practically infinite” amount of facial data from its 2 billion users to help train the facial recognition technology. One of the inventors of facial recognition technology believes that Facebook’s database could allow its system to “recognize the entire population of earth.” Facebook uses this facial data to research artificial intelligence with the goal to improve targeted advertising to its users. More alarmingly, Facebook has made no promises to its users regarding the future uses of this facial data. This massive data-collection program, and its inherent potential for abuse and for-profit exploitation, is the driving force behind litigation against Facebook under state statutes protecting biometric data. Since Facebook is such a large company, only a piece of federal legislation regulating this kind of biometric data collection could deter their facial data gathering program.

II. BIOMETRIC DATA GATHERING PROGRAMS AROUND THE WORLD

Many countries have started to adopt biometrics programs of their own. In Argentina, Germany, Italy, and many other countries around the world, biometric identifiers are used to create a national identification system. It is increasingly important to understand the ways biometrics are used by other countries, since any biometric programs successfully implemented internationally

98 See id.
99 Id.
100 Id.
101 In 2013, Facebook’s Chief Privacy Officer, when asked for assurances the facial data would never be used for other purposes, responded, “absolutely not.” Id.
104 Id.
could result in similar programs being enacted within the United States.

A. India’s Aadhaar Program

Aadhaar, a national biometric data collection program in India, is the largest of its kind in the world. More than one billion people have had their biometric identifiers cataloged as part of the program, including fingerprints, photographs, and iris scans. Participation in the Aadhaar program is essentially compulsory; one must be enrolled in order to receive government benefits like pensions and food subsidies. Recently, the country announced that Aadhaar identification must be linked to citizens’ bank accounts in order to prevent money laundering. Though some claim that the policy reduces government waste and fraud, others have argued that the Aadhaar program presents significant privacy issues.

In fact, the Aadhaar program has already shown that it has significant security vulnerabilities. A recent report released by the Centre for Internet and Society, India, claimed that over 130 million


106 See id.

107 See id.


110 See Kolachalam, supra note 105.

111 See id.; Doshi, supra note 108.

Indians might be at risk of having their Aadhaar data stolen due to a massive leak of biometric and other personal data online. However, the Indian government denies this report and claims that no biometric data has been breached. Regardless of whether or not the data was hacked, the report should serve as a cautionary tale to governments of the risks of seeking to implement a largescale, national biometric identity program. Like the United States, India could benefit from formal legal protections for biometric identifiers, specifically because their national identification program is based on this data.

B. Other International Biometric Data Programs

The use of biometric data is increasingly common in the developing world. One of the largest programs, ID4Africa, aims to collect biometric data in order to create a centralized legal identification system for people across all African nations. The use of biometric data in the developing world has been effective, specifically in preventing fraud and ensuring government benefits. South Africa, for example, uses biometric data to control

---


its pension payments. In Ghana, Biometric Voter Registration Kits were used to register 14 million voters in 40 days. Afghanistan and Pakistan used iris and retinal scans to ensure reparation payments to refugees reentering the countries. The Philippines, Spain, South Africa, and many other countries use biometric systems for national identification, similar to India’s Aadhaar program. Biometric identification of infants has even been used to keep track of which babies have been vaccinated in developing countries. Most recently, the United Nations has used biometric identification for displaced Rohingya Muslim refugees fleeing Myanmar. In November 2017, the UN completed phase one of this project, which created biometric identities for over half a million refugees, mostly women and children. Although these initiatives seem to offer many benefits to developing countries, there are significant privacy issues which outweigh the positive aspects of such programs. Most notably, many of the countries using these biometric schemes have no legal framework for addressing an abuse of power within these systems, nor do they have any legal protections for citizens in the case of a breach of biometric data.

---


120 Gelb, supra note 118.

121 See Xavier Giné et al., supra note 117.


124 Id. This biometric program was largely put in place to ensure no ISIS members were migrating into Malaysia, at the encouragement of the Malaysian government. See id.

125 Mandatory National IDs and Biometric Databases, supra note 103.
One of the major issues for many developing countries who might want to deploy biometric data programs is the cost of buying the cameras and equipment needed to successfully launch a program.126 This is largely the result of the lack of biometric programs designed specifically for developing countries, where the internet might not be reliable or even readily available for uploading the data.127 Additionally, many privacy experts have warned that implementing biometric identification programs too quickly will violate at-risk citizens’ civil liberties, as so few of these countries have data protection laws.128 Finally, one of the largest barriers to these biometric data programs is lack of public trust, as seen with India’s Aadhaar program.129 The use of biometrics internationally should be of concern to us all, since any programs enacted abroad could lead to similar programs being enacted within the United States, unless some form of protection and regulation for this data is put in place.

III. STATES WITH BIOMETRIC DATA PRIVACY LAWS

Over the last decade, many states around the country have started to take biometric privacy into their own hands.130 The push

126 See Xavier Giné et al., supra note 117.
127 See Daniel M.L. Storisteau et al., Can Biometrics Beat the Developing World’s Challenges?, BIOMETRIC TECH. TODAY, Nov./Dec. 2016, at 6. However, companies have started to work on solutions to this problem, such as rugged and portable laptops equipped with fingerprint scanners and digital cameras. See, e.g., Biometric Registration Kits, HBS IDENT., http://www.hsbc.nl/our-products/biometric-registration-kits/ (last visited March 1, 2018).
130 See Michael McGivney et al., Illinois’s Biometric Information Privacy Act Spurs Similar Legislation Around the Country, JDSUPRA, LLC (Nov. 27,
for more statutes protecting biometric information began in 2008, when Illinois passed the first state law regulating biometric data.\textsuperscript{131} After Illinois first brought biometric privacy to the national discourse, many other states began to consider their own statutes.\textsuperscript{132} Although many states have taken this initiative, the federal government has not yet passed any biometrics laws.

\textit{A. Illinois BIPA Statute}

In October 2008, Illinois became the first state to pass a comprehensive biometric data privacy statute, when it adopted the Illinois Biometric Information Privacy Act (BIPA).\textsuperscript{133} Under BIPA, businesses and other organizations are prohibited from purchasing, capturing, or obtaining personal “biometric information,” unless the business first:

(1) informs the subject . . . in writing that a biometric identifier is being collected;
(2) informs the subject . . . in writing of the specific purpose and length of term for which a biometric identifier or biometric information is being collected, stored, and used; and
(3) receives a written release executed by the subject.\textsuperscript{134}

The BIPA statute has been referred to by many as the “archetype example of a biometric privacy law.”\textsuperscript{135} However, some have argued
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that because BIPA was passed almost ten years ago, it has become outdated with current technology.\textsuperscript{136}

BIPA has been the basis for most litigation concerning biometric data privacy thus far, with 2017 being the first major year of case law.\textsuperscript{137} Notably, BIPA has given Illinois residents a means by which they may pursue technology giants like Facebook over the unconsented collection of their biometric information.\textsuperscript{138} Facebook, in turn, has hired an Illinois-based lobbying firm to work on amending state laws to be more favorable to technology companies who use people’s likenesses.\textsuperscript{139} Although BIPA is not perfect, it is arguably the best existing statute for consumers who wish to legally challenge unconsented biometric collection.

### B. Texas Capture or Use of Biometric Identifier Statute

Shortly after Illinois passed BIPA, Texas became the second state to pass a law protecting citizens’ biometric data in 2009.\textsuperscript{140} The Texas statute is very similar to the Illinois BIPA statute; however, it does not allow for a private right of action.\textsuperscript{141} Like BIPA, the law
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requires notice and consent before a company can collect users’ biometric data; unlike BIPA, this does not have to include a written release.\textsuperscript{142} However, the Texas statute is not significantly weaker than BIPA.\textsuperscript{143} One illustration of this is the time period that each law allows for companies holding biometric data: Illinois’ BIPA allows a three-year window, while Texas requires the information be destroyed within one year of its collection.\textsuperscript{144} Additionally, although there is no private right of action, the Attorney General of Texas has the authority to recover $25,000 from companies that violate the statute.\textsuperscript{145}

C. Washington

In 2017, Washington became the third and most recent state to enact a biometric privacy statute.\textsuperscript{146} The Washington statute is aimed specifically at companies that collect and market biometric data without users’ knowledge.\textsuperscript{147} Washington’s biometric privacy law, however, was the subject of major pushback from technology companies like Google and Facebook.\textsuperscript{148} Again, Facebook hired in-state lobbyists to aggressively work to stop the bill in its tracks;\textsuperscript{149}
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the result was a significantly watered-down version of the Illinois statute.\textsuperscript{150} Notably, this statute does not include digital photographs or voice audio recordings in the definition of “biometric identifier,”\textsuperscript{151} meaning that programs like Facebook’s facial tagging feature fall outside the scope of the law.\textsuperscript{152} Similar to the Texas statute, Washington’s Attorney General is the only person in the state with the authority to enforce the statute.\textsuperscript{153} The statute also prevents private lawsuits from being filed against companies violating the law.\textsuperscript{154} Many have argued this exception for facial data, in combination with the bar against litigation, makes the Washington law much more tech-business friendly than those biometric laws passed in Texas and Illinois.\textsuperscript{155} The Washington biometric law serves as an example of what can happen when technology companies are willing to invest large amounts of time and money to prevent an unfavorable statute.

\textbf{D. Other States with Proposed Legislation}

As technology companies have become increasingly aware of the value of biometric data, they have begun to lobby in states considering biometric privacy statutes.\textsuperscript{156} This has not altogether deterred other states from considering biometric protection legislation, but rather has blocked or weakened new bills being
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proposed. In 2015, the California legislature considered a bill that would have required businesses that collect biometrics to protect the data from misuse. Although the bill passed the California state assembly, the state senate never brought the bill to a vote.

In 2017, eight states attempted to pass legislation protecting consumer biometric data; however, Washington was the only state that succeeded in doing so. In Montana, an intellectual property attorney helped draft a biometric protection bill that was later blocked by the lobbying efforts of Facebook and Verizon. The Montana bill faced particular pushback because it would have required very specific notice and consent requirements from businesses wishing to collect biometric information from their customers. On the other end of the spectrum, Connecticut proposed biometric legislation that would only apply to “facial recognition [technology] used for marketing purposes,” showing just how narrow newer biometric legislation may be. Alaska and New Hampshire proposed bills that would have protected and
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regulated biometric information, while allowing for a private right of action like BIPA; both failed.\textsuperscript{165}

In November 2017, then-New York Attorney General Eric Schneiderman proposed the “Stop Hacks and Improve Electronic Data Security” (“SHIELD”) Act, which would apply to all businesses and companies that collect biometric data from their employees.\textsuperscript{166} The SHIELD Act would require that businesses “adopt ‘reasonable’ administrative, technical, and physical safeguards for sensitive data, and report breaches” of this data.\textsuperscript{167} Additionally, the SHIELD Act would allow for penalties and potential legal action against companies who fail to safeguard this data, while offering legal liability protection for those companies that can demonstrate very strong preventative action taken to secure such data.\textsuperscript{168} One of the more interesting aspects of the SHIELD Act is that it carves out a more “flexible” standard for small businesses without compromising data protection from bigger technology companies.\textsuperscript{169} However, it remains unclear whether or not the SHIELD Act will become law in New York.\textsuperscript{170}

IV. BIOMETRIC PRIVACY CASE LAW UNDER STATE STATUTES

2017 was the first year with a significant amount of cases involving biometric data privacy; more than thirty class action suits were filed in the second half of the year.\textsuperscript{171} Most of these suits center around employers’ use of employees’ biometric data without their
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knowledge or consent. Many of these employees filed suits under BIPA against employers for the misuse of biometric identifiers in employee timekeeping. These cases include some of America’s larger employers, such as American Airlines and Hyatt Hotels. These cases represent the first real wave of biometric lawsuits that have the potential to create a day-to-day impact on millions of Americans, creating a fundamental shift in the way employers treat such sensitive data.

One of the more consequential suits arising from biometric privacy statute is In re: Facebook Biometric Information Privacy Litigation, a class action filed under BIPA and currently being heard in the Northern District of California. The case began as three separate claims in 2015, which were consolidated into one class action later that year. The plaintiffs claimed they never received meaningful consent from Facebook before having their photos


---


175 See sources cited supra note 174.


177 Bayles, supra note 176.
included in the website’s facial tagging feature. Facebook claimed that the plaintiffs lacked standing because the BIPA statute did not apply to the facial tagging program. However, in a November 2017 hearing, a federal judge said the case concerned “the most personal aspects of your life: your face, your fingers, who you are to the world.” Moving forward, the case will turn on Facebook users’ “right to say no,” which BIPA created for citizens of Illinois. In April 2018, a federal judge granted class certification to the plaintiffs. In May 2018, Facebook’s motion for summary judgement was denied, and the trial was set to move forward in July 2018. If Facebook loses the case, they could be forced to pay a fine of $1000 to $5000 per occurrence of a person’s photo being used without permission.

V. PROPOSING FEDERAL LEGISLATION

As states continue to push for more biometric data protection, a patchwork of privacy laws is taking shape. Given that most technology companies operate around the country, federal legislation is an appropriate solution to biometric privacy concerns. By passing comprehensive legislation which protects biometric data from being sold without the consumer’s permission and creates standards of security for this data, consumers and businesses alike will benefit. By providing businesses with a clear framework for
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how to treat biometric data, they can work to ensure they are complying with the law while still being innovative. Furthermore, giving consumers a clear biometric privacy framework can help people feel more secure in their daily interactions with technology. However, it is important to understand that the road to passing federal biometric legislation will not be easy.

A. Problems with Proposing Federal Biometric Data Regulations

As technology companies have become increasingly aware of the risk of lawsuits under biometric privacy statutes, they have begun to aggressively lobby against any laws that might protect or regulate the use of biometric data. Many “privacy advocates say Facebook is uniquely aggressive in opposing all forms of regulation on its technology.” Facebook has played a significant part in blocking many state bills which would have regulated the use of biometric data, so it is not a far reach to assume if federal biometric legislation were to be proposed the company would be among the first to aggressively oppose its implementation. Some scholars have even suggested the approach taken by Facebook is similar to the lobbying approach taken by controversial groups like the NRA. This may be why no federal lawmaker has introduced a bill that would comprehensively protect biometric data, even though the Government Accountability Office recommended a federal law protecting this data after the privacy concerns raised by facial recognition technologies. In fact, the federal government has
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recently rolled back existing protections of personal data by allowing internet providers to sell users’ data without their knowledge or consent.\textsuperscript{191}

One of the biggest challenges to drafting federal biometric legislation could be the lack of common definition of the term “biometrics.”\textsuperscript{192} This has been an issue for many states that have proposed biometric legislation,\textsuperscript{193} and presents a major opportunity for technology companies to shape a definition most favorable to their business models.\textsuperscript{194} Another concern some experts have voiced is that a piece of federal legislation to protect or regulate biometric data might run afoul of the Constitution.\textsuperscript{195} One scholar has even suggested that these laws are content-based discrimination and thus violate the First Amendment.\textsuperscript{196} However, the scholar based these claims on the fact that companies do not use your biometric data in advertising or marketing\textsuperscript{197} which is no longer the case with most private companies that collect biometric data. Furthermore, the first amendment argument against biometric legislation seems to be outweighed by the interest in maintaining privacy of consumers; however, a court is yet to rule on the constitutional issues presented by biometric data collection.
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B. A Suggested Approach for Future Federal Legislation

As of 2017, 64 percent of Americans had been personally affected by a data breach. In addition, many Americans feel that their personal data has become less secure in the last five years. These two factors are important in considering an approaching for legislation to protect biometric data. Since many Americans already feel their data is less secure, there is likely public support for legislation to protect such sensitive data. Additionally, there are many lawmakers and technology experts who have voiced concern over the lack of regulation of biometric gathering technology.

Moreover, following the Equifax breach, Congress introduced the Consumer Protection Privacy Act of 2017, which requires companies to notify their users of data breaches and misuses of personal information “as expeditiously as possible.” Although this legislation protects biometric identifiers, it does not create a consent or notice requirement before a company can collect or use your biometrics. Even more notably, this legislation would only regulate companies which collect biometric data of at least 10,000 Americans per year, a much more narrow application than the
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Illinois, or even Washington, biometric statutes. Additionally, the legislation has an exception for financial institutions, healthcare providers, and electronic communications providers. By creating such broad exceptions for some businesses, in combination with the very narrow application to certain smaller businesses, this legislation leaves many gaps for citizens who are concerned about their biometric privacy. Privacy advocates can delay their concern, however, since the bill has an extremely small chance of becoming law and has yet to make it out of the committee phase.

While it is promising that some members of Congress have taken the initiative to propose such legislation, more and better changes are needed to our federal privacy laws. The best approach may be for concerned citizens to work with non-profits like the Electronic Frontier Foundation and the American Civil Liberties Union to lobby those Senators and Congressmen who supported the Consumer Protection Privacy Act, encouraging them to adopt a biometric protection bill that more closely resembles the Illinois BIPA statute. Although the BIPA statute was enacted in 2008, it is relatively straightforward and allows for the most accountability for businesses who violate the statute. Furthermore, by lobbying for a federal statute that mirrors BIPA, the legislation would be easier for average citizens to understand than the sixty-one-page Consumer Protection Privacy Act. In order to be an effective piece of biometric privacy legislation, the law should apply to a broad range of businesses, as well as a large array of biometric data gathering methods. Like BIPA, an effective piece of federal legislation would also include a private right of action to hold those companies who frequently violate people’s privacy to be held accountable.
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Moreover, by capitalizing on the lack of public trust of data security, more people could effectively be mobilized to call or write their representatives, encouraging them to adopt comprehensive federal biometric legislation. By average citizens working in unison with privacy-oriented non-profits, there is potential to change, or in some cases spark, the national conversation around biometric data collection.

**CONCLUSION**

Without legislation protecting our biometric data, it is not a matter of if, but rather when, this highly sensitive data will be breached.\(^{209}\) As the few states who do have biometric protection laws show, litigants are willing to use these statutes to enforce their privacy and hold private companies accountable. However, passing legislation will not be an easy achievement. Developing effective biometric privacy legislation requires an understanding of the cultural, social and legal contexts of the biometric systems, otherwise failing such impacts diminishes the efficacy of the legislation and can bring serious unintended consequences.\(^{210}\) On the other hand, technology companies have already demonstrated a real desire to quash any new legislation that would protect or regulate biometric data.

Moreover, to pass federal legislation would take a major public awareness campaign that effectively conveys the dangers of unregulated biometric data collection. There are many privacy and civil liberties orientated organizations who already have the capacity to take on this type of campaign. As biometric programs from private companies become increasingly commonplace, more of these organizations are likely to speak out. Since there is a pre-existing lack of public trust surrounding the security of our personal data online, it most likely would not take too much for this type of campaign to catch on. In the wake of the Equifax data breach, now
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is not the time to wait for better protection of our sensitive biometric data. Rather, it is the time for citizens to push their legislators for stringent biometric protections to be codified into law.